

	
3GPP TSG-SA3 Meeting #77-LI-e	S3i200150
Online, 21st Apr 2020 - 24th Apr 2020		

Source:	NTAC
Title:	Discussion on IRI fuekfs for ATSSS
Document for:	Discussion
Agenda Item:	9.1
Work Item / Release:	LI16
Abstract of the contribution: 
This contribution provides background and supporting rationale for the CR in s3i1200110, as well as a set of further questions and discussion points.




BACKGROUND
ATSSS (Access Traffic Steering, Switching and Splitting) is a feature defined in TS 23.501 that allows a PDU session to be split across both 3GPP and non-3GPP access networks simultaneously (see TS 23.501 clauses 4.2.10 and 5.32).
	

TS 23.501 Figure 4.2.10-1: Non-roaming and Roaming with Local Breakout architecture for ATSSS support

	


TS 23.501 Figure 4.2.10-2: Roaming with Home-routed architecture for ATSSS support (UE registered to the same VPLMN)
	


TS 23.501 Figure 4.2.10-3: Roaming with Home-routed architecture for ATSSS support (UE registered to different PLMNs)



We assume that UP traffic on both the 3GPP and Non-3GPP access will be accessible in the same PLMN, with the exception of when a UE is registered to two different PLMNs (as shown in Figure 4.2.10-3 from TS 23.501 above).  
We assme there is no additional correlation required as the PDU Session ID will be the same in all cicumstances.  As per 24.193 Clause 5.2.1.  Once a UE successfully establishes a session with an ATSSS container IE, it will establish the second session with the same PDU session ID, therefore relating them to each other.
PROPOSED CHANGE
The PDU Session Establishment Request now contains a new request type to indicate that the UE wishes to establish an MA PDU session (see TS 24.501 clause 9.11.3.47).  This has not been reflected in available values for FiveGSMRequestType in the TS 33.128 ASN.1 for IRI payloads.  This change adds mAPDUrequest to FiveGSMRequestType.
	[bookmark: _Toc27747397][bookmark: _Toc36213588][bookmark: _Toc36657765]TS 24.501 Clause 9.11.3.47	Request type

The purpose of the Request type information element is to indicate the type of the 5GSM message.
The Request type information element is coded as shown in figure 9.11.3.47.1 and table 9.11.3.47.1.
The Request type is a type 1 information element.
	8
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	6
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	Request type IEI
	0
spare
	Request type value
	octet 1


Figure 9.11.3.47.1: Request type information element
Table 9.11.3.47.1: Request type information element
	Request type value (octet 1, bit 1 to bit 4)

	

	Bits

	3
	2
	1
	
	

	0
	0
	1
	
	initial request

	0
	1
	0
	
	existing PDU session

	0
	1
	1
	
	initial emergency request

	1
	0
	0
	
	existing emergency PDU session

	1
	0
	1
	
	modification request

	1
	1
	0
	
	MA PDU request (NOTE)

	1
	1
	1
	
	reserved

	
All other values are unused and shall be interpreted as "initial request", if received by the network.

	NOTE:	This value shall be interpreted as "initial request", if received by a network not supporting MA PDU sessions.






Proposed change in the ASN.1 (see s3i1900110)
FiveGSMRequestType ::= ENUMERATED
{
    initialRequest(1),
    existingPDUSession(2),
    initialEmergencyRequest(3),
    existingEmergencyPDUSession(4),
    modificationRequest(5),
    reserved(6),
    mAPDUrequest(7)
}

FURTHER QUESTIONS
In a home routed ATSSS archicture with the UE registered to different PLMNs it is assumed that the VPLMN will have no visibility of the traffic routed via the Non-3GPP access, and therefore will likely find it extremely challenging to recontruct the session successfully.  This is not a problem that this CR addresses but it requires further discussion.
Are there additional fields of value to interpret ATSSS sessions, such as Multi-Access Rules (MAR) or ATSSS-LL parameters – examples are given below. We have not included these in the CR, but the meeting may wish to consider whether they should be added in a future CR.
	[bookmark: _Toc36187793]TS 23.501 Clause 5.8.2.11.8	Multi-Access Rule
The following table describes the Multi-Access Rule (MAR) that includes the association to the two FARs for both 3GPP access and non-3GPP access in the case of supporting ATSSS.
Table 5.8.2.11.8-1: Attributes within Multi-Access Rule
	Attribute
	Description
	Comment

	N4 Session ID
	Identifies the N4 session associated to this MAR.
	

	Rule ID
	Unique identifier to identify this rule.
	

	Steering functionality
	Indicates the applicable traffic steering functionality:
Values "MPTCP functionality", "ATSSS-LL functionality".
	

	Steering mode
	Values "Active-Standby", "Smallest Delay", "Load Balancing" or "Priority-based".
	

	Per-Access Forwarding Action information (NOTE 1)
	Forwarding Action Rule ID
	The Forwarding Action Rule ID identifies a forwarding action that has to be applied.
	

	
	Weight
	Identifies the weight for the FAR if steering mode is "Load Balancing"
	The weights for all FARs need to sum up to 100

	
	Priority
	Values "Active or Standby" or "High or Low" for the FAR
	"Active or Standby" for "Active-Standby" steering mode and "High or Low" for "Priority-based" steering mode

	
	List of Usage Reporting Rule ID(s)
	Every Usage Reporting Rule ID identifies a measurement action that has to be applied.
	This enables the SMF to request separate usage reports for different FARs (i.e. different accesses)

	NOTE 1:	The Per-Access Forwarding Action information is provided per access type (i.e. 3GPP access or Non-3GPP access).






	[bookmark: _Toc27490791][bookmark: _Toc27557084][bookmark: _Toc27724001][bookmark: _Toc36031073][bookmark: _Toc36042993]TS 29.244 Clause 7.5.3.7	ATSSS Control Parameters IE within PFCP Session Establishment Response
The ATSSS Control Parameters grouped IE shall be encoded as shown in Figure 7.5.3.7-1.
Table 7.5.3.7-1: ATSSS Control Parameters IE within PFCP Session Establishment Response
	Octet 1 and 2
	
	ATSSS Control Parameters IE Type = 221 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	MPTCP Parameters
	C
	This IE shall be present if the TCI flag in the MPTCP Control Information IE is set to "1" in the Request message and the UPF allocated resources for MPTCP.
	-
	-
	-
	X
	MPTCP Parameters

	ATSSS-LL Parameters
	C
	This IE shall be present if the LLI flag in ATSSS-LL Control Information IE is set to "1" in the Request message and the UPF allocated resources for ATSSS-LL. 
	-
	-
	-
	X
	ATSSS-LL Parameters

	PMF Parameters
	C
	This IE shall be present if the PMFI flag in the PFM Control Information IE is set to "1" in the Request message and the UPF allocated resources for PMF.
	-
	-
	-
	X
	PMF Parameters



The MPTCP Parameters grouped IE shall be encoded as shown in Figure 7.5.3.7-2.
Table 7.5.3.7-2: MPTCP Parameters IE within PFCP Session Establishment Response
	Octet 1 and 2
	
	MPTCP Parameters IE Type = 225 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	MPTCP Address Information
	M
	This IE shall carry the information of allocated MPTCP address.
	-
	-
	-
	X
	MPTCP Address Information

	UE Link-Specific IP Address
	M
	This IE shall carry the information of allocated UE link-specific IP address for MPTCP.
	-
	-
	-
	X
	UE Link-Specific IP Address



The ATSSS-LL Parameters grouped IE shall be encoded as shown in Figure 7.5.3.7-3.
Table 7.5.3.7-3: ATSSS-LL Parameters IE within PFCP Session Establishment Response
	Octet 1 and 2
	
	ATSSS-LL Parameters IE Type = 226 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	ATSSS-LL Information
	M
	This IE shall indicate that resources have been allocated to the ATSSS functionality.
	-
	-
	-
	X
	ATSSS-LL Information



The PMF Parameters grouped IE shall be encoded as shown in Figure 7.5.3.7-4.
Table 7.5.3.7-4: PMF Parameters IE within PFCP Session Establishment Response
	Octet 1 and 2
	
	PMF Parameters IE Type = 227 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	PMF Address Information
	M
	This IE shall contain the PMF Address Information.
	-
	-
	-
	X
	PMF Address Information
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