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Abstract of the contribution: This document provides a brief report from the PTSC-LAES.
1. Administrative:

· PTSC LAES had four virtual meetings (April 16th, June 13th, June 18th and July 9th of 2019 since SA3LI#73.  
2. Open projects:
· PTSC Issue 138: Impact of eCNAM standard on LI ( output document ATIS-1000678.v4

· PTSC Issue 144: Encrypted Intercept Information ( output document ATIS-1000678.v4
· PTSC Issue 152: Revision of ATIS-1000678.v3  ( output document ATIS-1000678.v4
· PTSC Issue 155: Federal Cybersecurity Requirements and LI Interfaces ( output document TBD. 

3. ATIS-1000678.v4 updates (LAES for VoIP – wireline)
· The document is in first ballot review. The discussion of the comments was spread around 3 meetings and due to the extent of changes happening, it will go for a default letter ballot review again.   
· Highlights of the comments/resolutions: 

· V4 has introduced two new messages: (1) CCEncryptionInfo, (2) LocationReport. 

· CCEncryptionInfo is to report the information needed for LEAs to decipher the CC when delivered in an encrypted form (PTSC Issue: 144).

· LocationReport is to report the location of the Intercept Subject (PTSC Issue 152) in some scenarios. 

During the ballot review,  the discussion found that functionality envisioned with the use of LocationReport can be realized in other ways, and hence, it was agreed to delete the LocationReport from the v4 of the document. 
· V4 has enhanced the use NetworkSignal message to carry the eCNAM (calling name in an extended format) when the same is sent to the Intercept Subject on an incoming call (PTSC Issue 138).  There was some discussion on whether the use of NetworkSignal message would be the right approach (TerminationAttempt was the alternative).  Final agreement has not been reached on this topic. Furthermore, the requirements were not clear regarding what the network had to do when the call was redirected or encountered a busy condition. 
· V4 has changed to report the SHAKEN (Signature-based Handling of Asserted information using toKENs) related results obtained from the STI-AS (originating network) and STI-VS (terminating network) to the LEAs in a NetworkSignal message (PTSC Issue 152).  There were some discussions on whether the use of NetworkSignal message was the right approach (Origination and TerminationAttempt were the alternatives).  Final agreement has not been reached on this topic. Again, the requirements were not clear regarding what the network had to do  when the call was redirected or encountered a busy condition. 
· The SHAKEN related architecture presumed in the document was using STI-AS and STI-VS, both are the Application Servers (AS) from a 3GPP IMS architecture perspective. However, the network model that ATIS-1000678 applies is a generic VoIP model, and not necessarily a 3GPP IMS model. There were suggestions to move the SHAKEN aspects to the ATIS-0700005 standard (which is an  IMS-based VoIP and multimedia related standard for LI). Final agreement has not been reached on this topic. 
4. Federal Cybersecurity Requirements and LI Interfaces

· Nothing new to report. 
From the previous report: 

· A new Issue (i.e. project) was agreed earlier. 

· This is a study with  the purpose of identifying the implications of US Federal cyber-security regulations on the LI interfaces service providers to the LEAs.  Any implications on the internal interfaces between (e.g. IAP and the MF/DF) are outside the scope of this study. 

· The study will also identify any state and local regulations beyond the applicable US Federal cyber-security regulations. 

· In case, an implication is found, the study will identify the method of capturing those findings. 

· The study is scheduled for a completion in 2Q19. 

5. PTSC LAES and WTSC LI merger
· Quiet. 

