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<<<<<<<<<<<<<<<<<<<<<<<<<< START OF FIRST CHANGE >>>>>>>>>>>>>>>>>>>>>>>>>>>>
  
[bookmark: _Toc4503866]6.2.2.2.2	Registration
The IRI-POI in the AMF shall generate an xIRI containing an AMFRegistration record when the IRI-POI present in the AMF detects that a UE matching one of the target identifiers provided via LI_X1 has successfully registered to the 5GS via 3GPP NG-RAN or non-3GPP access. Accordingly, the IRI-POI in the AMF generates the xIRI when one of the following events are detected:
-	AMF sends a N1: REGISTRATION ACCEPT message to the target UE and the UE 5G Mobility Management (5GMM) state within the AMF is changed to 5GMM-REGISTERED.
Table 6.2.2-1: Payload for AMFRegistration record
	Field name
	Description
	M/C/O

	registrationType
	Shall be provided to sSpecifiesy the type of registration, see TS 24.501 [13] clause 9.11.3.7. This is derived from the information received from the UE in the REGISTRATION REQUEST message.
	M

	registrationResult
	Shall be provided to sSpecifiesy the result of registration, see TS 24.501 [13] clause 9.11.3.6.
	M

	slice
	Shall be pProvided, if available, and shall include one or more of the following: 
· allowed NSSAI (see TS 24.501 [13] clause 9.11.3.37).
· configured NSSAI (see TS 24.501 [13] clause 9.11.3.37).
· rejected NSSAI (see TS 24.501 [13] clause 9.11.3.46).
This is derived from the information sent to the UE in the REGISTRATION ACCEPT message.
	C

	sUPI
	SUPI associated with the registration (see clause 6.2.2.4) shall be provided.
	M

	sUCI
	SUCI used in the registration shall be provided.
	CM

	pEI
	PEI provided by the UE during the registration, if available, shall be provided.
	C

	gPSI
	GPSI obtained in the registration, if available as part of the subscription profile, shall be provided.
	C

	gUTI
	5G-GUTI provided as outcome of initial registration or used in other cases, see TS 24.501 [13] clause 5.5.1.2.2, shall be provided.
	M

	location
	Location information determined by the network during the registration, if availablelawfully authorised.
	C

	non3GPPAccessEndpoint
	UE's local IP address used to reach the N3IWF, if available, shall be provided. IP addresses are given as 4 octets (for IPv4) or 16 octets (for IPv6) with the most significant octet first (network byte order).
	C




<<<<<<<<<<<<<<<<<<<<<<<<<< START OF SECOND CHANGE >>>>>>>>>>>>>>>>>>>>>>>>>>>>

[bookmark: _Toc4503867]6.2.2.2.3	Deregistration
[bookmark: _Hlk534730637]The IRI-POI in the AMF shall generate an xIRI containing an AMFDeregistration record when the IRI-POI present in the AMF detects that a UE matching one of the target identifiers provided via LI_X1 has deregistered from the 5GS. Accordingly, the IRI-POI in AMF generates the xIRI when one of the following events are detected:
[bookmark: _Hlk534730680]-	For network initiated de-registration, when the AMF receives the N1: DEREGISTRATION ACCEPT message from the target UE or when implicit deregistration timer expires; and in both cases the UE 5GMN state within the AMF is changed to 5GMM-DEREGISTERED.
-	For UE initiated de-registration, when the AMF sends the N1: DEREGISTRATION ACCEPT message to the target UE or when the AMF receives the N1: DEREGISTRATION REQUEST message from the target UE with deregistration type value of “switch off”; and in both cases the UE 5GMN state within the AMF is changed to 5GMM-DEREGISTERED.
Table 6.2.2-2: Payload for AMFDeregistration record
	Field name
	Description
	M/C/O

	deregistrationDirection
	Shall be provided to iIndicates whether the deregistration was initiated by the network or by the UE.
	M

	accessType
	Shall be provided to iIndicates the access for which the deregistration is handled, see TS 24.501 [13] , clause 9.11.3.20.
	M

	sUPI
	SUPI associated with the deregistration (see clause 6.2.2.4), if available shall be provided.
	CM

	sUCI
	SUCI used in the deregistration, if available, shall be provided in accordance with (see NOTE 1).
	C

	pEI
	PEI used in the deregistration, if available, shall be provided in accordance with (see NOTE 1).
	C

	gPSI
	GPSI associated to the deregistration, if available as part of the subscription profile, shall be provided.
	C

	gUTI
	5G-GUTI used in the deregistration, if available, see TS 24.501 [13], clause 5.5.2.2.1, shall be provided in accordance with (see NOTE 1).
	C

	cause
	Shall be provided to iIndicates the 5GMM cause value for network-initiated deregistration, see TS 24.501 [13], clause 9.11.3.2.
	C

	location
	Location information determined by the network during the deregistration, if available and if lawfully authorised.
	C

	NOTE:	At least one among SUCI, PEI and GUTI shall be provided.



<<<<<<<<<<<<<<<<<<<<<<<<<< START OF THIRD CHANGE >>>>>>>>>>>>>>>>>>>>>>>>>>>>


[bookmark: _Toc4503868]6.2.2.2.4	Location update
The IRI-POI in the AMF shall generate an xIRI containing an AMFLocationUpdate record each time the IRI-POI present in an AMF detects that the target’s UE location is updated due to target’s UE mobility or as a part of an AMF service procedure and the reporting of location information is lawfully authorised. The generation of such separate xIRI is not required if the updated UE location information is obtained as a part of a procedure producing some other xIRIs (e.g. mobility registration). In that case the location information is included into the respective xIRI message.
The UE mobility events resulting in an xIRI generation include the “N2 Path Switch Request” (“Xn based inter NG-RAN handover” procedure described in 3GPP TS 29.571 [4], clause 4.9.1.2) and the “N2 Handover Notify” (“Inter NG-RAN node N2 based handover” procedure described in 3GPP TS 29.571 [4], clause 4.9.1.3).
Additionally, based on regulatory requirements and operator policy, the location information obtained by AMF from NG-RAN or LMF in the course of some service operation (e.g. emergency services, LCS) may generate an xIRI containing an AMFLocationUpdate record. In the case of NG-RAN, the generation is triggered by a “Location Report” from NG-RAN induced by a “Location Report Control” from AMF, as described in 3GPP TS 29.571 [4], clause 4.10. In the case of LMF, the generation is triggered by a “Nlmf_Location_DetermineLocation Response” from LMF to AMF, as described in 3GPP TS 29.571 [4], clause 5.2.15.
Table 6.2.2-3: Payload for AMFLocationUpdate record
	Field name
	Description
	M/C/O

	sUPI
	SUPI associated with the location update (see clause 6.2.2.4) shall be provided.
	M

	sUCI
	SUCI associated with the location update, if available, shall be provided, see TS 24.501 [13].
	C

	pEI
	PEI associated with the location update, if available, shall be provided.
	C

	gPSI
	GPSI associated with the location update, if available as part of the subscription profile, shall be provided.
	C

	gUTI
	5G-GUTI associated with the location update, if available, shall be provided, see TS 24.501 [13].
	C

	location
	Updated location information determined by the network shall be provided.
	M





<<<<<<<<<<<<<<<<<<<<<<<<<< START OF FOURTH CHANGE >>>>>>>>>>>>>>>>>>>>>>>>>>>>

[bookmark: _Toc4503869]6.2.2.2.5	Start of interception with registered UE
The IRI-POI in the AMF shall generate an xIRI containing an AMFStartOfInterceptionWithRegisteredUE record when the IRI-POI present in the AMF detects that interception is activated on a UE that has already been registered in the 5GS (see clause 6.2.2.4 on identity privacy). A UE is considered to be already registered to the 5GS when the 5GMM state for that UE is 5GMM-REGISTERED. Therefore, the IRI-POI present in the AMF shall generate the xIRI AMFStartOfInterceptionWithRegisteredUE record when it detects that a new interception for an UE is activated (i.e. provisioned by the LIPF) and the 5G mobility management state within the AMF for that UE is 5GMM-REGISTERED.
Table 6.2.2-4: Payload for AMFStartOfInterceptionWithRegisteredUE record
	Field name
	Description
	M/C/O

	registrationResult
	Shall be provided to sSpecifies the result of registration, see TS 24.501 [13], clause 9.11.3.6.
	M

	registrationType
	Specifies the type of registration, see TS 24.501 [13] clause 9.11.3.7, if available, shall be provided.
	C

	slice
	Shall be pProvided, if available, and shall include one or more of the following: 
· allowed NSSAI (see TS 24.501 [13] clause 9.11.3.37).
· configured NSSAI (see TS 24.501 [13] clause 9.11.3.37).
· rejected NSSAI (see TS 24.501 [13] clause 9.11.3.46).
This is derived from the information that was sent to the UE in the REGISTRATION ACCEPT message. IRI-POI in AMF can include this information if and only if it retained the information that it had previously sent in the REGISTRATION ACCEPT message to the UE.
	C

	sUPI
	SUPI associated with the registration (see clause 6.2.2.4) shall be provided.
	M

	sUCI
	SUCI used in the registration shall be provided.
	CM

	pEI
	PEI provided by the UE during the registration, if available, shall be provided.
	C

	gPSI
	GPSI obtained in the registration, if available as part of the subscription profile shall be provided.
	C

	gUTI
	5G-GUTI provided as outcome of initial registration or used in other cases, see TS 24.501 [13], clause 5.5.1.2.2 shall be provided.
	M

	location
	Location information, if availablelawfully authorised.
	C

	non3GPPAccessEndpoint
	UE's local IP address used to reach the N3IWF, if available, shall be provided. IP addresses are given as 4 octets (for IPv4) or 16 octets (for IPv6) with the most significant octet first (network byte order).
	C

	timeOfRegistration
	Time at which the last registration occurred, if available, shall be provided. This is the time stamp when the REGISTRATION ACCEPT message is sent to the UE or (when applicable) when the REGISTRATION COMPLETE is received from the UE.
Shall be given qualified with time zone information (i.e. as UTC or offset from UTC, not as local time).
	C



<<<<<<<<<<<<<<<<<<<<<<<<<< START OF FIFTH CHANGE >>>>>>>>>>>>>>>>>>>>>>>>>>>>

[bookmark: _Toc4503870]6.2.2.2.6	AMF unsuccessful procedure
The IRI-POI in the AMF shall generate an xIRI containing an AMFUnsuccessfulProcedure record when the IRI-POI present in the AMF detects an unsuccessful procedure for a UE matching one of the target identifiers provided via LI_X1.
Unsuccessful registration shall be reported only if the target UE has been successfully authenticated.
Accordingly, the IRI-POI in the AMF generates the AMFUnsuccessfulProcedure record when one of the following events are detected:
-	AMF sends a N1: REGISTRATION REJECT message to the target UE and the UE 5G Mobility Management (5GMM) state within the AMF is changed to 5GMM-DEREGISTERED.
-	AMF aborts a registration procedure before the UE 5G Mobility Management (5GMM) state within the AMF is changed to 5GMM-REGISTERED.
-	AMF sends a SERVICE REJECT message to the target UE including a PDU session establishment reject message type.
-	AMF aborts a UE-initiated NAS transport procedure with payload container type IE set to "SMS".
Table 6.2.2-5: Payload for AMFUnsuccessfulProcedure record
	Field name
	Description
	M/C/O

	failedprocedureType
	Shall be provided to sSpecifiesy the procedure which failed at the AMF.
	M

	failureCause
	Shall be provided to conveyProvides the value of the 5GSM or 5GMM cause, see TS 24.501 [13], clauses 9.11.3.2 and 9.11.4.2.
	M

	requestedSlice
	Slice requested for the procedure, if available, given as a NSSAI (a list of S-NSSAI values as described in TS 24.501 [13] clause 9.11.3.37) shall be provided.
	C

	sUPI
	SUPI associated with the procedure, if available, shall be provided in accordance with (see NOTE).
	C

	sUCI
	SUCI used in the procedure, if applicable and if available, shall be provided in accordance with (see NOTE).
	C

	pEI
	PEI used in the procedure, if available, shall be provided in accordance with (see NOTE).
	C

	gPSI
	GPSI used in the procedure, if available, shall be provided in accordance with (see NOTE).
	C

	gUTI
	5G-GUTI used in the procedure, if available, see TS 24.501 [13], clause 9.11.3.4, shall be provided in accordance with (see NOTE).
	C

	location
	Location information determined during the procedure, if available and if lawfully authorised, shall be provided.
	C

	NOTE:		At least one identity shall be provided, the others shall be provided if available.



 <<<<<<<<<<<<<<<<<<<<<<<<<< START OF SIXTH CHANGE >>>>>>>>>>>>>>>>>>>>>>>>>>>>

[bookmark: _Toc4503877]6.2.3.2.2	PDU session establishment
The IRI-POI in the SMF shall generate an xIRI containing an SMFPDUSessionEstablishment record when the IRI-POI present in the SMF detects that a PDU session has been established for the target UE. The IRI-POI present in the SMF shall generate the xIRI for the following events:
-	For a non-roaming scenario, the SMF (or for a roaming scenario, V-SMF in the VPLMN), sends the N1 NAS message (via AMF) PDU SESSION ESTABLISHMENT ACCEPT to the UE and the 5G Session Management (5GSM) state within the SMF is changed to PDU SESSION ACTIVE (see TS 24.501 [13]).
-	For a home-routed roaming scenario, the SMF in the HPLMN (i.e. H-SMF) sends the N16: Nsmf_PDU_Session_Create response message with n1SmInfoToUe IE containing the PDU SESSION ESTABLISHMENT ACCEPT (see TS 29.502 [16]).
Table 6.2.3-1: Payload for SMFPDUSessionEstablishment record
	Field name
	Description
	M/C/O

	sUPI
	SUPI associated with the PDU session (e.g. as provided by the AMF in the associated Nsmf_PDU_Session_CreateSMContext service operation). Shall be present except for PEI-only unauthenticated emergency sessions (see NOTE).
	C

	sUPIUnauthenticated
	Shall be present if a SUPI is present in the message, and set to “true” if the SUPI has not authenticated, or “false” if it has been authenticated.
	C

	pEI
	PEI associated with the PDU session if available, shall be provided in accordance with (see NOTE).
	C

	gPSI
	GPSI associated with the PDU session if available, shall be provided in accordance with (see NOTE).
	C

	pDUSessionID
	PDU Session ID See clause 9.4 of TS 24.501 [13] shall be included.
	M

	gTPTunnelID
	Contains the F-TEID identifying the GTP tunnel used to encapsulate the traffic, as defined in TS 29.244 [15] clause 8.2.3 shall be included. Non-GTP encapsulation is for further study.
	M

	pDUSessionType
	Shall be included to iIdentifiesy selected PDU session type, see TS 24.501 [13] clause 9.11.4.11.
	M

	sNSSAI
	Slice identifiers associated with the PDU session, if available, shall be provided. See TS 23.003 [19] clause 28.4.2 and TS 23.501 [2] clause 5.12.2.2.
	C

	uEEndpoint
	UE endpoint address(es) if available, shall be provided..
	C

	non3GPPAccessEndpoint
	UE's local IP address used to reach the N3IWF, if available, shall be provided. IP addresses are given as 4 octets (for IPv4) or 16 octets (for IPv6) with the most significant octet first (network byte order).
	C

	location
	Location information provided by the AMF, if available and if lawfully authorised, shall be provided.
	C

	dNN
	Data Network Name associated with the target traffic, as defined in TS 23.003[19] clause 9A and described in TS 23.501 [2] clause 4.3.2.2, shall be provided.
	M

	aMFID
	Identifier of the AMF associated with the target UE, as defined in TS 23.003 [19] clause 2.10.1 when available, shall be provided..
	C

	hSMFURI
	URI of the Nsmf_PDUSession service of the selected H-SMF, if available, shall be provided. See TS 29.502 [16] clause 6.1.6.2.2.
	C

	requestType
	Type of request as described in TS 24.501 [13] clause 9.11.3.47 if available, shall be provided.
	C

	accessType
	Access type associated with the session (i.e. 3GPP or non-3GPP access) if provided by the AMF (see TS 24.501 [13] clause 9.11.3.11), shall be provided.
	C

	rATType
	RAT Type associated with the access if provided by the AMF as part of session establishment (see TS 23.502 [4] clause 4.3.2), shall be provided. Values given as per TS 29.571 [17] clause 5.4.3.2.
	C

	sMPDUDNRequest
	Contents of the SM PDU DN Request container, if available, as described in TS 24.501 [13] clause 9.11.4.15, shall be provided.
	C

	NOTE:	At least one of the SUPI, PEI or GPSI fields shall be present.


[bookmark: _Toc4503878]
<<<<<<<<<<<<<<<<<<<<<<<<<< START OF SEVENTH CHANGE >>>>>>>>>>>>>>>>>>>>>>>>>>>>

6.2.3.2.3	PDU session modification
The IRI-POI in the SMF shall generate an xIRI containing an SMFPDUSessionModification record when the IRI-POI present in the SMF detects that a PDU session has been modified for the target UE. The IRI-POI present in the SMF shall generate the xIRI for the following events:
-	For a non-roaming scenario, the SMF (or for a roaming scenario, V-SMF in the VPLMN), receives the N1 NAS message (via AMF) PDU SESSION MODIFICATION COMMAND COMPLETE from the UE and the 5GSM state within the SMF is returned to PDU SESSION ACTIVE (see TS 24.501 [13]). This applies to the following two cases:
-	UE initiated PDU session modification.
-	Network (VPLMN) initiated PDU session modification.
-	For a non-roaming scenario, the SMF (or for a roaming scenario, V-SMF in the VPLMN), sends the N1 NAS message (via AMF) PDU SESSION ESTABLISHMENT ACCEPT to the UE and the 5GSM state within the SMF remains in the PDU SESSION ACTIVE (see TS 24.501 [13]). This applies to the following case:
-	Handover from one access type to another access type happens (e.g. 3GPP to non-3GPP).
-	For a home-routed roaming scenario, the SMF in the HPLMN (i.e. H-SMF) receives the N16: Nsmf_PDU_Session_Update response message with n1SmInfoFromUe IE containing the PDU SESSION MODIFICATION COMMAND COMPLETE (see TS 29.502 [16]). This applies to the following three cases:
-	UE initiated PDU session modification.
-	Network (VPLMN) initiated PDU session modification.
-	Network (HPLMN) initiated PDU session modification.
-	For a home-routed roaming scenario, the SMF in the HPLMN (i.e. H-SMF) sends the N16: Nsmf_PDU_Session_Create response message with n1SmInfoToUe IE containing the PDU SESSION ESTABLISHMENT ACCEPT (see TS 29.502 [16]) while it had received a N16 Nsmf_PDU_Session_Create request message with an existing PDU Session Id with access type being changed.  This applies to the following case:
-	Handover from one access type to another access type happens (e.g. 3GPP to non-3GPP).
Table 6.2.3-2: Payload for SMFPDUSessionModification record
	Field name
	Description
	M/C/O

	sUPI
	SUPI associated with the PDU session (e.g. as provided by the AMF in the associated Nsmf_PDU_Session_CreateSMContext service operation). Shall be present except for PEI-only unauthenticated emergency sessions.
	C

	sUPIUnauthenticated
	Shall be present if a SUPI is present in the message, and set to “true” if the SUPI was not authenticated, or “false” if it has been authenticated.
	C

	pEI
	PEI associated with the PDU session if available, shall be provided.
	C

	gPSI
	GPSI associated with the PDU session if available, shall be provided.
	C

	sNSSAI
	Slice identifier associated with the PDU session, if available, shall be provided. See TS 23.003 [19] clause 28.4.2 and TS 23.501 [2] clause 5.12.2.2.
	C

	non3GPPAccessEndpoint
	UE's local IP address used to reach the N3IWF, if available, shall be provided. IP addresses are given as 4 octets (for IPv4) or 16 octets (for IPv6) with the most significant octet first (network byte order).
	C

	location
	Location information provided by the AMF, if available and if lawfully authorised, shall be provided.
	C

	accessType
	Access type associated with the session (i.e. 3GPP or non-3GPP access) if provided by the AMF (see TS 24.501 [13] clause 9.11.3.11), shall be provided.
	C

	rATType
	RAT type associated with the access, if available, shall be provided. Values given as per TS 29.571 [17] clause 5.4.3.2.
	C



<<<<<<<<<<<<<<<<<<<<<<<<<< START OF EIGHTH CHANGE >>>>>>>>>>>>>>>>>>>>>>>>>>>>

[bookmark: _Toc4503879]6.2.3.2.4	PDU session release
The IRI-POI in the SMF shall generate an xIRI containing an SMFPDUSessionRelease record when the IRI-POI present in the SMF detects that a PDU session been released. The IRI-POI present in the SMF shall generate the xIRI for the following events:
-	For a non-roaming scenario, the SMF (or for a roaming scenario, V-SMF in the VPLMN), receives the N1 NAS message (via AMF) PDU SESSION RELEASE COMMAND COMPLETE from the UE and the 5GSM state within the SMF is changed to PDU SESSION INACTIVE (see TS 24.501 [13]). This applies to the following two cases:
-	UE initiated PDU session release.
-	Network initiated PDU session release.
-	For a non-roaming scenario, the SMF (or for a roaming scenario, V-SMF in the VPLMN), receives the N1 NAS message (via AMF) PDU SESSION MODIFICATION COMMAND REJECT from the UE with the cause value #43 indicating an invalid PDU Session ID and the 5GSM state within the SMF is changed to PDU SESSION INACTIVE (see TS 24.501 [13]). This applies to the case where the UE rejects a PDU SESSION MODIFICATION COMMAND as it finds that the indicated PDU session ID is invalid. The 5GSM state is changed to PDU SESSION INACTIVE implicitly within the SMF.
-	For a home-routed roaming scenario, the SMF in the HPLMN (i.e. H-SMF) receives the N16: Nsmf_PDU_Session_Update response message with n1SmInfoFromUe IE containing the PDU SESSION RELEASE COMMAND COMPLETE (see TS 29.502 [16]) from the V-SMF. This applies to the following three cases:
-	UE initiated PDU session release.
-	Network (VPLMN) initiated PDU session release.
-	Network (HPLMN) initiated PDU session release.
-	For a home-routed roaming scenario, the SMF in the HPLMN (i.e. H-SMF) receives the N16: Nsmf_PDU_Session_Update response message with n1SmInfoFromUe IE containing the PDU SESSION MODIFICATION COMMAND REJECT (see TS 29.502 [16]) from the V-SMF with the cause value #43 indicating an Invalid PDU Session ID.
Table 6.2.3-3: Payload for SMFPDUSessionRelease record
	Field name
	Description
	M/C/O

	sUPI
	SUPI associated with the PDU session shall be provided.
	M

	pEI
	PEI associated with the PDU session if available, shall be provided.
	C

	gPSI
	GPSI associated with the PDU session if available, shall be provided.
	C

	pDUSessionID
	PDU Session ID as assigned by the AMF shall be provided.
	M

	timeOfFirstPacket
	Time of first packet as reported in the usage report IE if available in the UPF deletion response (see TS 29.244 [15] clause 7.5.7.2), shall be provided.
	C

	timeOfLastPacket
	Time of last packet as reported in the usage report IE if available (see TS 29.244 [15] clause 7.5.7.2), shall be provided.
	C

	uplinkVolume
	Number of uplink octets, as reported in the volume report IE if available (see TS 29.244 [15] clause 7.5.7.2), shall be provided.
	C

	downlinkVolume
	Number of downlink octets, as reporting the volume report IE if available (see TS 29.244 [15] clause 7.5.7.2), shall be provided.
	C

	location
	Location information, if available and if lawfully authorised, shall be provided.
	C



<<<<<<<<<<<<<<<<<<<<<<<<<< START OF NINTH CHANGE >>>>>>>>>>>>>>>>>>>>>>>>>>>>

[bookmark: _Toc4503880]6.2.3.2.5	Start of interception with an established PDU session
The IRI-POI in the SMF shall generate an xIRI containing an SMFStartOfInterceptionWithEstablishedPDUSession record when the IRI-POI present in the SMF detects that a PDU session has already been established for the target UE when interception starts.
In a non-roaming scenario, the IRI-POI in the SMF (or in a roaming scenario, the IRI-POI in the V-SMF in the VPLMN) shall generate the SMFStartOfInterceptionWithEstablishedPDUSession record when it detects that a new interception for a UE is activated (i.e. provisioned by the LIPF) for the following case:
-	The 5GSM state within the SMF for that UE is 5GSM: PDU SESSION ACTIVE or PDU SESSION MODIFICATION PENDING.
NOTE:	The above trigger happens when the SMF (V-SMF in VPLMN) had not sent an N1 NAS message PDU SESSION RELEASE COMMAND to the UE for a PDU session and the SMF (V-SMF in the VPLMN) had previously sent an N1 NAS message PDU SESSION ESTABLISHMENT ACCEPT to that UE for the same PDU session.
In a home-routed roaming scenario, the IRI-POI in the H-SMF shall generate the xIRI when it detects that a new interception for a UE is activated (i.e. provisioned by the LIPF) for the following case:
-	The H-SMF had not sent a Nsmf_PDU_Session_Update Request (n1SmInfoToUe: PDU SESSION RELEASE COMMAND) to the V-SMF for a PDU session and H-SMF had previously sent an Nsmf_PDU_Session_Create response (n1SmInfoToUE: PDU SESSION ESTABLISHMENT ACCEPT) to the V-SMF for that PDU session.
The IRI-POI in the SMF shall generate the xIRI SMF Start Of Interception with established PDU session message or each of the PDU sessions (that meets the above criteria) associated with the newly identified target UEs.
Table 6.2.3-4: Payload for SMFStartOfInterceptionWithEstablishedPDUSession record
	Field name
	Description
	M/C/O

	sUPI
	SUPI associated with the PDU session (e.g. as provided by the AMF in the associated Nsmf_PDU_Session_CreateSMContext service operation). Shall be present except for PEI-only unauthenticated emergency sessions.
	C

	sUPIUnauthenticated
	Shall be present if a SUPI is present in the message, and set to “true” if the SUPI has not authenticated, or “false” if it has been authenticated.
	C

	pEI
	PEI associated with the PDU session if available, shall be provided.
	C

	gPSI
	GPSI associated with the PDU session if available, shall be provided.
	C

	pDUSessionID
	PDU Session ID as assigned by the AMF, as defined in TS 24.007 [14] clause 11.2.3.1b, shall be provided.
	M

	gTPTunnelID
	Shall be included and shall cContains the F-TEID identifying the tunnel used to encapsulate the traffic, as defined in TS 29.244 [15] clause 8.2.3. Non-GTP encapsulation is for further study.
	M

	pDUSessionType
	Shall be included to iIdentifiesy selected PDU session type, see TS 24.501 [13] clause 9.11.4.11.
	M

	sNSSAI
	Slice identifier associated with the PDU session, if available, shall be provided. See TS 23.003 [19] clause 28.4.2 and TS 23.501 [2] clause 5.12.2.2.
	C

	uEEndpoint
	UE endpoint address(es) if available, shall be provided. IP addresses are given as 4 octets (for IPv4) or 16 octets (for IPv6) with the most significant octet first (network byte order). MAC addresses are given as 6 octets with the most significant octet first.
	C

	non3GPPAccessEndpoint
	UE's local IP address used to reach the N3IWF, if available, shall be provided. IP addresses are given as 4 octets (for IPv4) or 16 octets (for IPv6) with the most significant octet first (network byte order).
	C

	Location
	Location information provided by the AMF at session establishment, if availablelawfully authorised, shall be provided.
	C

	dNN
	Data Network Name associated with the target traffic, as defined in TS 23.003 [19] clause 9A and described in TS 23.501 [2] clause 4.3.2.2, shall be provided.
	M

	aMFID
	Identifier of the AMF associated with the target UE, as defined in TS 23.003 [19] clause 2.10.1, shall be provided.
	M

	hSMFURI
	URI of the Nsmf_PDUSession service of the selected H-SMF, if available, shall be provided. See TS 29.502 [16] clause 6.1.6.2.2.
	C

	requestType
	Type of request as described in TS 24.501 [13] clause 9.11.3.47, if available, shall be provided.
	C

	accessType
	Access type associated with the session (i.e. 3GPP or non-3GPP access) if provided by the AMF (see TS 24.501 [13] clause 9.11.3.11), shall be provided.
	C

	rATType
	RAT type associated with the access if provided by the AMF as part of session establishment (see TS 23.502 [4] clause 4.3.2), shall be provided. Values given as per TS 29.571 [17] clause 5.4.3.2.
	C

	sMPDUDNRequest
	Contents of the SM PDU DN request container, if available, as described in TS 24.501 [13] clause 9.11.4.15, shall be provided.
	C



<<<<<<<<<<<<<<<<<<<<<<<<<< START OF TENTH CHANGE >>>>>>>>>>>>>>>>>>>>>>>>>>>>

[bookmark: _Toc4503881]6.2.3.2.6	SMF unsuccessful procedure
The IRI-POI in the SMF shall generate an SMFUnsuccessfulProcedure record when the IRI-POI present in the SMF detects an unsuccessful procedure or error condition for a UE matching one of the target identifiers provided via LI_X1.
Accordingly, the IRI-POI in the SMF generates the SMFUnsuccessfulProcedure record when one of the following events are detected:
-	SMF sends a PDU SESSION ESTABLISHMENT REJECT message to the target UE.
-	SMF sends a PDU SESSION MODIFICATION REJECT message to the target UE.
-	SMF sends a PDU SESSION RELEASE REJECT message to the target UE.
-	SMF receives a PDU SESSION MODIFICATION COMMAND REJECT message from the target UE.
-	An ongoing SM procedure is aborted at the SMF, due to e.g. a 5GSM STATUS message sent from or received by the SMF.
Table 6.2.3-5: Payload for SMFUnsuccessfulProcedure record
	Field name
	Description
	M/C/O

	failedProcedureType
	Shall be provided to sSpecifiesy the procedure which failed or is aborted at the SMF.
	M

	failureCause
	Shall be provided to conveyProvides the value of the 5GSM cause, see TS 24.501 [13], clause 9.11.4.2. In case the procedure is aborted due to a 5GSM STATUS message, the 5GSM cause is the one included in the 5GSM status message.
	M

	requestedSlice
	Slice requested for the procedure, if available, given as a NSSAI (a list of S-NSSAI values as described in TS 24.501 [13] clause 9.11.3.37), shall be provided.
	C

	Initiator
	Shall be provided to sSpecifiesy whether the network (SMF) or the UE is initiating the rejection or indicating the failure.
	M

	sUPI
	SUPI associated with the procedure, if available, shall be provided in accordance with (see NOTE).
	C

	sUPIUnauthenticated
	Shall be present if a SUPI is present in the message and set to “true” if the SUPI has not authenticated, or “false” if it has been authenticated.
	C

	pEI
	PEI used in the procedure, if available, shall be provided in accordance with (see NOTE).
	C

	gPSI
	GPSI used in the procedure, if available, shall be provided in accordance with (see NOTE).
	C

	pDUSessionID
	PDU Session ID See clause 9.4 of TS 24.501 [13], if available, shall be provided.
	C

	uEEndpoint
	UE endpoint address(es) if available, shall be provided.
	C

	non3GPPAccessEndpoint
	UE's local IP address used to reach the N3IWF, if available, shall be provided.
	C

	Location
	Location information provided by the AMF, if available and if lawfully authorised, shall be provided.
	C

	dNN
	Data Network Name associated with the target traffic, as defined in TS 23.003 [19] clause 9A and described in TS 23.501 [2] clause 4.3.2.2, if available, shall be provided.
	C

	aMFID
	Identifier of the AMF associated with the target UE, as defined in TS 23.003 [19] clause 2.10.1 when available, shall be provided.
	C

	hSMFURI
	URI of the Nsmf_PDUSession service of the selected H-SMF, if available, shall be provided. See TS 29.502 [16] clause 6.1.6.2.2.
	C

	requestType
	Type of request as described in TS 24.501 [13] clause 9.11.3.47 if available, shall be provided.
	C

	accessType
	Access type associated with the session (i.e. 3GPP or non-3GPP access) if provided by the AMF (see TS 24.501 [13] clause 9.11.3.11), shall be provided.
	C

	rATType
	RAT Type associated with the access if provided by the AMF as part of session establishment (see TS 23.502 [4] clause 4.3.2), shall be provided. Values given as per TS 29.571 [17] clause 5.4.3.2.
	C

	sMPDUDNRequest
	Contents of the SM PDU DN Request container, if available, as described in TS 24.501 [13] clause 9.11.4.15, shall be provided.
	C

	NOTE:		At least one identity shall be provided, the others shall be provided if available.
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[bookmark: _Toc4503883]6.2.3.3.1	LI_T3 interface specifics
When interception of communication contents is required, the CC-TF present in the SMF sends a trigger to the CC-POI  present in the UPF over the LI_T3 interface.
When the CC-TF in the SMF detects that a PDU session has been established for a target UE (i.e. when the SMF sends the N4: Session Establishment Request and N4: Session Modification Request to the UPF), it shall send an activation message to the CC-POI in the UPF over the LI_T3 interface. The activation message shall contain the correlation identifiers that the CC-POI in the UPF shall use with the xCC. This can be achieved by sending an ActivateTask message as defined in ETSI TS 103 221-1 [7] clause 6.2.1 with the following details.
Table 6.2.3-6: ActivateTask message for triggering the CC-POI in the UPF
	ETSI TS 103 221-1 field name
	Description
	M/C/O

	XID
	Shall be provided and shall be sSet to the same XID associated with the interception in the SMF.
	M

	TargetIdentifiers
	Packet detection criteria as determined by the CC-TF in the SMF, which enables the UPF to isolate target traffic, shall be provided. The CC-POI in the UPF shall support at least the following identifier types:

· GTP Tunnel ID.
· IPv4 address.
· IPv6 address.

NOTE:	This value is the target identifier for the CC-POI in the UPF, and may be different from the target identifier specified in the warrant.
	M

	DeliveryType
	Shall be provided and shall be sSet to “X3Only”.
	M

	ListOfDIDs
	Delivery endpoints for LI_X3 shall be provided. These delivery endpoints shall be configured by the CC-TF in the SMF using the CreateDestination message as described in ETSI TS 103 221-1 [7] clause 6.3.1 prior to first use.
	M

	CorrelationNumber
	Correlation ID to assign to X3 PDUs generated by the CC-POI in the UPF shall be provided.
	M



When the CC-TF in the SMF detects that a targeted PDU session has changed (i.e. when the SMF sends the N4 Session Modification Request to the UPF) in a way which requires changes to the interception by the CC-POI in the UPF, the CC-TF shall modify the interception at the CC-POI in the UPF over the LI_T3 interface. This is achieved by sending a ModifyTask message as defined in ETSI TS 103 221-1 [7] clause 6.2.2 with the following details.
Table 6.2.3-7: ModifyTask message for updating interception at the CC-POI in the UPF
	ETSI TS 103 221-1 field name
	Description
	M/C/O

	XID
	Shall be provided and shall be sSet to the XID associated with the interception.
	M

	TargetIdentifiers
	Updated packet detection criteria as determined by the CC-TF in the SMF shall be provided.

NOTE: 	See notes on TargetIdentifiers in Table 6.2.3-6.
	M



[bookmark: _Hlk2283569]When the CC-TF in the SMF detects that the PDU session has been released (i.e. when the SMF sends the N4: Session Release Request to the UPF) for a target UE, it shall send a deactivation message to the CC-POI in the UPF over the LI_T3 interface. When using ETSI TS 103 221-1 [7] this is achieved by sending a DeactivateTask message with the XID field set to the XID associated with the interception, as described in ETSI TS 103 221-1 [7] clause 6.2.3.
 <<<<<<<<<<<<<<<<<<<<<<<<<< START OF 12th CHANGE >>>>>>>>>>>>>>>>>>>>>>>>>>>>

[bookmark: _Toc4503886]6.2.3.4	IRI-POI in UPF triggering over LI_T2
When interception of Packet Data Headers is required, the IRI-TF in the SMF sends a trigger to the IRI-POI in the UPF over the LI_T2 interface.
When the IRI-TF in the SMF detects that a PDU session has been established for a target UE, it shall send an activation message to the IRI-POI in the UPF over the LI_T2 interface. The activation message shall contain the correlation identifiers that the IRI-POI in the UPF shall use when generating xIRI. This shall be achieved by sending an ActivateTask message as defined in TS 103 221-1 [7] clause 6.2.1 with the following details:
Table 6.2.3-8: ActivateTask message for triggering the UPF IRI-POI
	ETSI TS 103 221-1 field name
	Description
	M/C/O

	XID
	Shall be provided and shall be sSet to the same XID associated with the interception in the SMF.
	M

	TargetIdentifiers
	Packet detection criteria as determined by the IRI-TF in the SMF, which enable the UPF IRI-POI to isolate target traffic. The IRI-POI in the UPF shall support at least the following identifier types:

· GTP Tunnel ID.
· IPv4 address.
· IPv6 address.

NOTE: This value is the target identifier for the IRI-POI in the UPF, and may be different from the target identifier specified in the warrant.
	M

	DeliveryType
	Shall be provided and shall be sSet to “X2Only”.
	M

	TaskDetailsExtensions/
HeaderReporting
	Header reporting-specific tag to be carried in the TaskDetailsExtensions field of ETSI TS 103 221-1 [7] shall be provided..
	M

	ListOfDIDs
	Delivery endpoints of LI_X2 shall be provided.. These delivery endpoints shall be configured by the IRI-TF in the SMF using the CreateDestination message as described in ETSI TS 103 221-1 [7] clause 6.3.1 prior to first use.
	M

	CorrelationNumber
	Correlation ID to assign to LI_X2 xIRI messages generated by the IRI-POI in the UPF shall be provided..
	M



Table 6.2.3-9: ActivatePDHReporting Parameters
	Field name
	Description
	M/C/O

	pDHType
	Shall be provided and shall be This field shall be set to either:
· “PDHR,” for packet-by-packet reporting.
· “PDSR,” for summarized reporting.
	M

	pDSRType
	If pDHType is PDSR, this field shall be included and and shall be set to one of the following triggers:
a) timer expiry (along with a timer value and unit).
b) packet count (along with a value for the number of packets detected before a summary is to be triggered).
c) byte count (along with a value for the cumulative byte size reached across all packets belonging to the summary before said summary is to be triggered).
Summary reports shall not be cumulative, i.e., each summary report shall describe only the packets contained in its respective range, and each new summary shall start its count (of whichever attribute from the numbered list above applies) from zero, i.e., the information in the (n+1)’th summary report starts immediately after the end of the n’th summary report.
	C



When the IRI-TF in the SMF detects that a targeted PDU session has changed in a way which requires changes to the interception by the IRI-POI in the UPF, the IRI-TF in the SMF shall modify the interception at the IRI-POI in the UPF over the LI_T2 interface. This is achieved by sending an ModifyTask message as defined in ETSI TS 103 221-1[ [7] clause 6.2.2 with the following details:
Table 6.2.3-10: ModifyTask message for updating interception at the IRI-POI in the UPF
	Field name
	Description
	M/C/O

	XID
	Shall be provided and shall be sSet to the XID associated with the interception
	M

	TargetIdentifiers
	Updated packet detection criteria as determined by the IRI-TF in the SMF shall be provided.

NOTE: See notes on TargetIdentifiers in Table 6.2.3-6.
	M



When the IRI-POI in the SMF detects that the PDU session has been released for a target UE, it shall send a deactivation message to the IRI-POI in the UPF over the LI_T2 interface. When using ETSI TS 103 221-1 [7] this is achieved by sending a DeactivateTask message with the XID field set to the XID associated with the interception, as described in ETSI TS 103 221-1 [7] clause 6.2.3.
When a PDU session involves multiple UPFs, the selection of UPF to provide the IRI-POI functions shall be done in the same way an UPF is selected to provide the CC-POI functions as described in clauses 6.2.3.3.2 and 6.2.3.3.3.
 <<<<<<<<<<<<<<<<<<<<<<<<<< START OF 13th CHANGE >>>>>>>>>>>>>>>>>>>>>>>>>>>>

[bookmark: _Toc4503890]6.2.3.5.3	Packet Data Header Reporting (PDHR)
If the per-packet form of packet data header reporting, i.e. PDHR, is used, the IRI-POI in the UPF extracts the following information from each packet.
Table 6.2.3-11: PDHeaderReport record
	Field name
	Description
	M/C/O

	pDUSessionID
	The PDU session ID received from the IRI-TF in the SMF shall be provided.
	M

	sourceIPAddress
	Shall be provided and shall contain the source address of the packet from the 32-bit “Source Address” field in IPv4, as defined in IETF RFC 791 [34], or from the 128-bit “Source Address” field in IPv6, as defined in IETF RFC 2460 [27].
	M

	sourcePort
	Shall be provided and shall contain the “Source Port” number that indicates an application or service running on top of the transport, if the “Protocol” IP field (see the nextLayerProtocol field below in this table) is one of:
a) Transmission Control Protocol (TCP), IP “Protocol” field decimal “6”; see IETF RFC 793 [28].
b) User Datagram Protocol (UDP), IP “Protocol” field decimal “17”; see IETF RFC 768 [29].
c) Datagram Congestion Control Protocol (DCCP), IP “Protocol” field decimal “33”; see IETF RFC 4340 [30].
d) Stream Control Transmission Protocol (SCTP), IP “Protocol” field decimal “132”; see IETF RFC 4960 [31].
For further details on Layer four protocols, see IANA [32].
	C

	destinationIPAddress
	Shall be provided and shall contain the destination address of the packet from the 32-bit “Destination Address” field in IPv4, as defined in IETF RFC 791 [34], or from the 128-bit “Destination Address” field, as defined in IETF RFC 2460 [27].
	M

	destinationPort
	Shall be provided and shall contain the “Destination Port” number that indicates an application or service running on top of the transport, if the “Protocol” IP field (see the nextLayerProtocol field below in this table) is one of:
e) Transmission Control Protocol (TCP), IP “Protocol” field decimal “6”; see IETF RFC 793 [28].
f) User Datagram Protocol (UDP), IP “Protocol” field decimal “17”; see IETF RFC 768 [29].
g) Datagram Congestion Control Protocol (DCCP), IP “Protocol” field decimal “33”; see IETF RFC 4340 [30].
h) Stream Control Transmission Protocol (SCTP), IP “Protocol” field decimal “132”; see IETF RFC 4960 [31].
For further details on Layer four protocols, see IANA [32].
	C

	nextLayerProtocol
	Shall be provided and shall contain the contents of the IP “Protocol” field as defined in IETF RFC 791 [34] (bits 72..79 in the IP header), and is one of the assigned Internet protocol numbers defined in IANA [32].
	M

	iPv6flowLabel
	If the IP addresses in the report are IPv6, this field shall be provided and shall contain the 20-bit IPv6 “Flow Label” as defined in:
· IPv6 IETF RFC 2460 [27], and 
· IPV6 Flow Label Specification IETF RFC 6437 [33].
	C

	direction
	Shall be provided and shall contain the direction of the intercepted packet, and it indicates either “from target” or “to target.”
	M

	packetSize
	Shall be provided and shall contain the value of the “Total Length” IP header field if IPv4 is used, as defined in IETF RFC 791 [34], or the value of the “Payload Length” field if IPv6 is used, as defined in IETF RFC 2460 [27].
	M



[bookmark: _Toc4503891]<<<<<<<<<<<<<<<<<<<<<<<<<< START OF 14th CHANGE >>>>>>>>>>>>>>>>>>>>>>>>>>>>

6.2.3.5.4	Packet Data Summary Reporting (PDSR)
If the summary form of the packet data header reporting, i.e. PDSR, is used, the IRI-POI in the UPF extracts from each packet the following information, and aggregates it in summaries.
Table 6.2.3-12: PDSummaryReport record
	Field name
	Description
	M/C/O

	pDUSessionID
	The PDU session ID received from the IRI-TF in the SMF.
	M

	sourceIPAddress
	Shall be provided and shall contain the source address of the packet from the 32-bit “Source Address” field in IPv4, as defined in IETF RFC 791 [34], or from the 128-bit “Source Address” field in IPv6, as defined in IETF RFC 2460 [27].
	M

	sourcePort
	Shall be provided and shall contain the “Source Port” number that indicates an application or service running on top of the transport, if the “Protocol” IP field (see the nextLayerProtocol field below in this table) is one of:
i) Transmission Control Protocol (TCP), IP “Protocol” field decimal “6”; see  IETF RFC 793 [28].
j) User Datagram Protocol (UDP), IP “Protocol” field decimal “17”; see IETF RFC 768 [29].
k) Datagram Congestion Control Protocol (DCCP), IP “Protocol” field decimal “33”; see IETF RFC 4340 [30].
l) Stream Control Transmission Protocol (SCTP), IP “Protocol” field decimal “132”; Stream Control Transmission Protocol [31].
For further details on Layer four protocols, see IANA[32].
	C

	destinationIPAddress
	Shall be provided and shall contain the destination address of the packet from the 32-bit “Destination Address” field in IPv4, as defined in IETF RFC 791 [34], or from the 128-bit “Destination Address” field, as defined in IETF RFC 2460 [27].
	M

	destinationPort
	Shall be provided and shall contain the “Destination Port” number that indicates an application or service running on top of the transport, if the “Protocol” IP field (see the nextLayerProtocol field below in this table) is one of:
m) Transmission Control Protocol (TCP), IP “Protocol” field decimal “6”; see  IETF RFC 793 [28].
n) User Datagram Protocol (UDP), IP “Protocol” field decimal “17”; see IETF RFC 768 [29].
o) Datagram Congestion Control Protocol (DCCP), IP “Protocol” field decimal “33”; see IETF RFC 4340 [30].
p) Stream Control Transmission Protocol (SCTP), IP “Protocol” field decimal “132”; Stream Control Transmission Protocol [31].
For further details on Layer four protocols, see IANA [32].
	C

	nextLayerProtocol
	Shall be provided and shall contain the contents of the IP “Protocol” field as defined in IETF RFC 791 [34] (bits 72..79 in the IP header), and is one of the assigned Internet protocol numbers defined in IANA [32].
	M

	iPv6flowLabel
	If the IP addresses in the report are IPv6, this field shall be provided and shall contain the 20-bit IPv6 “Flow Label” as defined in IPv6 IETF RFC 2460 [27] and the IPV6 Flow Label Specification IETF RFC 6437 [33].
	C

	direction
	Shall be provided and shall contain the direction of the intercepted packet, and it indicates either “from target” or “to target.”
	M

	pDSRSummaryTrigger
	Shall be provided and shall contain the trigger that caused the summary report to be generated, which is one of the following:
a) timer expiry.
b) packet count.
c) byte count.
	M

	firstPacketTimestamp
	Shall be provided and shall contain the timestamp that represents the time that the IRI-POI in the UPF detected the first packet in the set represented by this summary.
	M

	lastPacketTimestamp
	Shall be provided and shall contain the timestamp that represents the time that the IRI-POI in the UPF detected the last packet in the set represented by this summary.
	M

	packetCount
	Shall be provided and shall contain the number of packets detected during the creation of this summary.
	M

	byteCount
	Shall be provided and shall contain the number of bytes summed across all packets that belong to this summary. For IPv4 it is the sum of the “Total Length” fields across all packets in the summary as defined in Internet Protocol IETF RFC 791 [34], while for IPv6 it is the sum of the “Payload Length” fields across all packets in the summary as defined in Internet Protocol, Version 6 (IPv6) Specification, IETF RFC 2460 [27].
	M
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[bookmark: _Toc4503901]6.2.5.3	SMS Message
The IRI-POI in the SMSF shall generate an xIRI containing an SMSMessage record for the following cases:
SMS-MO case:
-	When a target UE originates an SMS message or when any UE originates an SMS message destined to a target non-local ID.
SMS-MT case:
-	When an SMS message delivery to a target UE is attempted or when an SMS message delivery originated from a target non-local ID is attempted to any UE.
-	When an SMS message is successfully delivered to a target UE or when an SMS message originated from a target non-local ID is successfully delivered to any UE.
The SMS-MT case can also apply to the scenario when a receipt of SMS delivery from the far end is delivered successfully to the target UE or when a receipt of SMS delivery from a target non-Local ID is successfully delivered to the originating UE.
The IRI-POI present in the SMSF shall generate the SMSMessage record when it detects following events:
-	The SMSF receives a SMCP message CP-DATA_RPDATA [SUBMIT_SMS] from a target UE (via AMF in Nsmsf_SMService_UplinkSMS message) or from any UE with TP-DA field within the SUBMIT_SMS containing a target non-Local ID and SMSF returns the SMCP: CP-ACK to that originating UE.
-	The SMSF receives a Nsmsf_SMService_UplinkSMS with SmsRecordData IE containing the SMCP message CP-DATA_RP-ACK [SMS-DELIVER-REPORT] in response to a previously sent SMCP: Namf_Communication_N1N2MessageTransfer with N1MessageContainer having the SMCP message CP-DATA_RP-DATA [SMS-DELIVER].
NOTE 1:	In the above-mentioned descriptions, the requirements of target Non-Local ID do not apply when both originating and terminating users of an SMS message are served by the same CSP. The method used to identify a target non-Local ID is different from the method used to identify a local target ID.
Table 6.2.5-1: Payload for SMSMessage record
	Field name
	Description
	M/C/O

	originatingSMSParty
	Shall be provided to iIdentity of the originating SMS party. See NOTE 2.
	M

	terminatingSMSParty
	Shall be provided to iIdentity of the terminating SMS party. See NOTE 3.
	M

	Direction
	Direction of the SMS with respect to the target shall be provided. See NOTE 4.
	M

	transferStatus
	Shall be provided to iIndicates whether the transfer succeeded or not. See NOTE 5.
	M

	otherMessage
	In the event of a server-initiated transfer, shall be provided to indicates whether the server will send another SMS. May be omitted if the transfer is target-initiated. See NOTE 6.
	MC

	peerNFAddress
	Address of the other network function (SMS-GMSC/IWMSC/SMS-Router) involved in the communication of the SMS, if available shall be provided.
	C

	peerNFType
	Type of the other network function (SMS-GMSC/IWMSC/SMS-Router) involved in the communication of the SMS, if available, shall be provided.
	C

	Location
	Location information associated with the UE sending or receiving the SMS, if available and if lawfully authorised, shall be provided. See NOTE 7.
	C

	smsTPDUData
	SMS TPDU, encoded as per TS 23.040 [18] clause 9, shall be provided. See NOTE 8.
	M



NOTE 2:	For the SMS-MO case, the originating party is the address of the UE from which the SMSF receives the CP-DATA_RP_DATA (SUBMIT-MS) message (via AMF in the Nsmsf_SMService_UplinkSMS). The GPSI is one of the data fields used in the Nsmsf related messages (see TS 29.540 [21]). Alternatively, the SMSF may find the originating party address in the same way it finds the address when generating charging records. For SMS-MT case, this is derived from TP-OA field (TS 23.040 [18]).
NOTE 3:	For SMS-MT case, the terminating party is the address of the UE to which the SMSF sends the CP-DATA_RP_DATA (SMS-DELIVER) message (via AMF in Namf_Communications_N1N2MessageTransfer). The GPSI is one of the data fields used in the Namf related messages (TS 29.518 [22]). Alternatively, the SMSF may find the terminating party address in the same way it finds the address when generating charging records. For SMS-MO case, this is derived from the TP-DA field (TS 23.040 [18]).
NOTE 4:	For the SMS-MO case, for SMS originated from the target UE, the value fromTarget is used and for SMS destined to target Non-local ID, the toTarget is used.  For SMS-MT case, for SMS terminated to the target UE, the value toTarget is used and for SMS originated from a target Non-local ID, the fromTarget is used.
NOTE 5:	This field is set to transferSucceeded or transferFailed as follows:
-	SMS-MO case:
-	To transferSucceeded: when the IRI-POI in the SMSF detects that SMSF sends the MO-FORWARD-SHORT-MESSAGE-request [SUBMIT SMS] message to the SMS-IWMSC.
-	To transferFailed: when the IRI-POI in SMSF detects the scenarios where SMSF cannot send the MO-FORWARD-SHORT-MESSAGE-request [SMS-SUBMIT] to SMS-IWMSC, but still generates an XIRISMSMESSAGE.
-	SMS-MT case:
-	To transferSucceeded: when the IRI-POI in the SMSF detects that SMSF sends the MT-FORWARD-SHORT-MESSAGE-answer [SMS-DELIVER-REPORT] message to the SMS-IWMSC.
-	To transferFailed: when the IRI-POI in SMSF detects the scenarios where SMSF cannot send the MT-FORWARD-SHORT-MESSAGE-Answer [SMS-DELIVER-REPORT] to the SMS-GMSC, but an XIRISMSMESSAGE is still generated.
NOTE 6:	This is only applicable to the SMS-MT case and can be derived from the TP-MMS (More Message to Send) field present in the SMS-DELIVER sent to the UE (via AMF in the Namf_Communications_N1N2MessageTransfer).
NOTE 7:	This is derived from the ueLocation field of SmsRecord IE received from the AMF in the Nsmsf_SMService_UplinkSMS message (TS 29.540 [21]). For the SMS-MO case, the SMCP message is CP-DATA_RP-DATA [SMS-SUBMIT] and for the SMS-MT case, the SMCP message is CP-DATA-RP-ACK [SMS-DELIVER-REPORT].
NOTE 8:	According to the intercept related data provisioning received over the LI_X1 reference point from the LIPF, the IRI-POI present in the SMSF may discover that the Interception Product may not include the CC. In this case, the IRI-POI present in the SMSF may remove the smsTPDUDATA from the SMSMessage record sent to the MDF2. When multiple warrants are issued on a target UE, the SMSF may deliver the SMSMessage record with the smsTPDUDATA present to the MDF2. In that case, the MDF2 is expected to remove the equivalent information from the IRI message sent over the LI_HI2 reference point when it discovers from the intercept related data provisioned to it over LI_X1 reference point.
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[bookmark: _Toc4503915]7.2.2.3.2	Serving system
The IRI-POI in the UDM shall generate the UDMServingSystemMessage record when it detects the following events:
· When the UDM receives the amf3GPPAccessRegistration from the AMF in the Nudm_UEContextManagement_Registration message (see TS 29.503 [25], clause 5.3.2.2.2).
· When the UDM receives the amfNon3GPPAccessRegistration from the AMF in the Nudm_UEContextManagement_Registration message (see TS 29.503 [25], clause 5.3.2.2.3).
When a target UE registers to both 3GPP and non-3GPP access, two UDMServingSystemMessage record may be generated by the UDM.
Table 7.2.2.3-1: Payload for UDMServingSystemMessage record
	Field name
	Description
	M/C/O

	sUPI
	SUPI associated with the target UE, see TS 29.571 [17], shall be provided.
	M

	pEI
	PEI associated with the target UE, when known, see TS 29.571 17], shall be provided.
	C

	gPSI
	GPSI associated with the target UE, when known, see TS 29.571 [17], shall be provided.
	C

	gUAMI
	Serving AMF’s GUAMI, when knownif received from the AMF, shall be provided. See NOTE 1.
	C

	gUMMEI
	Serving MME’s GUMMEI, if received from the MME, shall be provided. See NOTE 2.
	C

	pLMNID
	Serving PLMN Id shall be provided when the target UE is roaming. See TS 29.571 [17]. See NOTE 3.
	C

	servingSystemMethod
	Shall be provided to iIdentifiesy the method used to access the serving system, see NOTE 4.
	M



NOTE 1:	GUAMI is the global unique identifier of an AMF [2] and its format is defined in TS 29.571 [17]. As defined in TS 23.501 [2], clause 5.9.4, GUAMI consists of <MCC> <MNC> <AMF Region ID> <AMF Set ID> <AMF Pointer>. The GUAMI is reported if the UDM receives the same from the AMF.
NOTE 2:	GUMMEI is the global unique identifier of an MME and its format is defined in TS 23.003 [19]. As defined in TS 23.003 [19], clause 2.8.1, GUMMEI consists of <MCC> <MNC> <MME Identifier>. The GUMMEI is reported if the UDM receives the same from the MME.
NOTE 3:	PLMN Id provides the VPLMN Id when the target UE is roaming.
NOTE 4:	This identifies whether the UDMServingSystemMessage record is generated due to the reception of an amf3GPPAccessRegistration, or an amfNon3GPPAccessRegistration. See TS 29.503 [25].
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[bookmark: _Toc4503925]7.3.1.2.1	Target positioning service
For the LALS target positioning service (TS 33.127 [5], clause 7.3.3.2) the IRI-POI provided by the LI-LCS client is directly provisioned over LI_X1 by the LIPF using the LI_X1 protocol as described in clause 5.2.2 with the TaskDetailsExtensions field of the ActivateTask message specifying the type of the target positioning request, immediate vs. periodic, and, in the latter case, the periodicity of the positioning requests.
Based on national regulatory requirements and CSP policy, the TaskDetailsExtensions may also include the QoS parameters (specified in OMA-TS-MLP-V3-4-20150512-A [20]) for the use on the Le interface towards the LCS Server/GMLC. Alternatively, the QoS parameters may be statically configured in the LI-LCS client.
Table 7.3.1.2-1 shows the details of the LI_X1 ActivateTask message used for the LI-LCS client provisioning for the target positioning service.
The LI_X1 DeactivateTask shall be issued by the LIPF to terminate the target positioning service and withdraw the associated provisioning data, except for the Immediate target positioning service in which case the LI_X1 DeactivateTask is not used.
Table 7.3.1.2-1: ActivateTask message for LI-LCS client target positioning provisioning
	ETSI TS 103 221-1 field name
	Description
	M/C/O

	XID
	XID assigned by LIPF shall be provided.
	M

	TargetIdentifiers
	One of the following shall be provided:
- SUPI.
- PEI.
- GPSI.
	M

	DeliveryType
	Shall be provided and shall be sSet to “X2Only”.
	M

	ListOfDIDs
	Delivery endpoints of LI_X2 interface or MDF2 address shall be provided. These delivery endpoints are configured using the CreateDestination message as described in ETSI TS 103 221-1 [7], clause 6.3.1 prior to the task activation.
	M

	TaskDetailsExtensions/
PositioningServiceType
	Shall be provided and sehall be set to either “Immediate” or “Periodic”.
	M

	TaskDetailsExtensions/
PositioningPeriodicity
	Time interval between the positioning requests in case of Periodic positioning, in seconds, shall be provided.
	C

	TaskDetailsExtensions/
PositioningParameters
	Set of optional parameters for MLP SLIR message, per OMA-TS-MLP-V3-4-20150512-A [20], that may be provided include the following:
  requested location type (clause 5.3.60).
- requested response type (clause 5.3.112.1).
- max location age (clause 5.3.65).
- response timing required (clause 5.3.106).
- response timer (clause 5.3.107).
- horizontal accuracy with QoS class (clause 5.3.44).
- altitude accuracy with QoS class (clause 5.3.6).
- motion state request (clause 5.3.70).
	O
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[bookmark: _Toc4503926]7.3.1.2.2	Triggered location service
For the LALS triggered location service (TS 33.127 [5], clause 7.3.3.3) the IRI-TF (LTF) is provisioned by the LIPF using the LI_X1 protocol as described in clause 5.2.2. The “TaskDetailsExtensions” parameter of the ActivateTask message in this case will carry the address of LI-LCS client to be used for the service and, optionally, the positioning parameters for use on the Le interface, similar to the target positioning provisioning.
Table 7.3.1.2-2 defines the details of the LI_X1 ActivateTask message used for the LTF provisioning for the Triggered Location service.
Table 7.3.1.2-2: ActivateTask message for LTF triggered location service provisioning
	ETSI TS 103 221-1 field name
	Description
	M/C/O

	XID
	XID assigned by LIPF shall be provided.
	M

	TargetIdentifiers
	One of the following shall be provided:
- SUPI.
- PEI.
- GPSI.
	M

	DeliveryType
	Shall be provided and shall be sSet to “X2Only”.
	M

	ListOfDIDs
	Delivery endpoints for LI-LCS Client LI_X2 xIRI messages shall be provided. These delivery endpoints are configured in LTF using the CreateDestination message as described in ETSI TS 103 221-1 [7], clause 6.3.1 prior to the task activation.
	M

	TaskDetailsExtensions/
LI-LCSClientAddress 
	The IP address of the LI-LCS Client for triggering shall be provided.
	M

	TaskDetailsExtensions/
PositioningParameters
	Set of optional parameters for MLP SLIR message, per OMA-TS-MLP-V3-4-20150512-A [20], that may be provided include the following:
- requested location type (clause 5.3.60).
- requested response type (clause 5.3.112.1).
- max location age (clause 5.3.65).
- response timing required (clause 5.3.106).
- response timer (clause 5.3.107).
- horizontal accuracy with QoS class (clause 5.3.44).
- altitude accuracy with QoS class (clause 5.3.6).
- motion state request (clause 5.3.70).
	O
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7.3.1.3	Triggering over LI_T2
An LTF, provisioned as described in clause 7.3.3.2.2, triggers the triggered IRI-POI provided by the LI-LCS client using the LI_T2 protocol as described in clause 5.2.4. The “TaskDetailsExtensions” in the LI_T2 “ActivateTask” message carries the positioning parameters mapped from the LTF provisioning over the LI_X1. The LI_T2 “ActivateTask” message header may include a correlation ID from the triggering xIRI event, if available.
Prior to issuing one or more “ActivateTask” requests towards an LI-LCS Client, the LPF shall provision the LI-LCS client with the LI_X2 destinations by using the “CreateDestination” operation(s), as per clause 5.2.2. The LI-LCS client shall implicitly deactivate the task upon issuing the final xIRI message for the trigger. There is no DeactivateTask operation on the LI_T2 for the LI-LCS client.
The Table 7.3.1.3-1 shows the details of the LI_T2 ActivateTask message used by the LTF to trigger LI-CS client for the triggered location service.
Table 7.3.1.3-1: ActivateTask message from LTF to LI-LCS client for the triggered location service triggering
	ETSI TS 103 221-1 field name
	Description
	M/C/O

	XID
	Shall be included and shall be set to tThe same value as in the LTF provisioning (clause 7.3.3.2.2).
	M

	TargetIdentifiers
	One of the following, per LTF provisioning shall be provided:
- SUPI.
- PEI.
- GPSI.
	M

	DeliveryType
	Shall be included and shall be set to sSet to “X2Only”.
	M

	ListOfDIDs
	Delivery endpoints identifiers for LI-LCS Client LI_X2 messages shall be provided. These delivery endpoints are configured in LTF using the CreateDestination message as described in ETSI TS 103 221-1 [7], clause 6.3.1 prior to the task activation.
	M

	TaskDetailsExtensions/
PositioningParameters
	Set of parameters (requested location type, requested response type (SYNC vs ASYNC) and timing, QoS (max location age, accuracy and QoS Class), mapData request, velocity request), as per OMA-TS-MLP-V3-4-20150512-A [20], as specified in the LTF provisioning message over LI_X1 shall be provided.
	CM
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[bookmark: _Toc4503928]7.3.1.4	Generation of xIRI over LI_X2
The IRI-POI provided by the LI-LCS client shall deliver the target location reports to respective MDF(s) as xIRI messages over the LI_X2 interface.
Table 7.3.1.4-1: LALSReport record
	Field name
	Description
	M/C/O

	sUPI
	SUPI of the target, if used for the service, shall be provided.
	C

	pEI
	PEI of the target, if used for the service, shall be provided.
	C

	gPSI
	GPSI of the target, if used for the service, shall be provided.
	C

	location
	location of the target, if obtained successfully, shall be provided.
	C



The LI_X2 header (as per clause 5.3.2) of the LALSReport record presented in Table 7.3.1.4-1, shall contain the correlation ID (if provided) from a respective LI_T2 ActivationTask message.
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[bookmark: _Toc4503932]7.3.2.2	Generation Cell Site Report IRI over LI_HI2
The MDF2 uses MDFCellSiteReport record to send the Cell Site Supplemental information to the LEMF over the LI_HI2 interface, when it is not able to retrieve the Cell Site Supplemental Information Record from the CSP database in time and when it sends the IRI message that would otherwise have carried the Cell Site Supplemental Information Record.
Table 7.3.2.2-1 identifies the data sent in the MDFCellSiteReport record over the LI_HI2 interface.
Table 7.3.2.2-1: Payload of MDFCellSiteReport
	Field name
	Description
	M/C/O

	location
	Location information which contains the Cell Site Supplemental information shall be provided.
	M
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