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Abstract of the contribution: This discussion document is a commenting contribution on S3i190210 from Nokia, and gives background and justification for S3i190233 which proposes a simple modification to the existing LI_T3 to address the concerns raised.

Nokia’s contribution S3i190210 discusses issues with using the F-TEID as a means of identifying which packets the UPF should intercept. It notes that the F-TEID may be optionally assigned by the UPF. It proposes in-band (i.e. N4-based) LI triggering as a solution. We do not believe this is necessary to solve this particular problem.
The SMF allocates resources on the UPF. The SMF CC-TF will always know, in advance of any N4 procedure, whether the resource being created or modified will require interception. This means that it should always be possible for the SMF to indicate to the UPF, in advance, that a particular resource should be subject to interception. 
Nokia and others’ observation simply tell us that F-TEID (and IP address) may not always be the correct identifiers to use for triggering. Finding the correct identifiers should solve the problem.


TS 29.244 sets out the hierarchy of resources in clause 5.2.1, summarised in figure 5.2.1-1.



Briefly, a PFCP session context is in some sense the top level “session” resource. Each PFCP session can contain multiple PDR records. 
Each PDR defines behaviour for a packet flow. It contains:
· One PDI, which gives the “matching rules” to associate packets with the PDR. 
· One reference to a FAR, which tells the UPF what to do with the packet[footnoteRef:1]  [1:  It is not obvious to me whether multiple FARs are allowed, but it may not matter to this discussion.] 

· Zero or more QERs and URRs which give instructions for QoS enforcement 
· Zero or more URRs which give instruction and traffic monitoring respectively.
The relevant entities to identify packets would therefore appear to be:
· PFCP context, 
· PDR 
· QER (maybe). 
Each of these is assigned an identity by the SMF when created. 
· A PFCP context is identified by an SEID, or F-SEID if qualified with the PFCP entity’s IP address[footnoteRef:2]. It is assigned by the CP function[footnoteRef:3], and appears to simply be a 64-bit number and an IP address[footnoteRef:4]. [2:  TS 29.244  clause 5.6.2]  [3:  TS 29.244 clause 6.3.2.2]  [4:  TS 29.244 clause 8.2.37] 

· A PDR within a given PFCP context is identified by a PDR ID, which is a 32-bit integer[footnoteRef:5]. [5:  TS 29.244 clause 8.2.36] 

· A QER is identified by a 32-bit integer together with a flag that indicates whether the rule is predefined in the UP function or not[footnoteRef:6]. [6:  TS 29.244 [x ]clause 8.2.75] 

If the above analysis is correct, then adding these identifiers to TS 33.128 LI_T3 allows the SMF CC-TF to trigger interception without needing to wait for the N4 procedure to complete (in fact it can be done before the N4 procedure is even started). It would also permit identification of ethernet and unstructured PDU sessions.
NTAC contribution S3i190233 provides a CR to achieve this.
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