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Abstract of the contribution: This document provides a brief report from the PTSC-LAES.
1. Administrative:

· PTSC LAES had two virtual meetings (February 11th and March 7th of 2019 since SA3LI#72.  
2. Open projects:
· PTSC Issue 138: Impact of eCNAM standard on LI ( output document ATIS-1000678.v4

· PTSC Issue 144: Encrypted Intercept Information ( output document ATIS-1000678.v4
· PTSC Issue 152: Revision of ATIS-1000678.v3  ( output document ATIS-1000678.v4
· PTSC Issue 155: Federal Cybersecurity Requirements and LI Interfaces ( output document TBD. 
3. ATIS-1000678.v4 updates (LAES for VoIP – wireline)
· Possible changes to the base standard due to SHAKEN (Signature-based Handling of Asserted information using toKENs) was discussed with new proposed changes to the baseline.   The changes are still in review. 
· There was a proposal to change the name of the document to Lawfully Authorized Electronic Surveillance (LAES) for SIP based multimedia sessions.    This is not agreed yet, there is an objection to this. 
· There was  a proposal to generalize the Location Report to have the functionality of ATIS-0700009 (defined in WTSC) and LALS (defined in 3GPP SA3 LI). But, there are a few objections to the proposal of generalizing such a location reporting, especially since ATIS-1000678 is wireline specific (initial internet) and two other standards already cover intended location reporting.  
NOTE: From the previous reports (no change):   
· New message: CCEncryptionInfo to report the information needed for LEAs to decipher the CC when delivered in an encrypted form (PTSC Issue: 144).
· Change to the TerminalDisplay of NetworkSignal message to carry the extended name of calling party to the Intercept Subject’s call when an incoming call is offered (PTSC Issue 138). 

· A new message LocationReport was defined to report the location of the Intercept Subject (PTSC Issue 152). 
· Simple way of reporting additional calling party and called party information (Wild card entry via PTSC Issue 152).
· On SHAKEN (wild card entry via PTSC Issue 152):

· No need to report anything in the originating network

· Some reporting may be required in the terminating network.   
4. Federal Cybersecurity Requirements and LI Interfaces
· Nothing new to report. 
From the previous report: 

· A new Issue (i.e. project) was agreed earlier. 

· This is a study with  the purpose of identifying the implications of US Federal cyber-security regulations on the LI interfaces service providers to the LEAs.  Any implications on the internal interfaces between (e.g. IAP and the MF/DF) are outside the scope of this study. 

· The study will also identify any state and local regulations beyond the applicable US Federal cyber-security regulations. 

· In case, an implication is found, the study will identify the method of capturing those findings. 

· The study is scheduled for a completion in 2Q19. 

5. PTSC LAES and WTSC LI merger
· Quiet. 

