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	 FIRST CHANGE (6.2.2.2.2) 	
[bookmark: _Toc343943]6.2.2.2.2	Registration
The IRI-POI in the AMF shall generate an XIRIAMFRegistrationMessage when the IRI-POI present in the AMF detects that a UE matching one of the target identifiers provided via LI_X1 has successfully registered to the 5GS via 3GPP NG-RAN or non-3GPP access. Accordingly, the IRI-POI in the AMF generates the XIRIAMFRegistrationMessage when one of the following events are detected:
-	AMF sends a N1: REGISTRATION ACCEPT message to the target UE and the UE 5G Mobility Management (5GMM) state within the AMF is changed to 5GMM-REGISTERED.
-	When the N1: REGISTRATION ACCEPT message is sent to the target UE that requires a confirmation from the UE (e.g. 5G GUTI is changed), AMF receives the N1: REGISTRATION COMPLETE message from the target UE and the UE 5GMM state within the AMF is 5GMM-REGISTERED.

Editor’s Note: TS 24.501 does not provide the ASN.1 definition for the referenced parameter types (e.g. NSSAI and rejected NSSAI). So, we will have to define it locally in the TS 33.128, or define as OCTET STRING and use CT spec value.
Editor’s Note – We may choose to refactor the ASN.1 into a single module later, but for now we will write each in the relevant section to make them easier to discuss. At that point we can also consider any other factorisation (e.g. grouping fields together) subject to keeping the number of OPTIONAL fields to a minimum.
Editor’s Note – Need to consider impacts of unauthenticated emergency calls and PARLOS. This editor’s note also applies to other events.
Table 6.2.2-1: Payload for XIRIAMFRegistrationMessage
	Field name
	Description
	M/C/O

	registrationType
	Specifies the type of registration, see TS 24.501 [13] clause 9.11.3.7. This is derived from the information received from the UE in the REGISTRATION REQUEST message.
	M

	registrationResult
	Specifies the result of registration, see TS 24.501 [13] clause 9.11.3.6.
	M

	sliceInformation
	Provide, if available, one or more of the following: 
· allowed NSSAI (see TS 24.501 [13] clause 9.11.3.37)
· configured NSSAI (see TS 24.501 [13] clause 9.11.3.37)
· rejected NSSAI (see TS 24.501 [13] clause 9.11.3.46)
This is derived from the information sent to the UE in the REGISTRATION ACCEPT message.
	C

	Supi
	SUPI associated with the registration (see clause 6.2.2.4).
	M

	Suci
	SUCI used in the registration.
	C

	Pei
	PEI provided by the UE during the registration, if available.
	C

	Gpsi
	GPSI obtained in the registration, if available as part of the subscription profile.
	C

	Guti
	5G-GUTI provided as outcome of initial registration or used in other cases, see TS 24.501 [13] clause 5.5.1.2.2.
	M

	Location
	Location information determined by the network during the registration, if available.
	C

	non3GPPAccessEndpoint
	UE's local IP address used to reach the N3IWF, if available. IP addresses are given as 4 octets (for IPv4) or 16 octets (for IPv6) with the most significant octet first (network byte order). 
	C



	 NEXT CHANGE (6.2.2.2.5) 	
[bookmark: _Toc343946]6.2.2.2.5	Start Of Interception with registered UE
The IRI-POI in the AMF shall generate an XIRIAMFStartOfInterceptionWithRegisteredUEMessage when the IRI-POI present in the AMF detects that interception is activated on a UE that has already been registered in the 5GS (see clause 6.2.2.4 on identity privacy). A UE is considered to be already registered to the 5GS when the 5GMM state for that UE is 5GMM-REGISTERED. Therefore, the IRI-POI present in the AMF shall generate the xIRI AMF Start Of Interception with Registered UE message when it detects that a new interception for an UE is activated (i.e. provisioned by the LIPF) and the 5G mobility management state within the AMF for that UE is 5GMM-REGISTERED.
Editor’s Note: TS 24.501 does not provide the ASN.1 definition for the referenced parameter types (e.g. NSSAI and rejected NSSAI). So, we will have to define it locally in the TS 33.128, or define as OCTET STRING and use CT spec value. 
Table 6.2.2-4: Payload for XIRIAMFStartOfInterceptionWithRegisteredUEMessage
	Field name
	Description
	M/C/O

	registrationResult
	Specifies the result of registration, see TS 24.501 [13], clause 9.11.3.6.
	M

	registrationType
	Specifies the type of registration, see TS 24.501 [13] clause 9.11.3.7, if available.
	C

	sliceInformation
	Provide, if available, one or more of the following: 
· allowed NSSAI (see TS 24.501 [13] clause 9.11.3.37).
· configured NSSAI (see TS 24.501 [13] clause 9.11.3.37).
· rejected NSSAI (see TS 24.501 [13] clause 9.11.3.46).
This is derived from the information that was sent to the UE in the REGISTRATION ACCEPT message. IRI-POI in AMF can include this information if and only if it retained the information that it had previously sent in the REGISTRATION ACCEPT message to the UE.
	C

	supi
	SUPI associated with the registration (see clause 6.2.2.4).
	M

	suci
	SUCI used in the registration.
	C

	pei
	PEI provided by the UE during the registration, if available.
	C

	gpsi
	GPSI obtained in the registration, if available as part of the subscription profile.
	C

	guti
	5G-GUTI provided as outcome of initial registration or used in other cases, see TS 24.501 [13], clause 5.5.1.2.2.
	M

	location
	Location information, if available.
	C

	non3GPPAccessEndpoint
	UE's local IP address used to reach the N3IWF, if available. IP addresses are given as 4 octets (for IPv4) or 16 octets (for IPv6) with the most significant octet first (network byte order).
	C

	timeOfRegistration
	Time at which the last registration occurred, if available. This is the time stamp when the REGISTRATION ACCEPT message is sent to the UE or (when applicable) when the REGISTRATION COMPLETE is received from the UE. Shall be given qualified with timezone information (i.e. as UTC or offset from UTC, not as local time).
	C



	 NEXT CHANGE (6.2.3.2.2) 	
[bookmark: _Toc343954]6.2.3.2.2	PDU session establishment
The IRI-POI in the SMF shall generate an XIRISMFPDUSessionEstablishmentMessage when the IRI-POI present in the SMF detects that a PDU session has been established for the target UE. The IRI-POI present in the SMF shall generate the xIRI SMF PDU session sstablishment message for the following events:
-	For a non-roaming scenario, the SMF (or for a roaming scenario, V-SMF in the VPLMN), sends the N1 NAS message (via AMF) PDU SESSION ESTABLISHMENT ACCEPT to the UE and the 5G Session Management (5GSM) state within the SMF is changed to PDU session active (see TS 24.501 [13]).
-	For a home-routed roaming scenario, the SMF in the HPLMN (i.e. H-SMF) sends the N16: Nsmf_PDU_Session_Create response message with n1SmInfoToUe IE containing the PDU SESSION ESTABLISHMENT ACCEPT (see TS 29.502 [16]).
Editor’s Note: If UPF has two tunnels, should both tunnel IDs be reported? 
Editor’s Note: Name of parameter type AMFAccessType should be common to both AMF and SMF.
Table 6.2.3-1: Payload for XIRISMFPDUSessionEstablishmentMessage
	Field name
	Description
	M/C/O

	supi
	SUPI associated with the PDU session (e.g. as provided by the AMF in the associated Nsmf_PDU_Session_CreateSMContext service operation). Shall be present except for PEI-only unauthenticated emergency sessions.
	C

	supiUnauthenticated
	Shall be present if a SUPI is present in the message, and set to “true” if the SUPI has not authenticated, or “false” if it has been authenticated.
	C

	pei
	PEI associated with the PDU session if available.
	C

	gpsi
	GPSI associated with the PDU session if available.
	C

	pduSessionID
	PDU Session ID See clause 9.4 of TS 24.501 [13].
	M

	gtpTunnelID
	Contains the F-TEID identifying the GTP tunnel used to encapsulate the traffic, as defined in TS 29.244 [15] clause 8.2.3. Non-GTP encapsulation is for further study.
	M

	pduSessionType
	Identifies selected PDU session type, see TS 24.501 [13] clause 9.11.4.11.
	M

	sNSSAIs
	Slice identifiers associated with the PDU session, if available. See TS 23.003 [19] clause 28.4.2 and TS 23.501 [2] clause 5.12.2.2.
	C

	ueEndpoint
	UE endpoint address(es) if available.
	C

	non3GPPAccessEndpoint
	UE's local IP address used to reach the N3IWF, if available. IP addresses are given as 4 octets (for IPv4) or 16 octets (for IPv6) with the most significant octet first (network byte order).
	C

	locationInformation
	Location information provided by the AMF, if available.
	C

	dnn
	Data Network Name associated with the target traffic, as defined in TS 23.003[19] [16] clause 9A and described in TS 23.501 [2] clause 4.3.2.2.
	M

	amfID
	Identifier of the AMF associated with the target UE, as defined in TS 23.003 [19] clause 2.10.1 when available.
	C

	hSMFURI
	URI of the Nsmf_PDUSession service of the selected H-SMF, if available. See TS 29.502 [16] clause 6.1.6.2.2.
	C

	requestType
	Type of request as described in TS 24.501 [13] clause 9.11.3.47 if available.
	C

	accessType
	Access type associated with the session (i.e. 3GPP or non-3GPP access) if provided by the AMF (see TS 24.501 [13] clause 9.11.3.11).
	C

	ratType
	RAT Type associated with the access if provided by the AMF as part of session establishment (see TS 23.502 [4] clause 4.3.2). Values given as per TS 29.571 [17] clause 5.4.3.2.
	C

	smPDUDNRequest
	Contents of the SM PDU DN Request container, if available, as described in TS 24.501 [13] clause 9.11.4.15.
	C



[bookmark: _Toc343955]	 NEXT CHANGE (6.2.3.2.3) 	
6.2.3.2.3	PDU session modification
The IRI-POI in the SMF shall generate an XIRISMFPDUSessionModificationMessage when the IRI-POI present in the SMF detects that a PDU session has been modified for the target UE. The IRI-POI present in the SMF shall generate the xIRI SMF PDU session modification message for the following events:
-	For a non-roaming scenario, the SMF (or for a roaming scenario, V-SMF in the VPLMN), receives the N1 NAS message (via AMF) PDU SESSION MODIFICATION COMMAND COMPLETE from the UE and the 5G Session Management (5GSM) state within the SMF is returned to PDU session active (see TS 24.501 [13]). This applies to the following two cases:
-	UE initiated PDU session modification.
-	Network (VPLMN) initiated PDU session modification.
-	For a non-roaming scenario, the SMF (or for a roaming scenario, V-SMF in the VPLMN), sends the N1 NAS message (via AMF) PDU SESSION ESTABLISHMENT ACCEPT to the UE and the 5G Session Management (5GSM) state within the SMF remains in the PDU session active (see TS 24.501 [13]). This applies to the following case:
-	Handover from one access type to another access type happens (e.g. 3GPP to non-3GPP).
-	For a home-routed roaming scenario, the SMF in the HPLMN (i.e. H-SMF) receives the N16: Nsmf_PDU_Session_Update response message with n1SmInfoFromUe IE containing the PDU SESSION MODIFICATION COMMAND COMPLETE (see TS 29.502 [16]). This applies to the following three cases:
-	UE initiated PDU session modification.
-	Network (VPLMN) initiated PDU session modification.
-	Network (HPLMN) initiated PDU session modification. 
-	For a home-routed roaming scenario, the SMF in the HPLMN (i.e. H-SMF) sends the N16: Nsmf_PDU_Session_Create response message with n1SmInfoToUe IE containing the PDU SESSION ESTABLISHMENT ACCEPT (see TS 29.502 [16]) while it had received a N16 Nsmf_PDU_Session_Create request message with an existing PDU session Id with access type being changed.  This applies to the following case:
-	Handover from one access type to another access type happens (e.g. 3GPP to non-3GPP).
Editor’s Note: The TS 23.502 infers that the SMF sends the N4: Session Modification Request after it receives the PDU Session Modification Command Complete message from the UE. The TS 23.502 flow diagram requires further analysis. If the flow is correct, then the trigger may have to be moved to the reception of N4 message from the UPF. Table 6.2.3-2: Payload for XIRISMFPDUSessionModificationMessage
	Field name
	Description
	M/C/O

	supi
	SUPI associated with the PDU session (e.g. as provided by the AMF in the associated Nsmf_PDU_Session_CreateSMContext service operation). Shall be present except for PEI-only unauthenticated emergency sessions.
	C

	supiUnauthenticated
	Shall be present if a SUPI is present in the message, and set to “true” if the SUPI was not authenticated, or “false” if it has been authenticated.
	C

	pei
	PEI associated with the PDU session if available.
	C

	gpsi
	GPSI associated with the PDU session if available.
	C

	sNSSAI
	Slice identifier associated with the PDU session, if available. See TS 23.003 [19] clause 28.4.2 and TS 23.501 [2] clause 5.12.2.2.
	C

	non3GPPAccessEndpoint
	UE's local IP address used to reach the N3IWF, if available. IP addresses are given as 4 octets (for IPv4) or 16 octets (for IPv6) with the most significant octet first (network byte order).
	C

	locationInformation
	Location information provided by the AMF, if available.
	C

	accessType
	Access type associated with the session (i.e. 3GPP or non-3GPP access) if provided by the AMF (see TS 24.501 [13] clause 9.11.3.11).
	C

	ratType
	RAT type associated with the access, if available. Values given as per TS 29.571 [17] clause 5.4.3.2.
	C



[bookmark: _Toc343957][bookmark: _GoBack]	 NEXT CHANGE (6.2.3.2.3) 	
6.2.3.2.5	Start Of Interception with an established PDU session
The IRI-POI in the SMF shall generate an XIRISMFStartOfInterceptionWithEstablishedPDUSessionMessage when the IRI-POI present in the SMF detects that a PDU session has already been established for the target UE when interception starts. 
In a non-roaming scenario, the IRI-POI in the SMF (or in a roaming scenario, the IRI-POI in the V-SMF in the VPLMN) shall generate the xIRI SMF Start Of Interception with established PDU session message when it detects that a new interception for a UE is activated (i.e. provisioned by the LIPF) for the following case:
-	The 5G Session Management (5GSM) state within the SMF for that UE is 5GSM: PDU SESSION ACTIVE or 5GSM: PDU SESSION MODIFICATION PENDING. 
NOTE:	The above trigger happens when the SMF (V-SMF in VPLMN) had not sent an N1 NAS message PDU SESSION RELEASE COMMAND to the UE for a PDU session and the SMF (V-SMF in the VPLMN) had previously sent an N1 NAS message PDU SESSION ESTABLISHMENT ACCEPT to that UE for the same PDU session.
In a home-routed roaming scenario, the IRI-POI in the H-SMF shall generate the xIRI Start Of Interception with established PDU session message when it detects that a new interception for a UE is activated (i.e. provisioned by the LIPF) for the following case:
-	The H-SMF had not sent an Nsmf_PDU_Session_Update Request (n1SmInfoToUe: PDU SESSION RELEASE COMMAND) to the V-SMF for a PDU session and H-SMF had previously sent an Nsmf_PDU_Session_Create response (n1SmInfoToUE: PDU SESSION ESTABLISHMENT ACCEPT) to the V-SMF for that PDU session.
The IRI-POI in the SMF shall generate the xIRI SMF Start Of Interception with established PDU session message or each of the PDU sessions (that meets the above criteria) associated with the newly identified target UEs.
Table 6.2.3-4: Payload for XIRISMFStartOfInterceptionWithEstablishedPDUSessionMessage
	Field name
	Description
	M/C/O

	supi
	SUPI associated with the PDU session (e.g. as provided by the AMF in the associated Nsmf_PDU_Session_CreateSMContext service operation). Shall be present except for PEI-only unauthenticated emergency sessions.
	C

	supiUnauthenticated
	Shall be present if a SUPI is present in the message, and set to “true” if the SUPI has not authenticated, or “false” if it has been authenticated.
	C

	pei
	PEI associated with the PDU session if available.
	C

	gpsi
	GPSI associated with the PDU session if available.
	C

	pduSessionID
	PDU Session ID as assigned by the AMF, as defined in TS 24.007 [14] clause 11.2.3.1b.
	M

	gtpTunnelID
	Contains the F-TEID identifying the tunnel used to encapsulate the traffic, as defined in TS 29.244 [15] clause 8.2.3. Non-GTP encapsulation is for further study.
	M

	pduSessionType
	Identifies selected PDU session type, see TS 24.501 [13] clause 9.11.4.11.
	M

	sNSSAI
	Slice identifier associated with the PDU session, if available. See TS 23.003 [19] clause 28.4.2 and TS 23.501 [2] clause 5.12.2.2.
	C

	ueEndpoint
	UE endpoint address(es) if available. IP addresses are given as 4 octets (for IPv4) or 16 octets (for IPv6) with the most significant octet first (network byte order). MAC addresses are given as 6 octets with the most significant octet first.
	C

	non3GPPAccessEndpoint
	UE's local IP address used to reach the N3IWF, if available. IP addresses are given as 4 octets (for IPv4) or 16 octets (for IPv6) with the most significant octet first (network byte order).
	C

	locationInformation
	Location information provided by the AMF at session establishment, if available.
	C

	dnn
	Data Network Name associated with the target traffic, as defined in TS 23.003 [19] clause 9A and described in TS 23.501 [2] clause 4.3.2.2.
	M

	amfID
	Identifier of the AMF associated with the target UE, as defined in TS 23.003 [19] clause 2.10.1.
	M

	hSMFURI
	URI of the Nsmf_PDUSession service of the selected H-SMF, if available. See TS 29.502 [16] clause 6.1.6.2.2.
	C

	requestType
	Type of request as described in TS 24.501 [13] clause 9.11.3.47 if available.
	C

	accessType
	Access type associated with the session (i.e. 3GPP or non-3GPP access) if provided by the AMF (see TS 24.501 [13] clause 9.11.3.11).
	C

	ratType
	RAT type associated with the access if provided by the AMF as part of session establishment (see TS 23.502 [4] clause 4.3.2). Values given as per TS 29.571 [17] clause 5.4.3.2.
	C

	smPDUDNRequest
	Contents of the SM PDU DN request container, if available, as described in TS 24.501 [13] clause 9.11.4.15.
	C



	 END OF CHANGES 	
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