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Abstract of the contribution: This is a discussion paper and identifies the potential N1 NAS, Nsmf, N4 messages and that an IRI-POI in SMF have to look into while generating the xIRI SMF PDU Session Establishment, xIRI SMF PDU Session Modification, xIRI SMF PDU Session Release and xIRI SMF Start of Interception with Established PDU Session.    
Discussion

In the following:

· N1 NAS messages are defined in TS 24.501. 

· Nsmf messages are defined in TS 29.502.

· N4 messages are defined in TS 29.244

An xIRI SMF PDU Session Establishment is generated when the IRI-POI in the SMF detects that the SMF has sent N1 NAS PDU SESSION ESTABLISHMENT ACCEPT message to the UE.  Four messages will have to be examined for this purpose: 
· N1 NAS PDU SESSION ESTABLISHMET REQUEST

· N1 NAS PDU SESSION ESTABLISHMENT ACCEPT

· N4 PDU Session Establishment Request

· N4 PDU Session Establishment Response. 

In the H-SMF, the same xIRI is generated when the Nsmf_PDU_Session_Create Response is sent to the V-SMF. Four messages will have to examined for this purpose: 
· N16: Nsmf_PDU_Session_Create Request

· N16: Nsmf_PDU_Session_Create Response

·  N4 PDU Session Establishment Request

· N4 PDU Session Establishment Response. 

xIRI SMF PDU Session Modification
An xIRI SMF PDU Session Modification is generated when the IRI-POI in the SMF detects that the SMF receives a N1 NAS PDU SESSION MODIFICATION COMMAND COMPLETE message from the UE.  Also, for the access type change, it can be when the SMF sends the N1 NAS PDU SESSION ESTABLISHMENT ACCEPT to the UE. Seven messages will have to be examined for this purpose: 

· N1 NAS PDU SESSION MODIFICATION REQUEST

· N1 NAS PDU SESSION MODIFICATION COMMAND

· N1 NAS PDU SESSION MODIFICATION COMMAND COMPLETE

· N1 NAS PDU SESSION ESTABLISHMET REQUEST

· N1 NAS PDU SESSION ESTABLISHMENT ACCEPT

· N4 PDU Session Modification Request

· N4 PDU Session Modification Response. 

In the H-SMF, the same xIRI is generated when an N16: Nsmf_PDU_Session_Update_Response is received from the V-SMF.  Also, when the access type is changed, it could also when the H-SMF sends the Nsmf_PDU_Session_Create_Response message to the V-SMF.  Six messages will have to be examined for this purpose: 

· N16: Nsmf_PDU_Session_Create Request

· N16: Nsmf_PDU_Session_Create Response

· N16: Nsmf_PDU_Session_Update Request

· N16: Nsmf_PDU_Session_Update Response

·  N4 PDU Session Modification Request

· N4 PDU Session Modification Response. 

xIRI SMF PDU Session Release
An xIRI SMF PDU Session Release is generated when the IRI-POI in the SMF detects that the SMF receives a N1 NAS PDU SESSION RELEASE COMMAND COMPLETE message from the UE.  It can also be when the N1 NAS PDU SESSION MODIFICATION COMMAND REJECT is received from UE with the cause #43 invalid session Id. the Eight messages will have to be examined for this purpose: 

· N1 NAS PDU SESSION RELEASE REQUEST

· N1 NAS PDU SESSION RELEASE COMMAND

· N1 NAS PDU SESSION RELEASE COMMAND COMPLETE

· N1 NAS PDU SESSION MODIFICATION REQUEST

· N1 NAS PDU SESSION MODIFICATION COMMAND

· N1 NAS PDU SESSION MODIFICATION COMMAND REJECT

· N4 PDU Session Release Request

· N4 PDU Session Release Response. 

In the H-SMF, the same xIRI is generated when an N16: Nsmf_PDU_Session_Update_Response is received from the V-SMF.    Four messages will have to be examined for this purpose: 

· N16: Nsmf_PDU_Session_Release Request

· N16: Nsmf_PDU_Session_Release Response

· N16: Nsmf_PDU_Session_Update Request

· N16: Nsmf_PDU_Session_Update Response

·  N4 PDU Session Modification Request

· N4 PDU Session Modification Response. 

xIRI SMF Start of Interception with Established PDU Session
An xIRI SMF Start of Interception with Established PDU Session is generated if the V-SMF has not yet sent a N1 NAS PDU SESSION RELEASE COMMAND to the UE after previously sending a N1 NAS PDU ESTABLISHMENT ACCEPT message. However, since so many other scenarios can happen, perhaps, all the following messages will have to be examined:  

· N1 NAS PDU SESSION ESTABLISHMET REQUEST

· N1 NAS PDU SESSION ESTABLISHMENT ACCEPT

· N1 NAS PDU SESSION MODIFICATION REQUEST

· N1 NAS PDU SESSION MODIFICATION COMMAND

· N1 NAS PDU SESSION MODIFICATION COMMAND COMPLETE

· N4 PDU Session Establishment Request

· N4 PDU Session Establishment Response

· N4 PDU Session Modification Request

· N4 PDU Session Modification Response. 

In the H-SMF, the same xIRI is generated if the H-SMF has not yet sent a N16: Nsmf_PDU_Update_Request (with n1SmInfoToUE: PDU SESSION RELEASE COMMAND) to the V-SMF after previously sending N16: Nsmf_PDU_Session_Create Response to the V-SMF.   However, since so many other scenarios can happen, perhaps, all the following messages will have to be examined:  

· N16: Nsmf_PDU_Session_Create Request

· N16: Nsmf_PDU_Session_Create Response

· N16: Nsmf_PDU_Session_Update Request

· N16: Nsmf_PDU_Session_Update Response

· N4 PDU Session Establishment Request

· N4 PDU Session Establishment Response

·  N4 PDU Session Modification Request

· N4 PDU Session Modification Response. 

N1 NAS PDU SESSION ESTABLISHMET REQUEST (TS 24.501)

Table 8.3.1.1.1: PDU SESSION ESTABLISHMENT REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity

9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity

9.6
	M
	V
	1

	
	PDU SESSION ESTABLISHMENT REQUEST message identity
	Message type

9.7
	M
	V
	1

	9-
	PDU session type
	PDU session type

9.11.4.11
	O
	TV
	1

	A-
	SSC mode
	SSC mode

9.11.4.16
	O
	TV
	1

	28
	5GSM capability
	5GSM capability

9.11.4.1
	O
	TLV
	3-15

	55
	Maximum number of supported packet filters
	Maximum number of supported packet filters

9.11.4.9
	O
	TV
	3

	13
	Integrity protection maximum data rate
	Integrity protection maximum data rate

9.11.4.7
	O
	TV
	2

	B-
	Always-on PDU session requested
	Always-on PDU session requested

9.11.4.4
	O
	TV
	1

	TBD
	SM PDU DN request container
	SM PDU DN request container

9.11.4.15
	O
	TBD
	TBD

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.11.4.6
	O
	TLV-E
	4-65538


N1 NAS PDU SESSION ESTABLISHMENT ACCEPT (TS 24.501)

Table 8.3.2.1.1: PDU SESSION ESTABLISHMENT ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity

9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity

9.6
	M
	V
	1

	
	PDU SESSION ESTABLISHMENT ACCEPT message identity
	Message type

9.7
	M
	V
	1

	
	Selected PDU session type
	PDU session type

9.11.4.11
	M
	V
	1/2

	
	Selected SSC mode
	SSC mode

9.11.4.16
	M
	V
	1/2

	
	DNN
	DNN

9.11.3.21
	M
	LV
	2-TBD

	
	Authorized QoS rules
	QoS rules

9.11.4.13
	M
	LV-E
	7-65538

	
	Session AMBR
	Session-AMBR

9.11.4.14
	M
	LV
	TBD

	59
	5GSM cause
	5GSM cause

9.11.4.2
	O
	TV
	2

	29
	PDU address
	PDU address

9.11.4.10
	O
	TLV
	7, 11 or 15

	56
	RQ timer value
	GPRS timer

9.11.2.3
	O
	TV
	2

	22
	S-NSSAI
	S-NSSAI

9.11.2.8
	O
	TLV
	3-10

	8-
	Always-on PDU session indication
	Always-on PDU session indication
9.11.4.3
	O
	TV
	1

	7F
	Mapped EPS bearer contexts
	Mapped EPS bearer contexts

9.11.4.9
	O
	TLV-E
	7-65538

	78
	EAP message
	EAP message

9.11.2.2
	O
	TLV-E
	7-1503

	79
	Authorized QoS flow descriptions
	QoS flow descriptions

9.11.4.12
	O
	TLV-E
	6-65538

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.11.4.6
	O
	TLV-E
	4-65538


N1 NAS PDU SESSION MODIFICATION REQUEST (TS 24.501)

Table 8.3.7.1.1: PDU SESSION MODIFICATION REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity

9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity

9.6
	M
	V
	1

	
	PDU SESSION MODIFICATION REQUEST message identity
	Message type

9.7
	M
	V
	1

	28
	5GSM capability
	5GSM capability

9.11.4.1
	O
	TLV
	3-15

	59
	5GSM cause
	5GSM cause

9.11.4.2
	O
	TV
	2

	55
	Maximum number of supported packet filters
	Maximum number of supported packet filters

9.11.4.9
	O
	TV
	3

	B-
	Always-on PDU session requested
	Always-on PDU session requested

9.11.4.4
	O
	TV
	1

	13
	Integrity protection maximum data rate
	Integrity protection maximum data rate

9.11.4.7
	O
	TV
	2

	7A
	Requested QoS rules
	QoS rules

9.11.4.13
	O
	TLV-E
	3-65538

	79
	Requested QoS flow descriptions
	QoS flow descriptions

9.11.4.12
	O
	TLV-E
	6-65538

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.11.4.6
	O
	TLV-E
	4-65538


N1 NAS PDU SESSION MODIFICATION COMMAND (TS 24.501)

Table 8.3.9.1.1: PDU SESSION MODIFICATION COMMAND message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity

9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity

9.6
	M
	V
	1

	
	PDU SESSION MODIFICATION COMMAND message identity
	Message type

9.7
	M
	V
	1

	59
	5GSM cause
	5GSM cause

9.11.4.2
	O
	TV
	2

	2A
	Session AMBR
	Session-AMBR

9.11.4.14
	O
	TLV
	8

	56
	RQ timer value
	GPRS timer

9.11.2.3
	O
	TV
	2

	8-
	Always-on PDU session indication
	Always-on PDU session indication
9.11.4.3
	O
	TV
	1

	7A
	Authorized QoS rules
	QoS rules

9.11.4.13
	O
	TLV-E
	7-65538

	7F
	Mapped EPS bearer contexts
	Mapped EPS bearer contexts

9.11.4.8
	O
	TLV-E
	7-65538

	79
	Authorized QoS flow descriptions
	QoS flow descriptions

9.11.4.12
	O
	TLV-E
	6-65538

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.11.4.6
	O
	TLV-E
	4-65538


N1 NAS PDU SESSION MODIFICATION COMMAND COMPLETE (TS 24.501)
Table 8.3.10.1.1: PDU SESSION MODIFICATION COMPLETE message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity

9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity

9.6
	M
	V
	1

	
	PDU SESSION MODIFICATION COMPLETE message identity
	Message type

9.7
	M
	V
	1

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.11.4.6
	O
	TLV-E
	4-65538


N1 NAS PDU SESSION MODIFICATION COMMAND REJECT (TS 24.501)
Table 8.3.11.1.1: PDU SESSION MODIFICATION COMMAND REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity

9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity

9.6
	M
	V
	1

	
	PDU SESSION MODIFICATION COMMAND REJECT message identity
	Message type

9.7
	M
	V
	1

	
	5GSM cause
	5GSM cause

9.11.4.2
	M
	V
	1

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.11.4.6
	O
	TLV-E
	4-65538


N1 NAS PDU SESSION RELEASE REQUEST (TS 24.501)

Table 8.3.13.1.1: PDU SESSION RELEASE REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity

9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity

9.6
	M
	V
	1

	
	PDU RELEASE REJECT message identity
	Message type

9.7
	M
	V
	1

	
	5GSM cause
	5GSM cause

9.11.4.2
	M
	V
	1

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.11.4.6
	O
	TLV-E
	4-65538


N1 NAS PDU SESSION RELEASE COMMAND (TS 24.501)
Table 8.3.14.1.1: PDU SESSION RELEASE COMMAND message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity

9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity

9.6
	M
	V
	1

	
	PDU SESSION RELEASE COMMAND message identity
	Message type

9.7
	M
	V
	1

	
	5GSM cause
	5GSM cause

9.11.4.2
	M
	V
	1

	37
	Back-off timer value
	GPRS timer 3

9.11.2.5
	O
	TLV
	3

	78
	EAP message
	EAP message

9.11.2.2
	O
	TLV-E
	7-1503

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.11.4.6
	O
	TLV-E
	4-65538


N1 NAS PDU SESSION RELEASE COMMAND COMPLETE (TS 24.501)

Table 8.3.15.1.1: PDU SESSION RELEASE COMPLETE message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity

9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity

9.6
	M
	V
	1

	
	PDU SESSION RELEASE COMPLETE message identity
	Message type

9.7
	M
	V
	1

	59
	5GSM cause
	5GSM cause

9.11.4.2
	O
	TV
	2

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.11.4.6
	O
	TLV-E
	4-65538


N16: Nsmf_PDU_Session_Create Request (TS 29.502)

6.1.6.2.9
Type: PduSessionCreateData

Table 6.1.6.2.9-1: Definition of type PduSessionCreateData

	Attribute name
	Data type
	P
	Cardinality
	Description

	supi
	Supi
	C
	0..1
	This IE shall be present, except if the UE is emergency registered and UICCless. 

When present, it shall contain the subscriber permanent identify. 

	unauthenticatedSupi
	boolean
	C
	0..1
	This IE shall be present if the SUPI is present in the message but is not authenticated and is for an emergency registered UE.

When present, it shall be set as follows:

- true: unauthenticated SUPI;

- false (default): authenticated SUPI.

	pei
	Pei
	C
	0..1
	This IE shall be present if the UE is emergency registered and it is either UIClless or the SUPI is not authenticated. 

For all other cases, this IE shall be present if it is available. 

When present, it shall contain the permanent equipment identifier.

	pduSessionId
	PduSessionId
	C
	0..1
	This IE shall contain the PDU Session ID, except during an EPS to 5GS Idle mode mobility or handover using the N26 interface.

	dnn
	Dnn
	M
	1
	This IE shall contain the requested DNN. 

	sNssai
	Snssai
	C
	0..1
	This IE shall be present, except during an EPS to 5GS idle mode mobility or handover using the N26 interface. 

When present, it shall contain the requested S-NSSAI mapped to the HPLMN S-NSSAI by the VPLMN.

	vsmfId
	NfInstanceId
	M
	1
	This IE shall contain the identifier of the serving SMF.

	servingNetwork
	PlmnId
	M
	1
	This IE shall contain the serving core network operator PLMN ID. 

	requestType
	RequestType
	C
	0..1
	This IE shall be present if the request relates to an existing PDU session or an existing emergency PDU session, except during an EPS to 5GS idle mode mobility or handover using the N26 interface. It may be present otherwise.

When present, it shall indicate whether the request refers to a new PDU session or emergency PDU session, or to an existing PDU session or emergency PDU session.

	epsBearerId
	array(EpsBearerId)
	C
	0..N
	This IE shall be present during an EPS to 5GS Idle mode mobility or handover preparation using the N26 interface. 

When present, it shall contain the list of EPS bearer Id(s) received from the MME.

	pgwS8cFteid
	Bytes
	C
	0..1
	This IE shall be present during an EPS to 5GS Idle mode mobility or handover preparation using the N26 interface. 

When present, it shall contain Base64-encoded characters, encoding the PGW S8 F-TEID for Control Plane as specified in Figure 8.22-1 of 3GPP TS 29.274 [16], received from the MME.

	vsmfPduSessionUri
	Uri
	M
	1
	This IE shall include the URI representing the PDU session in the V-SMF.

	vcnTunnelInfo
	TunnelInfo
	M
	1
	This IE shall contain the N9 tunnel information on the visited CN side.

	anType
	AccessType
	M
	1
	This IE shall indicate the Access Network Type to which the PDU session is to be associated.

	ratType
	RatType
	C
	0..1
	This IE shall be present and indicate the RAT Type used by the UE, if available.

	ueLocation
	UserLocation
	C
	0..1
	This IE shall contain the UE location information, if it is available. See NOTE.

	ueTimeZone
	TimeZone
	C
	0..1
	This IE shall contain the UE Time Zone, if it is available.

	addUeLocation
	UserLocation
	O
	0..1
	Additional UE location. 

This IE may be present, if anType indicates a non-3GPP access and a valid 3GPP access user location information is available. 

When present, it shall contain: 

-
the last known 3GPP access user location; and
-
the timestamp, if available, indicating the UTC time when the addUeLocation information was acquired. 

See NOTE.

	gpsi
	Gpsi
	C
	0..1
	This IE shall be present if it is available. When present, it shall contain the user's GPSI. 

	n1SmInfoFromUe
	RefToBinaryData
	C
	0..1
	This IE shall be present if the V-SMF has received known N1 SM information from the UE that does not need to be interpreted by the V-SMF. When present, this IE shall reference the n1SmInfoFromUe binary data (see subclause 6.1.6.4.4). 

	unknownN1SmInfo
	RefToBinaryData
	C
	0..1
	This IE shall be present if the V-SMF has received unknown N1 SM information from the UE. When present, this IE shall reference the unknownN1SmInfo binary data (see subclause 6.1.6.4.4). 

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in subclause 6.1.8 is supported. 

	hPcfId
	NfInstanceId
	O
	0..1
	When present, this IE shall contain the identifier of the H-PCF selected by the AMF for the UE (for Access and Mobility Policy Control). 

	hoPreparationIndication
	boolean
	C
	0..1
	This IE shall be present during an EPS to 5GS handover preparation using the N26 interface. 

When present, it shall be set as follows:

- true: an EPS to 5GS handover preparation is in progress; the PGW-C/SMF shall not switch the DL user plane of the PDU session yet. 

- false: there is no on-going EPS to 5GS handover preparation in progress. If a handover preparation was in progress, the handover has been completed. The PGW-C/SMF shall switch the DL user plane of the PDU session using the N9 tunnel information that has been received in the vcnTunnelInfo.
It shall be set to "true" during an EPS to 5GS handover preparation using the N26 interface. 



	selMode
	DnnSelectionMode
	C
	0..1
	This IE shall be present if it is available. When present, it shall indicate whether the requested DNN corresponds to an explicitly subscribed DNN or to the usage of a wildcard subscription. 

	epsInterworkingInd
	EpsInterworkingIndication
	O
	0..1
	This IE may be present if the indication has been received from AMF and is allowed to be forwarded to H-SMF by operator configuration.

When present, this IE shall indicate whether the PDU session may possibly be moved to EPS and whether N26 interface to be used during EPS interworking procedures.

	vSmfServiceInstanceId
	string
	O
	0..1
	When present, this IE shall contain the serviceInstanceId of the V-SMF service instance serving the PDU session. 

This IE may be used by the H-SMF to identify PDU sessions affected by a failure or restart of the V-SMF service (see subclause 6.2 of 3GPP TS 23.527 [24]).

	NOTE:
In shared networks, the PLMN ID that is communicated in this IE shall be that of the selected Core Network Operator. 


N16: Nsmf_PDU_Session_Create Response (TS 29.502)
6.1.6.2.10
Type: PduSessionCreatedData

Table 6.1.6.2.10-1: Definition of type PduSessionCreatedData

	Attribute name
	Data type
	P
	Cardinality
	Description

	pduSessionType
	PduSessionType
	M
	1
	This IE shall indicate the selected PDU type.

	sscMode
	string
	M
	1
	This IE shall indicate the SSC mode applicable to the PDU session. 

When present, it shall be encoded as one character in hexadecimal representation, taking a value of "0" to "9" or "A" to "F", representing the 4 bits of the SSC mode value of the SSC mode IE specified in subclause 9.8.4.10 of 3GPP TS 24.501 [7]. 

Example: SSC mode 3 shall be encoded as "3".

See NOTE.

	hcnTunnelInfo
	TunnelInfo
	M
	1
	This IE shall contain the N9 tunnel information on the home CN side.

	sessionAmbr
	Ambr
	M
	1
	This IE shall contain the Session AMBR granted to the PDU session.

	qosFlowsSetupList
	array(QosFlowSetupItem)
	M
	1..N
	This IE shall contain the set of QoS flow(s) to establish for the PDU session. It shall contain at least the Qos flow associated to the default Qos rule.

	pduSessionId
	PduSessionId
	C
	0..1
	This IE shall be present during an EPS to 5GS Idle mode mobility or handover preparation using the N26 interface. 

When present, it shall be set to the PDU Session ID. 

	sNssai
	Snssai
	C
	0..1
	This IE shall be present during an EPS to 5GS Idle mode mobility or handover using the N26 interface.

When present, it shall contain the S-NSSAI assigned to the PDU session in the Home PLMN.

	enablePauseCharging
	boolean
	C
	0..1
	This IE shall be present, based on operator's policy, to enable the use of Pause of Charging for the PDU session (see subclause 4.4.4 of 3GPP TS 23.502 [3]). 

When present, it shall be set as follows:

- true: enable Pause of Charging; 

- false (default): disable Pause of Charging. 

	ueIpv4Address
	Ipv4Addr
	C
	0..1
	This IE shall be present if the H-SMF assigns a UE IPv4 address to the PDU session. 

	ueIpv6Prefix
	Ipv6Prefix
	C
	0..1
	This IE shall be present if the H-SMF assigns a UE IPv6 prefix to the PDU session.

	n1SmInfoToUe
	RefToBinaryData
	C
	0..1
	This IE shall be present if the H-SMF needs to send N1 SM information to the UE that does not need to be interpreted by the V-SMF. When present, this IE shall reference the n1SmInfoToUe binary data (see subclause 6.1.6.4.4). 

	epsPdnCnxInfo
	EpsPdnCnxInfo
	C
	0..1
	This IE shall be present if the PDU session may be moved to EPS during its lifetime.

	epsBearerInfo
	array(EpsBearerInfo)
	C
	1..N
	This IE shall be present if the PDU session may be moved to EPS during its lifetime.

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in subclause 6.1.8 is supported. 

	upSecurity
	UpSecurity
	O
	0..1
	When present, this IE shall indicate the security policy for integrity protection and encryption for the user plane of the PDU session.

	NOTE:
This IE contains information that the V-SMF only needs to transfer to the UE (without interpretation). It is sent as a separate IE rather than within the n1SmInfoToUE binary data because the Selected SSC mode IE is defined as a "V" IE (i.e. without a Type field) in the NAS PDU Session Establishment Accept message. 


N16: Nsmf_PDU_Session_Update Request (TS 29.502)
6.1.6.2.11
Type: HsmfUpdateData

Table 6.1.6.2.11-1: Definition of type HsmfUpdateData

	Attribute name
	Data type
	P
	Cardinality
	Description

	requestIndication
	RequestIndication
	M
	1
	This IE shall indicate the request type.

	pei
	Pei
	C
	0..1
	This IE shall be present if it is available and has not been provided earlier to the H-SMF.

When present, this IE shall contain the permanent equipment identifier.

	vcnTunnelInfo
	TunnelInfo
	C
	1
	This IE shall be present if the N9 tunnel information on the visited CN side provided earlier to the H-SMF has changed. 

When present, this IE shall contain the new N9 tunnel information on the visited CN side.

	servingNetwork
	PlmnId
	C
	0..1
	This IE shall contain the serving core network operator PLMN ID, if it has changed.

	anType
	AccessType
	C
	0..1
	This IE shall be present during if the Access Network Type provided earlier to the H-SMF has changed. 

When present, this IE shall indicate the new Access Network Type to which the PDU session is to be associated.

	ratType
	RatType
	C
	0..1
	This IE shall be present and indicate the RAT Type used by the UE, if available, upon a change of RAT Type.

	ueLocation
	UserLocation
	C
	0..1
	This IE shall be present if it is available, the UE Location has changed and needs to be reported to the H-SMF.

When present, this IE shall contain: 

-
the new UE location information; and 

-
the timestamp, if available, indicating the UTC time when the UeLocation information was acquired.
See NOTE.

	ueTimeZone
	TimeZone
	C
	0..1
	This IE shall be present if it is available, the UE Time Zone has changed and needs to be reported to the H-SMF.

When present, this IE shall contain the new UE Time Zone.

	addUeLocation
	UserLocation
	O
	0..1
	Additional UE location. 

This IE may be present, if anType indicates a non-3GPP access and a valid 3GPP access user location information is available. 

When present, it shall contain: 

-
the last known 3GPP access user location; and 

-
the timestamp, if available, indicating the UTC time when the addUeLocation information was acquired.
See NOTE.

	pauseCharging
	boolean
	C
	0..1
	This IE shall be present if the H-SMF enabled the use of Pause Pause of Charging for the PDU session during the PDU session establishment and 

Pause of Charging needs to be started or stopped (see subclause 4.4.4 of 3GPP TS 23.502 [3]). 

When present, it shall be set as follows:

- true: to Start Pause of Charging; 

- false: to Stop Pause of Charging. 

	pti
	ProcedureTransactionId
	C
	0..1
	This IE shall be present if the requestIndication indicates a UE requested PDU session modification or release. When present, it shall contain the PTI value received from the UE.

	n1SmInfoFromUe
	RefToBinaryData
	C
	0..1
	This IE shall be present if the V-SMF has received known N1 SM information from the UE that does not need to be interpreted by the V-SMF. When present, this IE shall reference the n1SmInfoFromUe binary data (see subclause 6.1.6.4.4). 

	unknownN1SmInfo
	RefToBinaryData
	C
	0..1
	This IE shall be present if the V-SMF has received unknown N1 SM information from the UE. When present, this IE shall reference the unknownN1SmInfo binary data (see subclause 6.1.6.4.4). 

	qosFlowsRelNotifyList
	array(QosFlowItem)
	C
	0..N
	This IE shall be present if QoS flows have been released.

	qosFlowsNotifyList
	array(QosFlowNotifyItem)
	C
	0..N
	This IE shall be present if the QoS targets for GBR QoS flow(s) are not fulfilled anymore or when they are fulfilled again.

	NotifyList
	array(PduSessionNotifyItem)
	C
	0..N
	Description of notifications related to the PDU session. This IE shall be present if the NG-RAN has established user plane resources for the PDU session that do not fulfil the User Plane Security Enforcement with a value Preferred, or when the user plane security enforcement is fulfilled again. 

	epsBearerId
	array(EpsBearerId)
	C
	0..N
	This IE shall be present during an EPS to 5GS handover execution using the N26 interface. 

When present, it shall contain the list of EPS bearer Id(s)successfully handed over to 5GS.

	hoPreparationIndication
	boolean
	C
	0..1
	This IE shall be present during an EPS to 5GS handover preparation and handover execution using the N26 interface. 

When present, it shall be set as follows:

- true: an EPS to 5GS handover preparation is in progress; the PGW-C/SMF shall not switch the DL user plane of the PDU session yet. 

- false: there is no on-going EPS to 5GS handover preparation in progress. If a handover preparation was in progress, the handover has been completed. The PGW-C/SMF shall switch the DL user plane of the PDU session using the N9 tunnel information that has been received in the vcnTunnelInfo.

It shall be set to "true" during an EPS to 5GS handover preparation using the N26 interface. 

It shall be set to "false" during an EPS to 5GS handover execution using the N26 interface. 



	revokeEbiList
	array(EpsBearerId)
	C
	0..N
	This IE shall be present to request the H-SMF to revoke some EBIs (see subclause 4.11.1.4.1 of 3GPP TS 23.502 [3]). When present, it shall contain the EBIs to revoke.

	cause
	Cause
	C
	0..1
	This IE shall be present and set as specified in subclause 5.2.2.8.2.6 during P-CSCF restoration procedure for home-routed PDU session.

When present, this IE shall indicate the NF Service Consumer cause of the requested modification.

	ngApCause
	NgApCause
	C
	0..1
	This IE shall be present, if the information is available and if this information is permitted to be sent to the H-SMF operator according to the V-SMF operator's policy. When present, this IE shall indicate the NGAP cause for the requested modification.

	5GMmCauseValue
	5GMmCause
	C
	0..1
	The V-SMF shall include this IE if it received it from the AMF and if this information is permitted to be sent to the H-SMF operator according to the V-SMF operator's policy.

	epsInterworkingInd
	EpsInterworkingIndication
	O
	0..1
	This IE may be present if the indication has been received from AMF and is allowed to be forwarded to H-SMF by operator configuration.

When present, this IE shall indicate whether the PDU session may possibly be moved to EPS and whether N26 interface to be used during EPS interworking procedures.

	NOTE:
In shared networks, the PLMN ID that is communicated in this IE shall be that of the selected Core Network Operator. 


N16: Nsmf_PDU_Session_Update Response

6.1.6.2.12
Type: HsmfUpdatedData

Table 6.1.6.2.12-1: Definition of type HsmfUpdatedData

	Attribute name
	Data type
	P
	Cardinality
	Description

	n1SmInfoToUe
	RefToBinaryData
	C
	0..1
	This IE shall be present if the H-SMF needs to send N1 SM information to the UE that does not need to be interpreted by the V-SMF. When present, this IE shall reference the n1SmInfoToUe binary data (see subclause 6.1.6.4.4). 


N16: Nsmf_PDU_Session_Release Request (TS 29.502)
6.1.6.2.13
Type: ReleaseData

Table 6.1.6.2.13-1: Definition of type ReleaseData

	Attribute name
	Data type
	P
	Cardinality
	Description

	cause
	Cause
	C
	0..1
	This IE shall be present, if the information is available. When present, this IE shall indicate the NF Service Consumer cause for the requested PDU session release. 

	ngApCause
	NgApCause
	C
	0..1
	This IE shall be present, if the information is available and if this information is permitted to be sent to the H-SMF operator according to the V-SMF operator's policy. When present, this IE shall indicate the NGAP cause for the requested PDU session release. 

	5GMmCauseValue
	5GMmCause
	C
	0..1
	The V-SMF shall include this IE if it received it from the AMF and if this information is permitted to be sent to the H-SMF operator according to the V-SMF operator's policy.

	ueLocation
	UserLocation
	C
	0..1
	This IE shall be present, if available. 

When present, it shall contain the UE location information.

	ueTimeZone
	TimeZone
	C
	0..1
	This IE shall be present, if available. 

When present, it shall contain the UE location information.

	addUeLocation
	UserLocation
	O
	0..1
	Additional UE location. 

This IE may be present, if anType previously reported is a non-3GPP access and a valid 3GPP access user location information is available. 

When present, it shall contain: 

-
the last known 3GPP access user location; and 

-
the timestamp, if available, indicating the UTC time when the addUeLocation information was acquired.
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