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Abstract of the contribution: This pCR proposes clarifying text to the 6.2.3.2.2 in draft TS 33.128 that describes PDU Session Establishment. The pCR identifies the trigger for the xIRI. 
Discussion

The trigger for the PDU session related events can be considered in two ways: 

· SMF sending/receiving the N1 NAS messages to/from the UE or H-SMF sending/receiving the N16: Nsmf message to/from the V-SMF 

· SMF receiving the messages N4 messages from the UPF. 

The second way, even though may be simpler of the two, does not seem to be the right trigger per the stage 2 text. This pCR uses the first way as the trigger, however, explores what if the second way is used as the trigger (for information). 

Based on N1 NAS or N16: Nsmf messages: 

The PDU Session Establishment xIRI is generated whenever the SMF in a non-roaming scenario or a V-SMF in VPLMN (in a roaming scenario) sends the N1 NAS message PDU SESSION ESTABLISHMENT ACCEPT to the UE and the 5G Session Management (5GSM) state is changed to PDU Session Active (TS 24.501).   
In a home-routed roaming scenario, the H-SMF sends the PDU Session Establishment xIRI whenever the H-SMSF sends the Nsmf_PDU_Session_Create Response with n1SmInfoToUE containing the PDU SESSION ESTABLISHMENT ACCEPT (TS 29.502). The TS 29.502 do not talk about the 5GSM states and that is why it is not mentioned here.    

 Scenario 1: Non-roaming scenario or V-SMF in VPLMN in a roaming scenario
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Scenario 2: H-SMF in HPLMN in a roaming scenario
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TS 23.502 flow reference
The PDU Session Establishment xIRI is generated whenever the SMF receives the N4: Session Establishment Response message from the UPF.  However, quite a bit further establishment related steps happen after the SMF receives that N4 message from the UPF. See a flow-diagram pasted from TS 23.502 below: 
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**** First Change ****
6.2.3.2.2
PDU Session Establishment

The IRI_POI in the SMF shall generate an xIRI SMF PDU Session Establishment message when the IRI-POI present in the SMF detects that a PDU session has been established for the target UE.  The IRI-POI present in the SMF shall generate the xIRI SMF PDU Session Establishment message for the following events: 

· For a non-roaming scenario, the SMF (or for a roaming scenario, V-SMF in the VPLMN), sends the N1 NAS message (via AMF) PDU SESSION ESTABLISHMENT ACCEPT to the UE and the 5G Session Management (5GSM) state within the SMF is changed to PDU Session Active (see TS 24.501). 

· For a roaming scenario, the SMF in the HPLMN (i.e. H-SMF) sends the N16: Nsmf_PDU_Session_Create Response message with n1SmInfoToUe IE containing the PDU SESSION ESTABLISHMENT ACCEPT (see TS 29.502).   
The message shall contain the following payload, encoded as per clause 5.3.2.

EDITOR’S NOTE: The ASN.1 structures are currently in the body of the text (this makes drafting and pCRs easier, as the ASN.1 is next to the tables which give the full definition of the information). For the final published version it is agreed that the ASN.1 structures will be put together i.e. all in one place. It is agreed that there will be only one place in which the published ASN.1 exists

EDITOR’S NOTE: The EDITOR’S NOTEs on the following parameters have been put into the Table below, not inline with the ASN.1. 
XIRISMFPDUSessionEstablishmentMessage ::= SEQUENCE

{

supi



[0]
SUPI OPTIONAL,


pei




[1] PEI OPTIONAL,


gpsi



[2] GPSI OPTIONAL,

pduSessionID

[3] PDUSessionID,

gtpTunnelID


[4] FTEID,  


pduSessionType



[5]
PDUSessionType,  


sNSSAIs



[6] SEQUENCE OF SNSSAI OPTIONAL,


ueEndpoint


[7] UEEndpointAddress,

locationInformation
[8]
Location OPTIONAL,


dnn




[9] UTF8String,


amfID



[10] AMFID
OPTIONAL,


requestType


[11] , --See EDITOR’S NOTE in Table below 

accessType


[12] AccessType OPTIONAL,

ratType



[13] RATType OPTIONAL
}

Editor’s Note: For home-routed roaming scenario, the V-SMF has two tunnels, one on the Ingress side (N3) and one on the Egress side (N9). Should there be two tunnel Ids be reported. Furthermore, it should be further analysed to see whether rat type is available at the SMF for a roaming scenario. If not, the field should be optional. 
PDUSessionType ::= ENUMERATED
{

ipv4 

(1),


ipv6 

(2),


ipv4v6 

(3),


nonIP

(4),


ethernet
(5)
}
PDUSessionID ::= INTEGER (0..255)

SNSSAI ::= SEQUENCE

{


sliceServiceType 
[0] INTEGER (0..255),


sliceDifferentiator
[1]
OCTET STRING (SIZE(3)) OPTIONAL
}

FTEID ::= SEQUENCE

{


teid

[0] INTEGER (0.. 4294967295)


ipv4Address
[1] IPv4Address OPTIONAL,


ipv6Address
[2] IPv6Address OPTIONAL
}

UEEndpointAddress ::= CHOICE

{


ipv4Address

[1] IPv4Address,


ipv6Address

[2] IPv6Address,


ethernetAddress
[3] MACAddress
}

AMFID ::= SEQUENCE

{


amfRegionID

[1] INTEGER (0..255),


amfSetID

[2] INTEGER (0..1023),


amfPointer

[3] INTEGER (0..63)
}

RATType ::= ENUMERATED

{


nr(0),


eutra(1),


wlan(2),


virtual(3)
}
Table 6.2.3-1: Payload for PDU Session Establishment xIRI message
	Field name
	Description
	M/C/O

	supi
	SUPI associated with the PDU session (e.g. as provided by the AMF in the associated Nsmf_PDU_Session_CreateSMContext service operation). Shall be present except for PEI-only unauthenticated emergency sessions.
	C

	pei
	PEI associated with the PDU session if available
	C

	gpsi
	GPSI associated with the PDU session if available
	C

	pduSessionID
	PDU Session ID  See clause 9.4 of TS 24.501

	M

	gtpTunnelID
	Contains the F-TEID identifying the tunnel used to encapsulate the traffic, as defined in TS 29.244 [15] clause 8.2.3.
	M

	pduSessionType
	Identifies the selected PDU session type, see TS 24.501 clause 9.11.4.11. 
	M

	sNSSAIs
	List of slice identifiers associated with the PDU session, if available. See TS 23.003 [16] clause 28.4.2 and TS 23.501 [11] clause 5.12.2.2.

EDITOR’S NOTE 2018-12-17: Check whether there can be more than one slice associated with an SMF, and if not then remove “SEQUENCE OF” for SNSSAI element.
	C

	ueEndpoint
	Identifies the UE endpoint (either from the UE IP Address element of the PDI or the UE IP address of the associated Traffic Endpoint)

Editor’s note (2018-12-17): Confirm this parameter is known at this point. Make sure it is the user plane one and not the signalling one (which is not the internet-contactable one). 

EDITOR’S NOTE (2018-12-17): Check (in 33.501 and the CT specification) whether there should be additional fields in the UEEndPointAddress structure to be used when the PDNType is nonIP(4). Editor’s Note (2018-12-05) – needs further study – not convinced this is correct way to define the field. Alternative formulations welcome


	M

	locationInformation
	Location information provided by the AMF, if available
	C

	dnn
	Data Network Name associated with the target traffic, as defined in TS 23.003 [16] clause 9A and described in TS 23.501 [11] clause 4.3.2.2
	M

	amfid
	Identifier of the AMF associated with the target UE, as defined in TS 23.003 [z] clause 2.10.1.
	M

	requestType
	Type of request from the AMF (i.e. initial, emergency, existing PDU session)

Editor’s Note – needs further study – closest applicable reference appears to be 24.008 clause 10.5.6.17 but this is UE / radio signalling and doesn’t appear to match the possible values cited in 23.502. Advice appreciated.
	M

	accessType
	Access type associated with the session (i.e. 3GPP or non-3GPP access) if provided by the AMF.

Editor’s Note – Assume we can re-use the access type enumeration defined for the AMF messages here
	C

	ratType
	RAT Type associated with the access if provided by the AMF as part of session establishment (see TS 23.502 [4] clause 4.3.2). Values given as per TS 29.571 [17] clause 5.4.3.2

Editor’s Note – Can be provided by AMF according to 23.502, but is it redundant if location information is supplied?

	C


At least one of the SUPI, PEI or GPSI fields shall be present. 

Editor’s Note – TS 29.244 allows for forwarding without use of GTP-U, but figure 8.3.1-1 in TS 23.501 seems to suggest that GTP-U will always be used for N3/N9. Do we need to cater for non-GTP-U-encapsulated PDUs being forwarded? Call on 2018-12-17 confirmed this needs further study.  

Editor’s Note – Do we want to report if the SMF performs secondary authentication as part of the session establishment? Call on 2018-12-17 confirmed this needs further study.
Editor’s Note – Multiple UPFs could be selected for a given PDU session. Should we either (a) factor out the UPF-related fields and allow them to occur multiple times in this structure, or (b) ask that this event is raised for each SMF-UPF interaction? Conclusion from 2018-12-17: The SMF is responsible for picking the most appropriate UPF. The SMS should choose only one UPF. If necessary, the SMF may choose more than one UPF, in which case it should handle filtering/de-duplication of CC. If the SMF does not handle de-duplication, the SMF shall ensure that the MDF has the information necessary to perform de-duplication.    
EDITOR’S NOTE: Confirm whether the amfID, request type and accessType are relevant for SMF LI, and if so clarify the purpose. 

**** End of all Changes ****
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