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Abstract of the contribution: This pCR discusses different approaches to report registration and other procedure failures at AMF. 
Discussion
Both TS 33.126 and TS 33.127 require that failure in communication attempts need to be reported to the LEA/LEMF. This p-CR consider as example a failure in the registration procedure at the AMF and considers different ways to report it:
1. A proper parameter is added to the xIRI reporting the procedure, which would be filled only in case of failure.
2. A separate message is specified for the specific purpose; this message is applicable to all the different procedures at AMF, with a parameter indicating which procedure failed. 
3. A separate message is specified for each unsuccessful procedure. This approach is not recommended as it would duplicate the number of messages for each procedure and is not pursued further in this contribution.

Approach number 1 has been included in 33.107 from the beginning, is quite straightforward and simple from implementation point of view. However, as the reason for failure can include protocol errors, missing parameters and so on, it cannot be assumed that parameters supposed to be intercepted from network signalling are generally available, so that they should be considered conditional and not mandatory in the xIRI. In case of failure, the message would provide anyway all the parameters which are available when the procedure is unsuccessfully ended at the AMF. It is also worth noting that avoiding mandatory parameters/identities would implicitly support also the case of registration for emergency services, where only PEI could be available as identity. 
Approach number 2 implies that the way each successful procedure is reported is different from the unsuccessful case and would imply an additional message to report failure. On the other side, it would be easier in each successful procedure to define MOC (Mandatory, Optional, Conditional) for each parameter.
The proposed change below refers to approach 1 for AMF registration xIRI. Same changes should be applied to other AMF xIRIs when reporting failure, if agreed.
With reference to approach 2, the change proposed below would be enough to cover all the failure scenarios detected at the AMF.


**** First Change Approach 1****
[bookmark: _Toc529988933]6.2.2.2.1	Registration
The IRI_POI in the AMF shall generate an xIRI AMF Registration message when the IRI-POI present in the AMf detects that a UE matching one of the target identifiers provided via LI_X1 has successfully registered to the 5GS via 3GPP NG-RAN or non-3GPP access. 
Unsuccessful registration shall be reported only if the target UE has been successfully authenticated. 
The message shall contain the following payload, encoded as per clause 5.3.2.
[bookmark: _Hlk530476493]XIRIAMFRegistrationMessage ::= SEQUENCE
{
· See clause 6.2.2.2.1 for details of this structure
	accessType					[1] AccessType OPTIONAL,
	requestedSliceInformation	[2]	RequestedSliceInformation OPTIONAL,
	supi						[3]	SUPI OPTIONAL,
	suci						[4] SUCI OPTIONAL,
	pei							[5] PEI OPTIONAL,
	gpsi						[6] GPSI OPTIONAL,
	location					[7]	LocationInformation OPTIONAL,
	failurecause				[8] OCTET STRING (1) OPTIONAL
}

Editor’s Note – We may choose to refactor the ASN.1 into a single module later, but for now we will write each in the relevant section to make them easier to discuss. At that point we can also consider any other factorisation (e.g. grouping fields together) subject to keeping the number of OPTIONAL fields to a minimum.
Editor’s Note – we may want to qualify whether each field is directly observed or obtained from some internal state within the NF associated with the POI.
Editor’s Note – we also need to indicate which identifier (e.g. SUPI) was used to isolate/identify the traffic at the POI?
Table 6.1: Payload for AMF Registration xIRI message
	Field name
	Description
	M/C/O

	accessType
	Specifies the access type used
Editor’s Note – need to define valid values for this
	MC

	requestSliceInformation
	Slice requested for the registration
Editor’s Note – need to define valid format / values for this
	MC

	Supi
	SUPI associated with the registration (see clause 6.2.2.4)
	MC

	Suci
	SUCI used in the registration
	MC

	Pei
	PEI used in the registration
	MC

	gpsi
	GPSI used in the registration
	MC

	location
	Location information associated with the registration, if available
	C

	failurecause
	5GMM cause value, see 3GPP TS 24.501 [x]. provided in cause of unsuccessful AMF registration
	C



NOTE: At least one identity among SUPI, SUCI, PEI, GPSI is mandatory, the others shall be provided if available. All the other parameters shall be provided if available at the AMF.
Editor’s note: The Note above should be included in a general place.

**** End of Changes Approach 1
Approach 2: Single message for all failure scenarios.

**** First Change Approach 2****


6.2.2.2.1	Registration
The IRI_POI in the AMF shall generate an xIRI AMF Registration message when the IRI-POI present in the AMf detects that a UE matching one of the target identifiers provided via LI_X1 has successfully registered to the 5GS via 3GPP NG-RAN or non-3GPP access. 
Unsuccessful registration shall be reported only if the target UE has been successfully authenticated. 
The message shall contain the following payload, encoded as per clause 5.3.2.
XIRIAMFRegistrationMessage ::= SEQUENCE
{
· See clause 6.2.2.2.1 for details of this structure
	accessType					[1] AccessType,
	requestedSliceInformation	[2]	RequestedSliceInformation,
	supi						[3]	SUPI,
	suci						[4] SUCI,
	pei							[5] PEI,
	gpsi						[6] GPSI,
	location					[7]	LocationInformation OPTIONAL
}


**** Next Change Approach 2****
6.2.2.2.X	AMF failure
The IRI_POI in the AMF shall generate an xIRI AMF Failure message when the IRI-POI present in the AMF detects an unsuccessful procedure for a UE matching one of the target identifiers provided via LI_X1.
The message shall contain the following payload, encoded as per clause 5.3.2.
XIRIAMFFailureMessage ::= SEQUENCE
{
· See clause 6.2.2.2.X for details of this structure
	failedprocedureType			[1] ENUMERATED
		{
				registration			(1),
				deregistration			(2),
				locationupdate			(3),
				sms						(4),
				pDUSessionEstablishment	(5)  
		},
	failurecause				[2]	OCTET STRING,
	requestedSliceInformation	[3]	RequestedSliceInformation	OPTIONAL,
	supi						[4]	SUPI						OPTIONAL,
	suci						[5] SUCI						OPTIONAL,
	pei							[6] PEI							OPTIONAL,
	gpsi						[7] GPSI						OPTIONAL,
	guti						[8]	GUTI						OPTIONAL,
	location					[9]	LocationInformation 		OPTIONAL
}

Editor’s Note – We may choose to refactor the ASN.1 into a single module later, but for now we will write each in the relevant section to make them easier to discuss. At that point we can also consider any other factorisation (e.g. grouping fields together) subject to keeping the number of OPTIONAL fields to a minimum.
Editor’s Note – we may want to qualify whether each field is directly observed or obtained from some internal state within the NF associated with the POI.
Editor’s Note – we also need to indicate which identifier (e.g. SUPI) was used to isolate/identify the traffic at the POI?
Table 6.1: Payload for AMF Failure xIRI message
	Field name
	Description
	M/C/O

	failedprocedureType
	Specifies the procedure which failed at the AMF
	M

	failurecause
	Provides the value of the 5GSM or 5GMM cause
	M

	requestSliceInformation
	Slice requested for the procedure, if available
Editor’s Note – need to define valid format / values for this
	C

	Supi
	SUPI associated with the procedure, if available
	C

	Suci
	SUCI used in the procedure, if applicable and if available
	C

	Pei
	PEI used in the procedure
	C

	Gpsi
	GPSI used in the procedure
	C

	Guti
	5G-GUTI used in the procedure, if available, see 3GPP TS 24.501 [X].
	C

	location
	Location information determined during the procedure, if available
	C



[bookmark: _GoBack]Note: At least one identity shall be provided, the others shall be provided if available.
**** End of Changes Approach 2****
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