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Abstract of the contribution: 
In Sophia Antipolis SA3LI#70 bis is was discussed to have LI_OS_1 also mentioned in the text above figure 5.6.1 as this new interface was mention in this figure. The outcome of the meeting did not showed this.

In figure 7.3.-1 there is similar issue with an interface Le that is defined somewhere else (OMA) and we do not want to go in detail in the present document. It is solved here with a NOTE avoiding the need to specify it in the abbreviations list. This pCR suggests to do the same for LI_OS_1..
**** First Change ****
5.6.2
Virtualised Deployment Architecture

Figure 5.6-1 shows the necessary extensions to the basic LI architecture described in clause 5.2 required to support real-time deployment of virtualised LI functions. Figure 5.6-1 is a simplified version of the virtual LI function deployment procedures described in ETSI NFV SEC 011[10].

Figure 5.6-1 shows the LI NFV controller and NFV Management and Orchestration functions (MANO). However, for the purposes of the present document, other than needing to acknowledge these functions exist within a CSP virtual network implementation, they are out of scope of the present document and not described further. 
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Figure 5.6-1 Simplified Virtualised LI System with provisioning infrastructure for a direct provisioned POI.

NOTE 1:
The LI_OS_1 interface is specified in ETSI NFV SEC 011[10]. 

After a virtual function is created (e.g. using the procedures in ETSI NFV SEC 011 or equivalent), it is necessary to automatically configure the POI or MDF before use (i.e. to initialise it to a state where it can accept LI_X1 messages). To achieve this the virtual POI or MDF shall contact the LIPF over the LI_X0 interface and LIPF will notify the LICF that a new potential POI/MDF has contacted the LIPF.

The LICF, through the LIPF, shall verify the authenticity of the POI/ MDF over LI_X0. Once a trust relationship has been established between the LICF and new POI/MDF, the LICF shall issue the POI/MDF with an LI identity (e.g. POI CSCF number 42 or LI System FQDN) and provide the other necessary certificates and configuration information to allow the new POI/MDF to be configured for LI use on LI_X1.

NOTE 2:
The exact mechanisms for the new POI/MDF to contact the LIPF and subsequent trust establishment and configuration are not described in the present document.

NOTE 3:
Figure 5.6-1 shows an example for a direct provisioned POI (i.e. a POI without an associated TF). Each virtual TF would be created using the same basic LI_X0 and LI_X1 flows. While the present document does not explicitly describe the triggered POIs case, such POIs along with the associated TFs would be created using the same basic LI_X0 and LI_X1 flows. However, the LICF would need to verify the correct instantiation of groups of 1 or more triggered POIs and TFs rather than individually as per figure 5.6-1.

**** End of all changes ****
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