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Abstract of the contribution: This pCR proposes input text to the draft TS 33.127 describing the functional elements. The text in the existing clause is modified and new text is added.
INTRODUCTION

This pCR provides figures and updates or adds text to describe the functional elements used in the LI system. The clauses of the existing text have been rearranged to ease the reading. 
*** First Change ***
5.3
LI Architecture and Interfaces

5.3.1
General
5.3.2 
Architectural Elements



 
5.3.2.1
Law Enforcement Agency (LEA)

The Law Enforcement Agency (LEA) is responsible for submitting the warrant to the CSPs. 
5.3.2.2
Mediation and Delivery Function (MDF)
The Mediation and Delivery Function (MDF) delivers the Interception Product to the Law Enforcement Monitoring Facility (LEMF). 

Two variations of MDF are defined – MDF2 and MDF3. 

MDF2 generates the IRI messages from the IRI events and sends them to one or more LEMFs.  The MDF3 generates the CC from the CC data and delivers the same to one or more intercepting LEMFs. An overview of this is shown in figure 5.3-1 below. 
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Figure 5.3-1: MDF2 and MDF3
The MDF2 and MDF3 are provisioned by the LIPF with the intercept information necessary to deliver the IRI and CC to one or more LEMFs. 

5.3.2.3
Point of Interception (POI)
5.3.2.3.1
General


The Point of Interception (POI) detects the target communication, derives the Interception Product from the target communications and delivers the Interception Product to the MDF2 or MDF3. A POI may be embedded within a Network Function (NF) or separate from a NF with which it is associated. 
Multiple POIs may have to be involved in serving a warrant.  
5.3.2.3.2
Separated Handling of Control Plane and User Plane 

In a network deployment with separated control plane and user plane handling, the NF that has access to the control plane information is referred to as Control Plane (CP) NF and the NF that has access to the user plane data is referred to as UP NF.
If the CPOI does not directly control the UPOI, then provisioning shall instead be done by the LIPF.

The POI in the CP NF generates the IRI events from the control plane data associated with the target communications. The POI in the CP NF sends those IRI events to the MDF2.  In some instances, the user plane data may be required to generate some IRI events.  

To generalize the LI architecture beyond the packet core network (e.g. IMS), the concept of CPOI and UPOI are defined. 

The CPOI is responsible detecting the target communications and generate the IRI events. An CPOI is usually present in a CP NF, but, in a generalized concept, it may be viewed as a combination of POIs present in one or more NFs (CP-NF is one of them). 

In the case where the UPOI is controlled directly by the CPOI, the UPOI is receives the CC interception rules from the CPOI, detecting the user plane data that needs to be intercepted, and then generating the CC data using that intercepted user plane data. Since the CC data requires access to the user plane data, the UPOI always resides within a UP NF, however, in a generalized concept, a UPOI may be viewed as a combination of POIs present in multiple NFs (UP NF is one of them).  
The generic concepts CPOI and UPOI are illustrated in figure 5.3-2 below: 
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Figure 5.3-2: Architecture diagram showing CPOI direct control of UPOI 
As shown in figure 5.3-2, the CPOI receives the intercept provisioning information from the LIPF, generates and delivers the IRI events to MDF2, and sends the CC interception rules to the UPOI. The CC interception rules may include the rules that enable the UPOI to detect the user plane data that requires interception, the rules that enable the UPOI to generate and deliver the CC data to MDF3.
Editor’s Note: Need to add a diagram for direct control by LIPF.
The CPOI may also forward the CC interception rules to the UPOI via the LIPF.   

5.3.2.4 
Administrative Function (ADMF)



The Administration Function (ADMF), responsible for the overall management of LI system, includes the two logical functions: 

· Lawful Intercept Control Function (LICF). 

· Lawful Intercept Provisioning Function (LIPF). 

The LICF controls the management of the end-to-end life cycle of a warrant. The LICF provides the intercept information derived from the warrant for provisioning at the POI, MDF2 and MDF3. 

The LIPF provisions all the applicable POIs, MDF2 and MDF3.   



5.3.2.5
System Information Retrieval Function (SIRF)

The System Information Retrieval Function (SIRF) is responsible for providing the LIPF with the system related information (e.g. topology) required to establish and maintain the interception.  






5.3.2.6
LEMF – Law Enforcement Monitoring Function

The Law Enforcement Monitoring Function (LEMF) receives the Interception Product. The LEMF is out of scope of the present document.
*** End of Changes ***
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