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Introduction
General principle of lawful interception is to intercept users subscribed to and operating in the local 3GPP network or a user roaming from another network.

National regulations may limit delivery of interception product when the user is roaming in another network (e.g. roaming outside national border) which applies to IMS VoIP services where the user is still served by its HPLMN.
This means there is no interception when the user is roaming abroad and uses legacy CS voice services – although call scenarios exist when the HPLMN is involved in delivering the service (e.g. incoming calls).
Latest German telecommunication surveillance ordinance obligates the operator in Germany to intercept users even when roaming abroad (but only in cases the connecting party is within Germany). To fulfil this obligation possibilities to extend capabilities for lawful interception shall be investigated.
2
Excerpt from German telecommunication surveillance ordinance

Where the telecommunications system recognises as part of normal operational procedures that the terminal equipment using the identification to be intercepted is located abroad, the telecommunication shall not be recorded, unless the telecommunication to be intercepted 

1.
is directed to a telecommunications connection located in Germany, 
2.
originates from a telecommunications connection located in Germany or 

3.
is diverted or forwarded to a storage facility located in Germany.”. 

2
Proposal

Start a new work item to investigate possibilities to fulfil the requirements above without architectural changes and without major breaks in today’s roaming procedures (e.g. local breakout).
First step could be a closer look into incoming CS voice calls since they are all routed through a GMSC before being redirected using a MSRN.
