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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

The present document has been produced by the 3GPP TSG SA to standardise lawful interception of telecommunications. This document describes the architecture and functions required to support lawful interception in 3GPP networks. Lawful Interception shall always be done in accordance with the applicable national or regional laws and technical regulations. Such national laws and regulations define the extent to which functional capacities in the present document are applicable in specific national laws.

1
Scope

The present document describes the both the architectural and functional system requirements for Lawful Interception (LI) in 3GPP networks. The present document includes both LI architectures for access technologies and service technologies.
The present document is inclusive of all LI architectural and functional capabilities required to support national lawful interception requirements globally, applicable to 3GPP networks. National regulatory requirements are responsible for defining the specific set of LI functional capabilities that are applicable to a specific 3GPP operator deployment. 
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 33.126: " Lawful Interception Requirements".

[3]
3GPP TS 33.106: "3G Security; Lawful Interception Requirements ".

…



3
Definitions, symbols and abbreviations


3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Definition format (Normal)

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.
Editor’s Note: Import applicable definitions from 33.126 & 33.107.
3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format (EW)

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

Abbreviation format (EW)

<ACRONYM>
<Explanation>
HI1
Handover Interface 1

HI2
Handover Interface 2

HI3
Handover Interface 3
LEMF
Law Enforcement Monitoring Centre
LI
Lawful Interception
LI_X1
Lawful Interception Internal Interface 1

LI_X2
Lawful Interception Internal Interface 2

LI_X3
Lawful Interception Internal Interface 3

POI
Point Of Interception
Editor’s Note:- Only add those abbreviations which are specifically needed and rely on 21.905 where possible.
4
Requirements Realisation 
Editor’s Note:- Any necessary narrative glue that explains how 33.127 glues to 33.126 and applicability links to national laws.
Editor’s Note:- Reference 33.126 section 4.
Editor’s Note:- Need to include wording that a warrant may include 1 or more access or service based LI usage. Needs to be described in terms of a “menu of services” etc.
5
Functional Architecture
Editor’s Note:- This section shall contain the highlight architecture for LI. 
Editor’s Note:- Only include 1 or more generic functional diagrams which are not technology or service specific. Do not replicate the 33.107 access service specific approach.

Editor’s Note:- This section shall include equivalent simplified text to both sections 4 and 5 of 33.107. 
Editor’s Note:- Term POI shall be used to describe all IAPs / ICE / IIF etc.

Editor’s Note:- Legacy 107 X1,X2,X3 terminology to be replaced with LI_X1, LI_X2, LI_X3 to avoid clash with SA2. 
6
Access Based Interception
Editor’s Note:- This section will group together all PS and future edge, or other access based LI capabilities.
Editor’s Note:- Support for CS LI using CS delivery will not be provided but CS support will be provided by reference to 33.107 and use of IP handover of CS to be define in this specification.
Editor’s Note:- Access technology based capability should define access specific aspects (eg GPRS or LTE) in this section and then reference section 7 capabilities as appropriate (eg location, messaging).
Editor’s Note:- Import and restructure appropriate 33.107 content.
7
Service Based Interception
Editor’s Note:- This section will contain service specific LI capabilities (eg IMS, VoLTE, LCLS, Location, HSS/HLR etc).
Editor’s Note:- Service specific LI capability should define service specific aspects in this section and then reference section 6 capabilities as appropriate.
Editor’s Note:- Import and restructure appropriate 33.107 content.
Annex <A> (normative):
<Normative annex title>

Annexes are only to be used where appropriate:
Annex <B> (informative):
<Informative annex title>

Annexes are labelled A, B, C, etc. and designated either "normative" or "informative" depending on their content (informative annexes do not comprise requirements for the implementation of the specification).

B.1
Heading levels in an annex

Heading levels within an annex are used as in the main document, but for Heading level selection, the "A.", "B.", etc. are ignored. e.g. B.1.2 is formatted using Heading 2 style.

Annex Z (informative):
Change history

This is the last annex for TSs which details the change history using the following table.

This table can be used for recording progress during the WG drafting process till TSG approval of this TR.
For TRs under change control, use one line per approved Change Request

Date: use format YYYY-MM

TSG # : use format RAN#55

CR: four digits, leading zeros as necessary

Rev: blank, or number (max two digits)

Cat: use one of the letters A, B, C, D, F

Subject/Comment: for TSs under change control, include full text of the subject field of the Change Request cover

New vers: use format n[n].n[n].n[n]
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