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Abstract of the contribution: This document initiates some discussion on the ambiguous text related to the jurisdiction related requriements, in particular points out a need to specify the method that can be used by the HPLMN to determine as and when the target is within the LI jurisdiction area.  
Introduction
The TS 33.106/33.107/33.108 state that the interception may have to be suspended when a target is roaming outside of the jurisdiction. However, those requirements do not explain (even at a stage 2 level) how an IMS node can determine when the target is roaming outside of the jurisdiction area. There is no courtesy disclaimer to state that the how the IMS-node determines whether the target is outside the jurisdiction is outside the scope of the present document. 
Reading the stage 2 clause 5 text, it appears as if such determination will have to be made by the DF2/DF3. But, the question remains, but now pointing to DF2/DF3. How do they know? 
Based on the VoIP concepts, the DF3 should not have role in the determination. It should really be controlled by the DF2. 

The purpose of this paper to initiate some discussion in this area.  
Discussion

The stage 1 requirements on LI specify a requirement on roaming constraint: 

National regulations may limit delivery of communications (CC and communications–associated IRI) of an outbound international roaming target by the HPLMN based on roaming specific interception constraints (e.g., roaming outside national border).  To support these scenarios, it is a national option for the HPLMN to be able to support a mechanism to apply on a per-warrant/per-intercept to limit the delivery of the communications (CC and communications–associated IRI) to LE of an outbound international roaming target based on roaming specific interception constraints (e.g., roaming outside a national border). The default setting is determined based on a national option. Communications originated by the roaming target are subject to this mechanism.  Communications incoming to the target that are answered by the target are subject to this mechanism. Communications incoming to the target that are not answered by the target (e.g., due to call forwarding) are not subject to this mechanism.  Non-communications-associated IRI (e.g., serving system event) are not affected by this requirement.
The text drafted for the new 33.126 also has the similar requirement. 
R6.2.1 - 20             Interception suspend/resume toggle–Inside the Interception Period the CSP shall be able to autonomously suspend and resume the delivery of the interception product for a target identifier of each interception based on specific criteria of which can be detected within the network (e.g., if interception is not permitted when the target is outside the jurisdiction, suspend interception when the target leaves the jurisdiction, and resume when the target re-enters the jurisdiction). In suspend state the interception product is discarded.

Almost similar text is shown in TS 33.107 and TS 33.108:
	TS 33.107
	TS 33.108

	7A.9
Constraints for IMS VoIP Roaming Interception

National regulations may limit delivery of communications (CC and communications-associated IRI) of an outbound international roaming target by the HPLMN as described in clause 5.1.4 of TS 33.106 [7].
If roaming interception is allowed, IMS VoIP interception and delivery to the LEMF by the HPLMN shall proceed normally as described elsewhere in this specification when the target is roaming outside the country as well as when the target is within the country.

If roaming interception is not allowed and it is determined that the target is outside the country, the HPLMN shall act as follows:
The HPLMN shall report IRI and CC for IMS VoIP sessions where the target is not participating in the IMS VoIP services which can be the result of the activation, invocation, or operation of any supplemental services that are performed entirely by the HPLMN. This can include invocation before an IMS VoIP session, at the beginning of an IMS VoIP session, mid IMS VoIP session, or at the end of an IMS VoIP session. Examples of such supplemental services include diversion services such as call forwarding (all calls, busy calls, etc.). Services where the target is still participating in the IMS VoIP session would not be reported (e.g., call hold, conferencing).
	7.7
Roaming Constraints to IMS VoIP/VoLTE LI

National regulations may limit delivery of communications (CC and communications–associated IRI) of an outbound international roaming target by the HPLMN as described in Clause 5.1.4 of [7].
If roaming interception is allowed, IMS VoIP (including VoLTE) interception and delivery to the LEMF by the HPLMN shall proceed normally as described elsewhere in this specification when the target is roaming outside the country as well as when the target is within the country.

If roaming interception is not allowed and the HPLMN determines that the target is outside the country, the HPLMN shall act as described in Clause 7A.9 of TS 33.107 [19]. For scenarios where the invocation of a supplementary service causes the status of the target to change from participating to not participating, the HPLMN starts intercepting and reporting events to the LEMF. The HPLMN shall utilize:

-
the Start of interception for already established IMS session REPORT Record as described in Clause 7.5 for non-conference calls;

-
the Start of Intercept with Conference Active REPORT Record as described in Clause 11.5.1.2 for target provisioned or requested conference calls hosted by the HPLMN.


As shown above, part of the stage 2 and stage 3 text appears to be the same. The following text ins stage 3 is confusing: 
For scenarios where the invocation of a supplementary service causes the status of the target to change from participating to not participating, the HPLMN starts intercepting and reporting events to the LEMF.
The text talks about intercepting and reporting events to LEMF when the target becomes not-participating. It is not defined what does “participating” mean in the sentence. The stage 2 was a little clear in this: it says HPLMN reports IRI and CC when the target is not participating in the IMS VoIP services.  Assuming that HPLMN must report IRI and CC when the target is participating in the IMS voice services, it is not clear what this stage 2 text is saying. 

Anyway, the new TS 33.126 text appears to be generic and not limited to voice services. If the above text is trying to imply that the jurisdiction related requirements only apply to voice services, then TS 33.126 text may have to be changed. 
Neither the stage 2 text nor the stage 3 text explain how the IMS-based VoIP services in the HPLMN know whether the target is within the jurisdiction. For example, as stage 1 text says, if a warrant says that the jurisdiction related requirement does apply to the warrant, then perhaps, some clarifying text is needed to describe how does an IMS network determine whether target is roaming and when roaming, whether the target is internationally roaming. 

Furthermore, the TS 33.107 in clause 5.1.2 X1_2 Interface (IRI) and in the clause 5.1.3 X1_3 interface (CC) have the following: 

· interception of international outbound roaming IMS VoIP interception (allowed/not allowed);

Those interfaces are from ADMF to DF2 and DF3. This means the ICE has no role in determining whether the interception will have to be stopped due to the LI jurisdiction requirements. However, the stage 2 and stage-3 text seem imply to to stop the interception as well. Furthermore, the above text in clasue 5.1.3 should really be deleted as DF3 is quite unlikely interested in knowing it. 
SUMMARY

As mentioned in the introduction, the purpose of this contribution to iniiate some discussion. 
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