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Abstract of the contribution: This discussion paper proposes updates to the scope of TSs 33.106/7/8, mostly in order to remove or soften mandatory statements as they are not allowed in the scope, to remove an editor’s note in TS 33.106, to remove ambiguity of acronyms in TS 33.108, and other minor imperfections.
Proposal to update scope of TS 33.106

1
Scope

The present document provides Stage 1 interception requirements within a 3GPP network.

The present document describes the service requirements from a Law Enforcement point of view only. The aim of the present document is to define an interception system for 3GPP networks that supports a number of regional interception regulations, but these regulations are not repeated here as they vary. Regional interception requirements need to rely on this specification to derive such information as they require.

Lawful interception services may include both passive collection of information related to PLMN services provided to a user targeted for interception and active PLMN service invocation in support of lawfully authorized surveillance activities relating to a particular target. The present documentconsiders requirements for both forms of lawful interception. Which PLMN services are subject to lawful interception is defined in national regulations. 
The presence of a requirement in this specification does not in itself infer or mandate that a 3GPP operator has an obligation to implement any network service capability, which is not otherwise required to meet LI obligation compliance in relation to specific regulated services, offered by that 3GPP operator. Only those specific requirements and sub-sections of this specification which are applicable to specific network and/or service capabilities implemented in a 3GPP operator’s network need to be considered in scope for that operator. In all cases, national regulations define which requirements are applicable to 3GPP operators in each country relative to the services offered by each 3GPP operator. 

As such not all requirements in the present document will apply in all national jurisdictions or to all 3GPP operator deployments (e.g. if an operator does not offer voice services, then voice LI requirements in this specification do not apply unless otherwise mandated in national regulations).


These interception requirements need to be used to derive specific network requirements.

For details see:

Stage 2:
3GPP TS 33.107 [9];

Stage 3:
3GPP TS 33.108 [10].

Proposal to update scope of TS 33.107
1
Scope

The present document describes the architecture and functional requirements within a Third Generation Mobile Communication System (3GMS) and the Evolved Packet System (EPS).

The present document shows the service requirements from a Law Enforcement point of view only. The aim of this document is to define a 3GMS and EPS interception system that supports a number of regional interception regulations, but these regulations are not repeated here as they vary. Regional interception requirements need to be met by using specific (regional) mediation functions allowing only required information to be transported.

The handover interfaces for Lawful Interception (LI) of Packet-Data Services, Circuit Switched Services, and Multimedia Services within the UMTS network and Evolved Packet System for Stage 3 are described in TS 33.108 [11].

Proposal to update scope of TS 33.108
1
Scope

The present document specifies the handover interfaces for Lawful Interception (LI) of Packet-Data Services, Circuit Switched Services, Multimedia Services within the UMTS network and Evolved Packet System (EPS). The handover interface in this context includes the delivery of Intercept Related Information (IRI) through the Handover Interface 2 (HI2) and Content of Communication (CC) through the Handover Interface 3 (HI3) to the Law Enforcement Monitoring Facility (LEMF).

