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Abstract of the contribution: This contribution highlights some unclear functional requirements on LI for HSS and proposes a way forward.
Looking at current version of TS 33.107 and 33.108 (rel-13 and rel-14) several questions on the functional requirements for LI in HSS for IMS can be raised.
Item 1:

Target identities for HSS in IMS.

Clauses 4 and 5.1 specify which are the target identities to be used in different 3GPP network ICEs. However, there is no clear requirement on which ones would be suitable for HSS used in an IMS network. Clause 7A.2.3 mentions in its table several identities to be reported, some being IMS related identifiers (SIP-URI, TEL-URI), some other being more IMS unrelated (MSISDN, IMSI, IMEI). While SIP-URI and TEL-URI are available in the diameter messages to be intercepted, for the others an indirect targeting would need to be done at the HSS by matching identities available in the diameter messages with the IMS identities derived from/associated to IMSI, MISDN or even related to an IMEI.
Proposal: 

1. Clarify whether SIP-URI and TEL-URI (plus may be IMPI) are suitable target identities for LI in HSS for IMS.

2. Clarify/confirm whether MSISDN, IMSI, IMEI are suitable target, with the assumption/limitation indicated above.
Item 2:

Triggering signaling for Serving System Report in IMS case.

Clause 7A.2.3.1 provides the following statement:

“The Serving System report event is generated at the HSS, when the HSS has detected that the target has roamed during its registration process.”

Considering the list of triggering diameter messages provided in the same clause, this sentence could be interpreted in two different ways:

1. The Serving System report is generated during the registration process, if the HSS detects that the target is roaming;
2. The Serving System report is generated whenever the HSS detects that the target is roaming, even if detection happens at a later stage than registration.
Morevoer, the list of diameter messages provided could imply that several events are reported for the same warrant just because detection happens several time, without adding any additional information. With the second interpretation, this could lead to the event being reported even during session establishment.
Proposal: 

1. Clarify the right interpretation of triggering point.

2. Adjust/correct applicable diameter messages.

Item 3:

HSS Subscriber Record Change.

Clause 7A.2.3.2 specifies “This event will be only used to report when there is a change of association between IMSI, MSISDN/IMPU/IMPI/TEL URI/ SIP URI, or IMEI of the target.”

However, Table 7A.2.3.2 indicates among the others:

“Any User-Data (AVP Name): any change in the profit and identities of the target (if available in the Diameter message)”

Proposal:

Remove change of profile parameter from the event and report change in the association among identities.

Item 4:
Location information request.

According to clause 7A.2.3.4 and more specifically to Table 7A.2.3.4 (reported below), the event should report the requesting network identifier (and requesting node type) of the node which the location request comes from. 
However, as also stated in the functional description of the event “A location information request could be generated by an IP-SM-GW AS (as an SMS Centre) or GMSC or SGSN or MME from another Network through a diameter request transmitted by either an AS or the I CSCF of the home network to the HSS of the target.”

In IMS, as stated above, the diameter request is received in the HSS from either an AS or an I-CSCF and in both cases it will not carry any information about the identity of the requisting network of the node which the request originated from. So, the only information in terms of requesting node identifiers would be the I-CSCF or the AS ids/addresses, which always belong to the HPLMN, so are of no value and seems to not address the need which the event was specified for, differently to what happens in case of e.g. EPS domain, where the address of the node originating the request is available and can be provided.


Table 7A.2.3.4: Information Elements for Location Information Request Event
	Observed MSISDN or TEL URI or SIP URI

	Observed IMSI


	Requesting node identifier (I CSCF; AS)

	Requesting network identifier such as IP-SM-GW Id, GMSC Id, SGSN Id, MME Id GMLC Id (country identifier included), 

	Requesting node type (IP-SM-GW AS, GMSC, SGSN, MME, GMLC)

	Event Type 

	Event Time 

	Event Date 

	Network Element Identifier (HSS id...)

	Any other IMPU or IMPI (if available)


Proposal:


Delete the event from IMS section and void clause 7A.2.3.4.
Item 5:
Register location for HSS in IMS.

Differently to other technologies, no event such as “Register location” is specified for HSS in IMS domain in TS 33.107. Given that the “Registration termination” is required to be reported, this seems an inconsistency.

Proposal:


Consider adding a new clause specifying a “Register location” event. 
Item 6:
The IMS related section does not specify IRIs for HSS.

Proposal:


Consider adding proper text and reuse ASN.1 as much as possible for the events (same names as for PS/EPS).

