3GPP TSG-SA3LI, SA3LI #64
S3i170013
Sophia Antipolis, FR; January 24-27, 2017
Source:
Nokia 
Title:
Liaison Report: PTSC LAES Meeting
Document for:
Information
Contact Information:
Nagaraja (Nag) Rao, (nagaraja.rao@nokia.com) 

1. Administrative:

· PTSC LAES had three virtual meetings (October 31st, 2016, November 18th, 2016 and January 5th, 2017) since SA3LI#63. The next virtual meeting will be held on February 24th, 2017 (@1 PM ET for 2 hours).    

2. Extended Calling Name (eCNAM)
· A baseline is now in place. 
· Still ongoing discussions. Most of the discussion was around:

· The information that must be delivered to the LEAs 
· Messages used to deliver such information

· Conditions such as anonymity of the caller, truncated delivery of calling name information to the called party.     
Notes:
· Terminating network that serves the called party of a call may query a data base (in originating network or an external 3rd party hosted) to retrieve enhanced calling name and deliver the same to the called party. The enhanced calling name includes two things: a) extended calling name and b) additional information referred to as eCNAM plus.   
· If the extended calling name was delivered to the target in an abbreviated form, LEA still would like to get the full name acquired during the data-base query.  
3. Unencrypted Intercept Information
· The project is to standardize the methods used to deliver the encryption keys to the LEAs when the call content is delivered in an encrypted form to the LEAs.  
· One of the standards developed last year to report exceptional error reporting will be used to document the method. To accommodate the expanded scope, the title of the standard will be changed from 

“Error and Exception Reporting in a Lawfully Authorized Electronic Surveillance (LAES) Environment” 
To

“Auxiliary Information Reporting in a Lawfully Authorized Electronic Surveillance (LAES) Environment.”
· During one of the meetings, it was discussed whether one had to worry about the secrecy of the keys delivered to LEAs. Due to its randomness and applicability to only one call,  PTSC-LAES felt secrecy should not be of any concern.
4. Filtering out the Meta Data
· A proposal to start a new issue to filter out the meta data when a target retrieves large amount of data (such as a video stream from Netflix, Amazon Prime Video, Hulu) did not have a consensus to proceed. 
5. Cloud Lawful Interception (PTSC-CLI)
· This is joint group between PTSC LAES and WTSC LI to study the LI implications on cloud-based services. 
· PTSC CLI had one virtual meeting (January 4th, 2017) since SA3LI#63. 
· The TR capturing the study results was sent out for a ballot review, received no comments and accordingly, it was agreed to publish the TR. 

· The related PTSC Issue will be closed and the PTSC-CLI group will be abandoned (sunset: January 2017). 

