

	
3GPP TSG-SA3LI Meeting #64	S3i160519
San Antonio, Texas, The USA, October 25-28, 2016		
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	33.108
	CR
	0339
	rev
	
	Current version:
	13.3.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Non-Local ID target with 3GPP IMS-based VoIP Services (WebRTC)

	
	

	Source to WG:
	SA3-LI (Ministére de l’Economie et des Finances (France))

	Source to TSG:
	SA3

	
	

	Work item code:
	LI13
	
	Date:
	17/10/2016

	
	
	
	
	

	Category:
	B
	
	Release:
	Release13

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)

	
	

	Reason for change:
	Web RTC of VoIP services  overview has to be modified in order to complement Non-Local ID targeting described in TS 33.106 and TS 33.107
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	Interception of Non-Local ID target when of its party is using in WebRTC of VoIP services.        
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	Other comments:
	Extra ASN.1 fields are not needed for Non-Local ID target as Tel URI or SIP URI can be Non-Local ID.






	

[bookmark: _Toc406148235]****** FIRST CHANGE ******
[bookmark: _Toc462844446]12.1.1	Overview
[bookmark: _GoBack]Specific identifiers are necessary to identify a target for interception uniquely and to correlate between the communication information, which is conveyed over the different handover interfaces (HI2 and HI3). The identifiers are defined in the subsections below. 
The eP-CSCF and enhanced IMS-AGW (eIMS-AGW) shall adhere to all the LI requirements pertaining to a P-CSCF and IMS-AGW, respectively. Any additional LI requirements pertaining to the support of WebRTC Interworking as specified in TS 23.228 [40] that only apply to the eP-CSCF or eIMS-AGW are described distinctly. If party of Non-Local ID target is using WebRTC Interworking, Non-Local ID as target may be required in that case by national regulations, 
Based on the WebRTC Interworking as described in [40], an individual Public User Identity is used as the target of interception in a WebRTC interworking system.  Some additional considerations are included below.
1)	When a Public User Identity may be temporarily assigned to a WebRTC IMS Client (WIC) from a pool of Public User Identities, an underlying identity for the WIC used during authentication (called a web identity in TS 24.371 [86], e.g., NAI) will need to be correlated to the temporary Public User Identity assigned to the WIC.  This is needed to ensure that target identified in the lawful authorization is associated with the Public User Identity assigned to the user.  
2)	When a lawful authorization is targeting an entire pool of Public User Identites, the target should still be each individual Public User Identity associated with the pool of Public User Identities.   
NOTE:  	As U.2.1.4 of TS 23 228 [40] indicates that WebRTC Web Server Function (WWSF) may be located in a third party network and have a business arrangement with the IMS operator, this third party network will have its own LI functions according to national regulation. This point and the definition of a target or parties in the annex B9 is FFS.  Also, some national regulations may prohibit the WWSF or WebRTC Authorisation Function (WAF) from using the option of not authenticating the user, especially as unauthenticated users are anonymous to the third party but may still be authorized for IMS service.
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