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Discussion
The current version of the TR contains a large number of editor’s notes which have not been addressed. This contribution addresses a number of editor’s notes which require converting into Notes or deleting.

***************************Start of first change***************************************************
[bookmark: _Toc457276521][bookmark: _Toc457262239][bookmark: _Toc450171132][bookmark: _Toc442729256]1	Scope
This Technical Report studies and identifies the changes to the LI architecture, function and protocols for inbound roamers in the VPLMN when S8HR is employed which is equivalent to the LI service level for Local Breakout (LBO) in the VPLMN for VoLTE services.  Covered by this Technical Report includes:
· Potential enhancements to the LI service architecture to accommodate the S8HR roaming architecture in the VPLMN to meet all the current LI regulatory requirements applicable to voice and other IMS service roaming are considered and compared.
· Considerations on maximizing re-use of existing 3GPP defined capabilities such as PCC is considered.
· Exploration of the changes that may be needed to TS 33.107 [3] and TS 33.108 [4].
Finally, this Technical Report provides recommendations for proceeding with implementing the selected approach.
This study item takes into account GSMA related activities.
Editor’s Note: Might need to add text in regards to localized HPLMN services (in the Visited Country) under GATS subject to feedback from other groups.
************************************Next Change*******************************

[bookmark: _Toc326248701][bookmark: _Toc324232210][bookmark: _Toc442729272][bookmark: _Toc421821978][bookmark: _Toc457276533][bookmark: _Toc457262251][bookmark: _Toc450171149][bookmark: historyclause]5	Key issues
[bookmark: _Toc457276534][bookmark: _Toc457262252][bookmark: _Toc450171150][bookmark: _Toc442729273][bookmark: _Toc421821979][bookmark: _Toc326248702][bookmark: _Toc324232211]5.1	Key issue #1 – IMEI targeted LI
[bookmark: _Toc457276535][bookmark: _Toc457262253][bookmark: _Toc450171151][bookmark: _Toc442729274][bookmark: _Toc421821980][bookmark: _Toc326248703]5.1.1	Description
National regulations may require LI targeting and reporting of communication by IMEI in addition to other identifiers.  So any solution needs to provide the capability of identifying, retrieving and reporting any communication that is associated with a targeted IMEI.
[bookmark: _Toc326248704][bookmark: _Toc442729275][bookmark: _Toc421821981][bookmark: _Toc457276536][bookmark: _Toc457262254][bookmark: _Toc450171152]5.1.2	Architectural requirements 
Just as for HPLMN LI and VPLMN LBO LI, IMEI is not directly available in IMS signalling and content, however, it is indirectly available and therefore when a target is an IMEI identifier, the IMEI association with private and public user identities contained in retrieved IMS signalling must be maintained for all S8HR based inbound roamers registered in VPLMN.  This association can then be used to retrieve and report the targeted communication
[bookmark: _Toc442729276][bookmark: _Toc457276537][bookmark: _Toc457262255][bookmark: _Toc450171153]5.1.3	Stage 3 requirements 
No specific stage 3 requirement is expected.
No S8HR specific stage 3 requirements have been identified.
[bookmark: _Toc442729277][bookmark: _Toc457276538][bookmark: _Toc457262256][bookmark: _Toc450171154]5.1.4	Solution approaches
[bookmark: _Toc457276539][bookmark: _Toc457262257]5.1.4.1	Solution #1 approach
[bookmark: _Toc457276540][bookmark: _Toc457262258][bookmark: _Toc450171155]5.1.4.1.1	General
Using solution #1, two different options are possible:
-	detection of target IMEI in the LMISF and 
-	detection of target IMEI in the S-GW/BBIFF.
[bookmark: _Toc457276541][bookmark: _Toc457262259][bookmark: _Toc450171156]5.1.4.1.2	Option 1: Detection of Target IMEI communication in LMISF
The following summarizes the key steps of this approach:
1.	The S-GW/BBIFF provides LMISF with bearers carrying IMS signalling over Xia reference point for all inbound roamers where S8HR is deployed.
2.	The LMISF maintains any changes in IMEI to private user identity or public user identity associations signalled in the retrieved IMS signalling bearers.
3.	LMISF receives over X1_1 interface the request to activate interception based on an IMEI.
4.	LMISF retrieves the IMEI from the associations established in step 1.
5.	If there are no associations matching the targeted IMEI, the LMISF will arm a trigger on IMEI association changes that match the targeted IMEI.
6.	If and when an association matching the IMEI is found or triggered, then LI on the associated identity (e.g. public user identity) is activated.
7.	Any further changes in the targeted IMEI association such as disassociation will trigger a corresponding change to any LI on the associated identity from step 6.
8.	Any detected and retrieved communication matching the associated identity from step 6 on a VoLTE call, the LMISF provides the corresponding SIP messages for the VoLTE call being intercepted to the DF2 over X2 interface.
9.	In addition, the LMISF provides the identity association information over Xic interface to the LPCF. This can include the case where an additional bearer for content may be established and require LI reporting.
10.	The LPCF then indicates to the S-GW/BBIFF to start interception of media (content) for the call. The S-GW/BBIFF extracts the media stream packets for the given bearer and provides it to the DF3 over X3 interface. 
11.	If LMISF receives the request to stop interception for a target IMEI over X1_1, the LMISF provides the information over Xic interface to the LPCF.
12.	The LPCF then indicates to the S-GW/BBIFF to stop interception of media (content) for the call. The S-GW/BBIFF stops extracting the media for the given bearer.
[bookmark: _Toc457276542][bookmark: _Toc457262260][bookmark: _Toc450171157]5.1.4.1.3	Option 2: Detection of IMEI at S-GW/BBIFF
The S-GW/BBIFF can be integrated with the intercept function already defined in S-GW/BBIFF. Xib is used by the S-GW/BBIFF to inform LPCF of presence of a target (e.g establishment of IMS bearer(s)). LPCF then configures the S-GW/BBIFF to deliver traffic to DF3. This option assumes that the VPLMN retrieves the IMEI during the LTE (re-)attach procedure such as for EIR based fraud detection and prevention.
 The following summarizes the key steps of this approach:
1.	LMISF receives over X1_1 interface the request to activate interception for a target IMEI.
2.	The LMISF provides the target IMEI to the LPCF over the Xic interface without any association identity as required for option 1.
3.	The LPCF then indicates to the S-GW/BBIFF the IMEI to the S-GW/BBIFF to start interception of any bearers associated with the IMEI that are used for IMS (signalling and/or content) and directs the S-GW/BBIFF where to deliver each bearer.
4.	The S-GW/BBIFF then delivers (under LPCF direction) the signalling bearers to the LMISF for service processing for delivery to DF2 over the X2 interface and the media bearers to the DF3 over the X3 interface. 
Editor’s Note: Further text may be needed to address correlation between IRI and CC.
NOTE: Correlation between IRI and CC is not specifically addressed. However the LEMF or a combined DF2/3 supporting both the LMISF and S-GW would have sufficient information based on IP Addresses, Timestamps and User Identities to perform correlation.
**************************Next Change*********************
[bookmark: _Toc457276564][bookmark: _Toc457262282][bookmark: _Toc450171174][bookmark: _Toc442729292]5.5	Key issue #5 – Intra-access handover or anchor change impact
[bookmark: _Toc457276565][bookmark: _Toc457262283][bookmark: _Toc450171175][bookmark: _Toc442729293]5.5.1	Description
There are two types of intra-access handovers that may impact LI:
1.	SGW relocation: SGW relocation may happen any time the visited network deems necessary. It is necessary to ensure that the LI system is able to follow SGW relocations for targeted IMS sessions and for IMS registrations.
a.	Scenario 1: Multiple LMISFs
In case of S-GW relocation, the LMISF may change as well. If the IMS session is started let’s say under SGW1, the LMISF1, based on the analysis of the IMS bearer is able to recover SIP signalling and may start sending intercepted SIP messages over X2. If at time t1, the target moves to S-GW2, LMISF2 will start receiving the bearer from S-GW2 but at that point in time LMISF2 needs to recover IMS related information, which LMISF2 didn’t receive when the VoLTE call was started.
b.	Scenario 2: Centralized LMISF
In case of S-GW relocation, the LMISF will not change.
NOTE:	which scenario is applicable is a network implementation option.
2.	MME relocation: MME relocation may happen any time the visited network deems necessary. It is necessary to ensure that the LI system is able to follow MME relocations for targeted IMS sessions and for IMS registrations.
[bookmark: _Toc442729294][bookmark: _Toc457276566][bookmark: _Toc457262284][bookmark: _Toc450171176]5.5.2	Architectural requirements 
[bookmark: _Toc457276567][bookmark: _Toc457262285]5.5.2.1	Scenario 1: Multiple LMISFs
· A new interface/reference point is needed between LMISFs to allow the transfer of IMS information retrieved from LMISF1 to LMISF2 in case a S-GW relocation occurs. 
· The S-GW relocation procedure, controlled by the MME shall be enhanced. In case a S-GW relocation occurs, the MME, which is in charge to control the whole S-GW relocation, will provide the S-GW2 with LMISF1 address, so allowing LMISF2 to contact LMISF1 over the new interface and retrieve the needed information.
· The MME shall store the LMISF address as part of the UE context. This will also solve issues related to possible MME relocation indicated in clause 5.5.1.
Editor’s Note: These requirements impact the S-GW relocation and MME change and needs to be addressed by SA2.
NOTE: SA2 S-GW relocation and MME change procedures may require enhancements to support these requirements.
*********************************Next Change*********************************

[bookmark: _Toc442729319][bookmark: _Toc457276601][bookmark: _Toc457262319][bookmark: _Toc450171204]5.11	Key issue #11 – Non-local number
[bookmark: _Toc457276602][bookmark: _Toc457262320][bookmark: _Toc450171205][bookmark: _Toc442729320]5.11.1	Description
Non Local Number interception feature is the ability for a network (e.g. a VPLMN using S8HR VoLTE Roaming Architecture) to enable interception for a call from a number (or to a number) when the subscriber being intercepted is not served by the mentioned network. The network serves a subscriber or a roamer-in (which possibly is not a target) that is involved in a call to (or from) the Non Local Number target. The LI solution for S8HR for VoLTE must have the capacity to implement Non Local Number Interception.
Performing interception for Non Local Numbers may not be an issue when the CC Intercept Trigger function is implemented in a node element that analyses all SIP messages (CSCF functions).
In the context of S8HR Home Routing Architecture for VoLTE, any LI solutions relying on the CC Intercept Trigger function which is not SIP aware, a specific solution must be defined to allow Non Local Number Interception.
NOTE:	A number is IM Public User Identity (IMPU) or any equivalent routable identity based on E164 such as Tel URI or SIP URI.
Editor's Note:	Describe the key Issue (i.e. problem statement), including technical constraints and interpretations.
Editor's Note: This description needs to be aligned with the CR 154 to 33.106 in S3i160074 on non-local identities
[bookmark: _Toc442729321][bookmark: _Toc457276603][bookmark: _Toc457262321][bookmark: _Toc450171206]5.11.2	Architectural requirements 
Editor's Note:	Capture agreements on architectural requirements for solving the key issue. This clause may be omitted if deemed unnecessary.
No S8HR specific architectural requirements have been identified.
[bookmark: _Toc442729322][bookmark: _Toc457276604][bookmark: _Toc457262322][bookmark: _Toc450171207]5.11.3	Stage 3 requirements 
Editor's Note:	Capture agreements on Stage 3 requirements for solving the key issue. This clause may be omitted if deemed unnecessary.
No S8HR specific stage 3 requirements have been identified.
[bookmark: _Toc442729323][bookmark: _Toc457276605][bookmark: _Toc457262323][bookmark: _Toc450171208]5.11.4	Solution approaches
Editor's Note:	Describe approaches possible to solve the key issue described.
[THIS ONE IS ADDRESSED IN S3i160413]
[bookmark: _Toc457276606][bookmark: _Toc457262324][bookmark: _Toc450171209]5.12	Key issue #12 – Non-3GPP codec or 3GPP codec in a non-3GPP mode in CC
[bookmark: _Toc457276607][bookmark: _Toc457262325][bookmark: _Toc450171210]5.12.1	Description
Volte/VoIP IMS UE can use different types of codec that are non 3GPP codec.  LEAs will have to be prepared in advance to handle in real time codec used by their roamer in S8HRas those used by direct customers of the VPLMNs. 
1. S8HR roaming will introduce three situations where a user could use in its country a codec (or a codec mode) that could be non 3GPP standard codec or in a non 3GPP standardized mode of a 3GPP standard codec:Already used by VPLMN users in a visited country. LEMF should be able to decode as S8HR introduces a situation where LEAs of visited country has already be prepared to process in real time the intercepted CC as it is the same case than any national usage;
1. Not already used by VPLMN users in a visited country, HPLMN should provide directly to the VPLMN specifications in order to let the VPLMN provide assistance to the LEAs and let the LEMF process any intercepted call in real time. If no specifications have been provided by the HPLMN, national regulation may impose VPLMN to terminate any call attempts that haven’t been specified in the S8HR roaming agreement;
1. Not already used by VPLMN users in a visited country, but national regulation impose specific delivery of intercepted calls only based on national standard or 3GPP specifications, HPLMN should provide directly to the VPLMN specifications in order to let transcode any intercepted calls in order to respect national delivery requirements. If no specifications have been provided by the HPLMN, national regulation may impose VPLMN to terminate any call attempts that haven’t been specified in the S8HR roaming agreement.
[bookmark: _Toc457276608][bookmark: _Toc457262326][bookmark: _Toc450171211]5.12.2	Architecture requirements
Editor's Note:	Capture agreements on Stage 3 requirements for solving the key issue. This clause may be omitted if deemed unnecessary.
No S8HR specific architectural requirements have been identified.
[bookmark: _Toc457276609][bookmark: _Toc457262327][bookmark: _Toc450171212]5.12.3	Solution approaches
Editor's Note:	Describe approaches possible to solve the key issue described.


***********************End of last change *************************************************


