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***********************************First change********************************************
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [19] and the following apply:

CAT
Customized Alerting Tone

CC
Content of Communication

CRS
Customized Ringing Signal

CS
Circuit Switched

CSG
Closed Subscriber Group

CSP
Communications Service Provider

HeNB
Home eNodeB

H(e)NB
HNB and HeNB

HNB
Home NodeB

IA
Interception Area

IP
Internet Protocol

IRI
Intercept Related Information
LALS
Lawful Access Location Services
LDI
Location Dependent Interception

LEA
Law Enforcement Agency

LEMF
Law Enforcement Monitoring Facility

LI
Lawful Interception 
MMS
Multimedia Messaging Services

MS
Mobile Station

PS
Packet Switched

QoS
Quality of Service

SIP
Session Initiation Protocol

UTC
Coordinated Universal Time

WLAN
Wireless Local Area Network

**********************************End of first change/start of second change********************

Annex B (normative):
Lawful access usage of Location Services (LCS) 

Additional Location information can be reported for various instances; the use of services; the use of network and or radio resources, the loss of a service; requested commercial LCS queries by the user, associates, or other application; and or from network and radio functions providing varying degrees of granularity and accuracy.  

Location Service may provide a higher degree of location granularity and accuracy than the existing network based Lawful Interception location capabilities described in clause 5.11.1.

 National regulation may impose the following requirements defined in TS 22.071 [23] apply to LCS when invoked as part of LALS (Lawful Access Location Services):
-
Any UE (including inbound roamers) served by the PLMN and supported by the serving PLMN LCS (including coverage) shall be targetable by LALS 

-
If the location positioning for the target UE has failed, the LCS server shall report the reason for failure, if known.
-
For LALS Target UEs may be positioned under all circumstances required by national regulatory requirements. 
The target UE user shall not be notified of any LALS location attempt. 
LALS location information provided should be the most recent if requested and available.

-
The invocation, use and collection of LALS location should not cause target User service interruptions except for LCS prioirity described in clauses 4.5 and 7.3 of TS 22.071 [23].  In the case of LCS priority, national regulations may override the definitions in TS 22.017 [23].
-`
Support for LALS Location shall apply for both active and idle UEs.
-
LCS shall support LALS requests for the current (updated), or the last known position of an UE.
-
The network should be sufficiently flexible to accommodate evolving LCS enabling mechanisms and LALS service requirements.
-
Only authorized LALS network functions, resources and LI-LCS Clients shall provide LALS information.
-
LALS shall support location of UEs in either circuit switched and packet switched domains. 

NOTE: For the purposes of this specification, the portion of LALS dealing with positioning of a target can be considered equivalent to lawful intercept use of LCS described in TS 22.071 [23].  Other aspects such as delivering a target's position to a LEA is beyond the scope of TS 22.071 [23].
National regulations may impose the following requirements in addition to those defined in TS 22.071 [23] to apply to LCS when invoked as part of LALS:
-
No LCS subscription is required for any UE within the PLMN for providing LALS location.  
The LALS positioning information shall be provided to the LEA collection functions in a secure and reliable manner, such that the location information is neither lost, corrupted, nor made available to any unauthorized third party.

-


-
The LI-LCS Client shall support periodic target UE location reporting to the LEA. 
-
LALS shall support different location update periods per target for multiple LEAs.

-
LALS shall support identifying a target UE using any one of the following: 

-
MSISDN 

-
Tel URI/SIP URI
-
IMPI / IMPU
-
IMSI

-
IMEI
-
Providing LALS location of an UE attached to a 3GPP network, using an IMEI identifier is required by some national regulations. In such case, IMEI may be mapped dynamically by a suitable identity such as IMSI or MSISDN (but is beyond the scope of this standard). Target identities which may be provided by the LI-LCS client to the LCS server are specified by TS 22.071 [23] and TS 23.271 [24].

-

LALS shall re-use LCS supported positioning technologies defined in 3GPP, including positioning technology specific limitations, policies, procedures and operations.  The specifc positioning technology selected and deployed to support LCS and LALS will vary from operator to operator and even PLMN to PLMN.
-
National Regulation may require LALS provide higher accuracy and security than Commercial LCS Services



LALS shall support multiple requests and obtain the location of the same target UE at the same time from different LEAs. 


NOTE 1: The Location Services load which may include LALS for specific target UE(s) (e.g. multiple requests, multiple periodic updates, short period updates) may impact network and UE performance (e.g. UE battery performance) and may require establishing operator imposed  limits to LALS Location Services  requests
Editor’s Note: The above list of requirements needs to be checked for concistency and for stage 2 requirements, after completion of stage 2 in 33 107.
NOTE 2: Void.

Editor’s Note: For Lawful Access Location Services (where required by national regulatory requirements), the PLMN support of positioning of unauthorized UEs (i.e. including stolen UEs and MEs) where such devices are readily accessible by the LCS in the PLMN is for further study.

**********************************end of second/last change*****************************

