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Overall description:
Mobile Edge Computing (MEC) is a new technology which is currently being standardized in the ETSI ISG MEC. Mobile Edge Computing provides an IT service environment and cloud-computing capabilities at the edge of the mobile network, in close proximity to mobile subscribers. The aim is to reduce latency, ensure highly efficient network operation and service delivery, and offer an improved user experience. 
ETSI ISG MEC would also like to inform ETSI TC LI and 3GPP SA3 LI that MEC have agreed several draft specifications, among which the latest version of “Technical Requirements v0.5.1” and “Framework and reference architecture v0.3.1” will be made available on 10th February 2016 via MEC Open Area (https://docbox.etsi.org/ISG/MEC/Open/). 
A number of service scenarios that have been considered within ETSI ISG MEC can be found in the ETSI White Paper that is available at the following address: 
http://www.etsi.org/images/files/ETSIWhitePapers/etsi_wp11_mec_a_key_technology_towards_5g.pdf
These various scenarios can take advantage of Mobile Edge Computing to either increase performance compared to providing such services through the cloud or through core network servers, or to utilize the unique capabilities offered by MEC platforms such as proximity to the user and network edge, serving a highly localized area.
The White Paper also describes the deployment scenarios that have been considered within MEC. Mobile edge hosts can be deployed at multiple locations, such as over the LTE macro base station (eNodeB) site, over the 3G Radio Network Controller (RNC) site, over a multi-Radio Access Technology (RAT) cell aggregation site, over an aggregation point, and over a distributed GW within the Core Network and close to the radio network.
Regarding lawful interception, the following requirement has been agreed: 
“The Mobile edge platform shall comply with regulatory requirements for lawful interception.”
However aspects regarding how to support lawful interception in mobile edge system have not been fully considered and advice from lawful interception experts is required.
We would like to invite you to examine the attached documents and advise us if any function is required in mobile edge system in order to support lawful interception.

Actions:
ETSI ISG MEC ask ETSI TC LI to kindly take into account of the requirements and the reference architecture specified in the attached documents, and give the initial assessment on how the lawful interception can be  supported in mobile edge system.

Next meetings:
MEC Plenary #7	May 16-19, 2016	San Jose, USA	
MEC Plenary #7b	June 27-30, 2016 	France, Sophia-Antipolis
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