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Abstract of the contribution:  S8HR Roaming for VoLTE conceptually introduces some use cases where codecs used by Roamer-In (unknown codec or codec not used in the visited country) which make for LEAs complex or impossible (in case of proprietary codec) to play intercepted RTP streams (CC) by LEAs.
**************************************************start of first change*******************************
5.12	Key Issue #12 – Unknown or proprietary codec in CC
5.12.1	Description
Volte/VoIP IMS UE can use different types of codec (AMR & AMR Wideband, and more recently super-wideband or full band speech communication (EVS codec)). There can be a complexity of use cases even in non-roaming context.
Because CSPs all over the world could use different patterns of codec modes, LEAs will have to be well prepared to handle patterns used by their local CSPs.
S8HR roaming will introduce situations where a user could use in its country a codec (or a codec mode) not used in a visited country. S8HR introduces situations where LEAs of visited country will not be prepared to process in real time the intercepted CC.
A CSP in a country could decide to deploy UEs with proprietary codecs. If one user using this type of UE (proprietary codec) becomes a LI target in a VPLMN which does not use such proprietary codec, the intercepted CC can’t be decoded by the LEAs in the visited country.
S8HR LI solution in VPLMN must be able to detect the use of (accepted by the LEA or utilised by the VPLMN) proprietary codecs (or unexpected codec modes) for all roamers in, and be able to shutdown these call attempts.
If national regulation accepts or requires accept modification of the integrity of CC by transcoding managed by the VPLMN before the delivery of the CC to the Hi3 Handover Interface, the S8HR LI solution in VPLMN must be able to transcode the CC based on proprietary codecs into CC based on codec that have been agreed by local LEA. The specification of the proprietary codec has to be described in the roaming agreement between HPLMN/VPLMN in order to let the VPLMN to perform the modification of the CC for any roamers.
This issue related to unknown or proprietary codec in CC is based on national regulations related to interception and compulsory support that CSP(s) have to give to LEA related to LI, will be covered by 3 cases related to content encoding: 
1) Standardized but not supported by the serving network 
2) Not standardized by 3GPP, but standardized by IETF 
3) Not standardized (proprietary) at all.

5.12.2	Architectural Requirements 
Editor's Note:	Capture agreements on architectural requirements for solving the key issue. This clause may be omitted if deemed unnecessary.
5.12.3	Stage 3 Requirements 
Editor's Note:	Capture agreements on Stage 3 requirements for solving the key issue. This clause may be omitted if deemed unnecessary.
5.12.4	Solution Approaches
Editor's Note:	Describe approaches possible to solve the key issue described.

************************************end of last change*****************************************
.


 


 


.


 


SA WG


3LI


 


Meeting #


61


 


S3i160163


 


27


-


29


 


April


 


2016


, 


San Francisco


, 


USA


 


Revised from 


 


Source:


 


Ministère de l’Economie, de l’Industrie et du Numérique (France)


 


Title:


 


P


-


CR proposing 


additional Key Issue #


12


 


Document for:


 


Approval 


 


Agenda Item:


 


10


-


Continued Discussion and New Business


 


Work Item / Release:


 


Rel


-


 


14


 


Abstract of the contribution: 


 


S8HR


 


Roaming


 


for


 


VoLTE 


conceptually introduces some use cases where codecs used 


by Roamer


-


In 


(unknown


 


codec 


or 


codec 


not used in


 


the


 


visited country


)


 


which make 


for LEAs complex


 


or impossible


 


(in case of proprietary codec


) to


 


play 


intercepted RTP streams


 


(CC) 


by LEAs


.


 


**************************************************start of first change*********


**********************


 


5.12


 


Key Issue #12 


–


 


Unknown or proprietary codec in CC


 


5.12.1


 


Description


 


Volte/VoIP IMS


 


UE can use different types of codec (AMR &


 


AMR Wideband, and more recently super


-


wideband or 


full band speech communication (EVS codec)). There can be a complexity of use cases even in non


-


roaming context.


 


Because CSPs all over the world could use different patterns of codec modes, LEAs will have 


to be well prepared to 


handle patterns used by their local CSPs.


 


S8HR roaming will introduce situations where a user could use in its country a codec (or a codec mode) not used in a 


visited country. S8HR introduces situations where LEAs of visited country 


will not be prepared to process in real time 


the intercepted CC.


 


A CSP in a country could decide to deploy UEs with proprietary codecs. If one user using this type of UE (


proprietary 


codec) 


becomes a LI target in a VPLMN which does not use


 


such


 


proprietary codec, the intercepted CC can’t be 


decoded by the LEAs in the visited country.


 


S8HR LI solution in VPLMN must be able to detect the use of 


(accepted by the LEA


 


or utilised by the VPLMN


) 


proprietary codecs (or unexpected codec modes) for all ro


amers in, and be able to shutdown these call attempts.


 


If national 


regulation 


accept


s or require


s


 


accept modification of 


the 


integrity of CC by transcoding managed by the 


VPLMN 


before


 


the


 


delivery 


of the CC


 


to the Hi3 Handover Interface


, 


the S8HR LI soluti


on in VPLMN must be able to


 


transcode


 


the CC based on 


proprietary codec


s


 


into CC based


 


on


 


codec


 


that have 


been agreed by local LEA


. The 


specification of the proprietary codec has


 


to be described in the roaming


 


agreement between HPLMN/VPLMN 


in order 


to


 


let the VPLMN to 


perform 


the modification 


of


 


the CC for any 


roamers


.


 


This issue related to unknown or proprietary codec in CC


 


is


 


based on national regulations related to interception and 


compulsory support that CSP


(s)


 


have 


to give to


 


LEA 


related to


 


LI, wi


ll be 


covered by 3 cases


 


related to content 


encoding


:


 


 


1) Standardized but not supported by the serving network 


 


2) Not standardized by 3GPP, but standardized by IETF 


 


3) Not standardized (proprietary) at all.


 


 


5.12.2


 


Architectural Requirements 


 


Editor's 


Note:


 


Capture agreements on architectural requirements for solving the key issue. This 


clause


 


may be 


omitted if deemed unnecessary.


 




   

. 

SA WG 3LI   Meeting # 61   S3i160163   27 - 29   April   2016 ,  San Francisco ,  USA   Revised from    Source:   Ministère de l’Economie, de l’Industrie et du Numérique (France)   Title:   P - CR proposing  additional Key Issue # 12   Document for:   Approval    Agenda Item:   10 - Continued Discussion and New Business   Work Item / Release:   Rel -   14   Abstract of the contribution:    S8HR   Roaming   for   VoLTE  conceptually introduces some use cases where codecs used  by Roamer - In  (unknown   codec  or  codec  not used in   the   visited country )   which make  for LEAs complex   or impossible   (in case of proprietary codec ) to   play  intercepted RTP streams   (CC)  by LEAs .   **************************************************start of first change********* **********************   5.12   Key Issue #12  –   Unknown or proprietary codec in CC   5.12.1   Description   Volte/VoIP IMS   UE can use different types of codec (AMR &   AMR Wideband, and more recently super - wideband or  full band speech communication (EVS codec)). There can be a complexity of use cases even in non - roaming context.   Because CSPs all over the world could use different patterns of codec modes, LEAs will have  to be well prepared to  handle patterns used by their local CSPs.   S8HR roaming will introduce situations where a user could use in its country a codec (or a codec mode) not used in a  visited country. S8HR introduces situations where LEAs of visited country  will not be prepared to process in real time  the intercepted CC.   A CSP in a country could decide to deploy UEs with proprietary codecs. If one user using this type of UE ( proprietary  codec)  becomes a LI target in a VPLMN which does not use   such   proprietary codec, the intercepted CC can’t be  decoded by the LEAs in the visited country.   S8HR LI solution in VPLMN must be able to detect the use of  (accepted by the LEA   or utilised by the VPLMN )  proprietary codecs (or unexpected codec modes) for all ro amers in, and be able to shutdown these call attempts.   If national  regulation  accept s or require s   accept modification of  the  integrity of CC by transcoding managed by the  VPLMN  before   the   delivery  of the CC   to the Hi3 Handover Interface ,  the S8HR LI soluti on in VPLMN must be able to   transcode   the CC based on  proprietary codec s   into CC based   on   codec   that have  been agreed by local LEA . The  specification of the proprietary codec has   to be described in the roaming   agreement between HPLMN/VPLMN  in order  to   let the VPLMN to  perform  the modification  of   the CC for any  roamers .   This issue related to unknown or proprietary codec in CC   is   based on national regulations related to interception and  compulsory support that CSP (s)   have  to give to   LEA  related to   LI, wi ll be  covered by 3 cases   related to content  encoding :     1) Standardized but not supported by the serving network    2) Not standardized by 3GPP, but standardized by IETF    3) Not standardized (proprietary) at all.     5.12.2   Architectural Requirements    Editor's  Note:   Capture agreements on architectural requirements for solving the key issue. This  clause   may be  omitted if deemed unnecessary.  

