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1. Overall Description:
According to TS 23.271, GMLC and eSMLCs can be  used for LI purposes  to  supplement communication and signalling collected on targeted users. 

For LCS transactions with a LCS client type of “Lawful Intercept Services”, there is a need to segregate these in the O&M interfaces (eg at GMLC) from general O&M access (ie O&M functions operating on LI related events are restricted to specifically authorised personnel). Furthermore all logging actions for LI purposes must be independent of any action performed on other O&M client types (eg deletion of general LCS usage log shall not impact secure LI logging). 
In addition SA3-LI require that unauthorised personnel are not able to view LI requests in transit over the SLg & SLs reference points, as defined in 23.271. SA3-LI note that the optional Zb interface from 6.5.2 of TS 33 210, is able to provide confidentiality protection between NEs, (eg MME, GMLC and eSMLC). While SA3-LI consider that mandating Zb over these references would meet LI confidentiality requirements, SA3-LI is open to other application layer mechanism to protect LI requests.
2. Actions:

To SA5
ACTION: 
SA3LI kindly requests SA5 provide feedback on such requirement to SA3 LI and if not supported in current SA5 specification is to take into consideration in their current release 12 work.
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