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	Reason for discussion
	TS 33.107 and TS 33.108 don’t provide elements describing location and identifier of some WLAN Hotspots or Small Cells (like Femtocells) Such identifier do existing in a 3GPP TS related to emergency call from broadband fixed access. In the existing TS 33.108, the usage of existing geographical location information describing a small cell (specially HeNodeB) or a I WLAN hotspot could introduce an incorrect or less accurate  information to LEMF.


IWLAN LI systems are described in TS 33108 and TS 33107. IWLAN and Small Cells are sometimes described in the TSP’s IT or some network nodes by their civic address information, specially in RADIUS or DHCP nodes. 

Civic address information is already required in some country for emergency call, mainly over fixed broadband acces,to route call and transmit such information  to a  Public Safety Answer Point (PSAP).

References of this discussion comes from:
·  “C.1
Location Retrieval for emergency services over fixed broadband access of the 3GPP TS 23.167 on emergency call made by an IMS” , in which the solution is based on XML definition of a Location object, using postal address. 
· “3GPP TS 29.234”, stage 3 of interworking between 3GPP network and IWLAN.
· “IETF RFC 4119, A Presence-based GEOPRIV Location Object”
· “IETF RFC 4776, Dynamic Host Configuration Protocol (DHCPv4 and DHCPv6) Option for Civic Addresses Configuration Information" The most complete document definining the different worldwide elements that determinate a Postal Address.
· “ IETF RFC 5139, on Revised Civic Location Format for Presence Information Data Format Location Object (PIDF-LO), describing postal address in XML, based on a group of elements such as unit number, street number, street name or the road number, city name, county name (in alpha-2 codes in of ISO.3166-1 standard or  ISO.3166-2 for a country subdivision), state name (in the same ISO.3166-1 standard), postal code.
· ISO.3166-1 International Organization for Standardization, "Codes for the representation of names of countries and their subdivisions - Part 1: Country codes".

· ISO.3166-2 International Organization for Standardization, "Codes for the representation of names of countries and their subdivisions - Part 2: Country subdivision code".   

· “IETF RFC 5012, on Requirements for Emergency Context Resolution with Internet Technologies”.It helps on emergency call routing entities to route emergency calls to the appropriate Public Safety Answer Point (PSAP), 
· “ Universal Postal Union (UPU), "International Postal Address Components and Templates", UPS SB42-4”.
This document don’t propose as a first step any change in terms of new IAP or LI architecture, but only a basic modification in adding Civic Information in ASN.1 on top of existing ASN.1 geographical definition of a cell, which are based on TS 23.032, "Universal Geographical Area Description (GAD)). 

No new IAP are needed, as  the MF could easily enrich or create the content of some IRI messages by adding or map a cell-ID of a small cells or IWLAN hotspot identifier by a civic information in making request to an internal up-dated data base or to an external data base, up dated by the TSP. Signaling of the Interworking between 3GPP and I WLan can also give easily the Civic information included in messages between 3GPP nodes and Radius/DHCP nodes. There is a need to transform such messages in ASN.1 information delivered in HI2 interface to LEMF. No proposal is made on this solution.

In case of small cells, Civic information in ASN.1 don’t exist also, and are more easy to handle and provided to LEA for some mobile TSP/CSP .

Such new set of data seems more accurate than to transmit to the LEMF information describing IWLAN or the small cells the geographic coordinated information, specially when the hotspot or the small cells is not equiped by GPS transceiver, or is in an deep indoor environnement. 

If agreed, CR could be made at next meeting, based on the following modifications, that will be informative and optional elements included in the TS  33.108. 
No proposal has been made on the TS 33.107 as I WLAN or Small Cells location description is basic and don’t require precised elements in stage 2 such as civic address is in the TS 33.108.
The ASN.1 definition don’t include information such as “language” proposed in RFC 5139 or RFC 4119 or RFC 4776, as the country information is enough to help LEA. The size of the majority of the elements of a civic address has been limited up to 256 has there are too many variable definition, country by country. Such size will cover the majority of the case. The UPU SB42-4 don’t seem to help for such definition.
*** FIRST MODIFICATION ***

-- PARAMETERS FORMATS

PartyInformation 


::= SEQUENCE 

{


party-Qualifier 
[0]  ENUMERATED 


{



gPRSorEPS-Target(3),



...


},


partyIdentity 

[1] SEQUENCE 


{



imei




[1] OCTET STRING (SIZE (8)) OPTIONAL,




-- See MAP format [4]



imsi




[3] OCTET STRING (SIZE (3..8)) OPTIONAL,




-- See MAP format [4] International Mobile 




-- Station Identity E.212 number beginning with Mobile Country Code



msISDN




[6] OCTET STRING (SIZE (1..9)) OPTIONAL,




-- MSISDN of the target, encoded in the same format as the AddressString




-- parameters defined in MAP format document TS 29.002 [4]



e164-Format



[7] OCTET STRING    (SIZE (1 .. 25)) OPTIONAL,




-- E164 address of the node in international format. Coded in the same format as 




-- the calling party number  parameter of the ISUP (parameter part:[5])



sip-uri




[8] OCTET STRING 
OPTIONAL,




-- See [26]



...,



tel-url




[9] OCTET STRING 
OPTIONAL,




-- See [36]
        nai                    [10] OCTET STRING    OPTIONAL
            -- NAI of the target, encoded in the same format as defined by [EPS stage 3 specs],


services-Data-Information 
[4] Services-Data-Information OPTIONAL,



-- This parameter is used to transmit all the information concerning the



-- complementary information associated to the basic data call


...

}

Location
::= SEQUENCE 

{


e164-Number         [1] OCTET STRING (SIZE (1..25)) OPTIONAL,
        -- Coded in the same format as the ISUP location number (parameter
        -- field) of the ISUP (see EN 300 356 [30]).    

globalCellID

[2] GlobalCellID
OPTIONAL,



--see MAP format (see [4])



rAI




[4] Rai

OPTIONAL,



-- the Routeing Area Identifier in the current  SGSN is coded in accordance with the 



-- § 10.5.5.15 of document [9] without the Routing Area Identification IEI  



-- (only the last 6 octets are used)


gsmLocation


[5] GSMLocation OPTIONAL,
 
umtsLocation

[6] UMTSLocation OPTIONAL,


sAI




[7] Sai
OPTIONAL,



-- format:
PLMN-ID
3 octets (no. 1 – 3)



--


LAC

2 octets (no. 4 – 5)



--


SAC

2 octets (no. 6 – 7)



--


(according to 3GPP TS 25.413 [62])


...,


oldRAI



[8] Rai

OPTIONAL



-- the Routeing Area Identifier in the old SGSN is coded in accordance with the 



-- § 10.5.5.15 of document [9] without the Routing Area Identification IEI 



-- (only the last 6 octets are used).

civicAddress

[9] CivicAddtress OPTIONAL,


–- every elements that describe civicAddress are based on IETF RFC 4119, 4776, 5139, 




–- ISO33,166-1 and -2, UPU SB42-4 ( [66] to {70]),
}

*** END OF FIRST MODIFICATION ***
*** THIRD MODIFICATION ***
maxNrOfPoints





INTEGER ::= 15
GA-Polygon ::= SEQUENCE (SIZE (1..maxNrOfPoints)) OF


SEQUENCE {



geographicalCoordinates

GeographicalCoordinates,



...


}
civicAddress ::= sequence{

building



[1] PrintableString (SIZE (1..256)) OPTIONAL


--Building (structure), for example  Hope Theatre. 

room




[2] PrintableString (SIZE (1..256)) OPTIONAL


--Unit (apartment, suite), for example 12a.

placeType



[3] PrintableString (SIZE (1..256)) OPTIONAL


-- Place-type, for example office.

postalCommunityName
[4] PrintableString (SIZE (1..256)) OPTIONAL


-- PostalCommunityName , for example  Leonia.

postOfficeBox 


[5] PrintableString (SIZE (1..256)) OPTIONAL


-- Post office box, for example U40, BP50.
additional Code 

[6] PrintableString (SIZE (1..256)) OPTIONAL


–- Additional Code, for example 13203000003.

seat




[7] PrintableString (SIZE (1..256)) OPTIONAL


--Seat, desk, or cubicle, workstation, for example WS 181. 

primaryRoad  


[8] PrintableString (SIZE (1..256)) OPTIONAL


–- PRD is the leading street direction, for example N or North
pOD

     
[9]| PrintableString (SIZE (1..256)) OPTIONAL


–- trailing street suffix, for example SW or South West.

streetSuffic

[10]| PrintableString (SIZE (1..256)) OPTIONAL


–- street suffix or type, for example Avenur or Platz.

houseNumber

[11]| PrintableString (SIZE (1..256)) OPTIONAL


–- house number, for example 123. 

houseNumberSuffix
[12]| PrintableString (SIZE (1..256)) OPTIONAL


–- House number suffix, for example A or Ter.

landmarkAddress
[13]| PrintableString (SIZE (1..256)) OPTIONAL


–- Landmark or vanity address, for example Columbia University.

additionalLocation
[14]| PrintableString (SIZE (1..256)) OPTIONAL


– additional location, for example South Wing.

name 


[15]| PrintableString (SIZE (1..256)) OPTIONAL


--residence and office occupant, for example Joe’Barbershop. 

floor 


[16]| PrintableString (SIZE (1..256)) OPTIONAL


–- floor, for example 4th floor. 
primaryStreet

[17] PrintableString (SIZE (1..256)) OPTIONAL


-- Primary street or road, for example Broadway.

roadSection

[18] PrintableString (SIZE (1..256)) OPTIONAL

-- Road section, for example 14

roadBranch    

[19]
PrintableString (SIZE (1..256)) OPTIONAL               


-- Road branch, for example Lane 7.    

roadSubBranch  
[20]  PrintableString (SIZE (1..256)) OPTIONAL             


–- Road sub-branch, for example Alley 8.  

roadPreModifier 
[21]  PrintableString (SIZE (1..256)) OPTIONAL          


–- Road pre-modifier, for example Old. 

road post-modifier
[22]
PrintableString (SIZE (1..256)) OPTIONAL         


–- Road post-modifier, frop example Extended.    

postalCode


[23] PrintableSTring (SIZE (1..24)) OPTIONAL


–- postal/zip code, for example 10027-1234.

town



[24] PrintableSTring (SIZE (1..256)) OPTIONAL

CountyDepartment
[25] PrintableSTring (SIZE (1..256)) OPTIONAL


–- an administrative sub-section, often defined in ISO.3166-2 International Organization for 



-– Standardization, "Codes for the representation of names of countries and their subdivisions - 


–- Part 2: Country subdivision code".  

country



[25] PrintableSTring (SIZE (1..256)) 


–- Defined in ISO.3166-1 International Organization for Standardization, "Codes for the 


--representation of names of countries and their subdivisions – Part 1: Country codes". 
 }
*** END OF SECOND MODIFICATION ***
***THIRD MODIFICATION ***


EPSLocation
::= SEQUENCE 

{
   

userLocationInfo    [1] OCTET STRING (SIZE (1..39)) OPTIONAL,
        -- coded according to 3GPP TS 29.274 [46]; the type IE is not included 


gsmLocation


[2] GSMLocation OPTIONAL,
 
umtsLocation

[3] UMTSLocation OPTIONAL,


olduserLocationInfo
[4] OCTET STRING (SIZE (1..39))
OPTIONAL,
        -- coded in the same way as userLocationInfo


lastVisitedTAI
    [5] OCTET STRING (SIZE (1..5))
OPTIONAL,
        -- the Tracking Area Identity is coded in accordance with the TAI field in 3GPP TS 29.274
        -- [46].


tAIlist


    [6] OCTET STRING (SIZE (7..97))
OPTIONAL,
       -- the TAI List is coded acording to 3GPP TS 24.301 [47], without the TAI list IEI
    ...,


threeGPP2Bsid


[7] OCTET STRING (SIZE (1..12)) OPTIONAL



-- contains only the payload from the 3GPP2-BSID AVP described in the 3GPP TS 29.212[56]. 

civicAddress

[8] CivicAddtress OPTIONAL,



–- defined in the ASN,1 part related to I WLAN of 3GPP TS 33,108. Every elements that 



–- describe civicAddress are based on IETF RFC 4119, 4776, 5139, ISO33,166-1 and -2, and



–- UPU SB42-4 ([66] to {70]),
}

***END OF THIRD MODIFICATION ***

***FOURTH MODIFICATION ***
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