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1. Introduction
This contribution proposes additional text for Conclusions and Recommendation section of the living document on LI solutions for IMS media plane security based on MIKEY-IBAKE. 
2. Proposal

6   
Conclusions and Recommendation

This document summarizes four approaches to realize lawful intercept for MIKEY-IBAKE. Two of the described approaches rely on the end points exchanging specially computed Nonce values. The exchanged Nonce values are then used to discover the random secrets used in generating the Key Components. The other two approaches rely on the operator or owner of the KMS discovering the random secret used in generating the Key Component by the targeted user, and then, by knowing it, re-generating the session key. 

This document also evaluated each of the described approaches against LI requirements for encrypted services as specified in TS 33.106 [z]. Based on this evaluation the conclusion of this document is that LI solutions for IMS media plane security based on MIKEY-IBAKE described in Sections 5.x.2, 5.x.3, 5.x.2 and 5.x.3 satisfy all LI requirements for encrypted services. . 
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