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1. Introduction

The H(e)NB LI topic related discussion raised some issues that have to be considered in order to enable an economical and future proof solution. This discussion paper raises these issues and elaborates details on them.
2. Discussion

2.1 Security gateway involvement
The Security Gateway (SeGW) in the draft CR SA3LI11_076 (from the SA LI #41) was placed in the IRI provisioning architecture for both HNB and HeNB cases. 
The SeGW task (as described in TS 33.320) is to authenticate the H(e)NB and then tunnel all traffic from the H(e)NB towards the operator’s core network. 
The SeGW is a pure security gateway terminating the IPSec tunnel between the H(e)NB and the core network. The SeGW currently does not have any specific interface towards other 3GPP core network elements. Meaning that there is no 3GPP defined interface of the SeGW. 


The proposed extension of SeGW by adding LI functionality in it would increase the cost of the SeGW. Also the deployment and configuration would be significantly more complex and costly as the SeGW is sitting at the border of the operator’s core network.
Therefor it is proposed to remove the SeGW from the IRI reporting architecture.
2.2 H(e)NB registration

The draft CR SA3LI11_076 mentioned an event called: “Target H(e)NB Activation”. This event should be generated when a target H(e)NB is registered and activated based on the draft. The draft also mentions SeGW and H(e)NB GW as interception points for generating this event.

However the H(e)NB GW can see only the H(e)NB registration. Therefor it is proposed to change the definition to remove activation from the event description and also change event’s the name.

Moreover the SeGW does not see any result from the H(e)NB registration. Therefor it is proposed to remove the SeGW as point to generate this event.

2.3 Serving system report

There is a „Serving system report” proposed in he draft CR SA3LI11_076. The current definition of Serving System reports in 33.107 are triggered in the HSS in case of subscriber roaming. 
The proposal in the draft is not in line with the approach of 33.107 to generate roaming event from the HSS (where the subscriber profile stores the current serving system address).
The proposed elements to generate this report are the H(e)NB GW and the MME. However these network elements are not aware of any identifier of the target non-3GPP access. 
Therefor it is proposed to remove the Serving system report from the current draft of H(e)NB LI.
2.4 H(e)NB Location

The H(e)NB location is verified during the H(e)NB registration procedure. The current draft contains requirements to provide the H(e)NB location with IRI generated from the MME, HeNB GW and from the SeGW. This is not possible as the location information only available in the H(e)MS or optionally in the HNB GW.

It is proposed to remove H(e)NB location parameter form the events generated in MME, SGSN, MSS, and HeNB GW.
2.5 CSG modification

There is the event called “CSG modification” proposed to be generated from the H(e)NB GW, MME, SGSN and MSS. The actual triggering event is described as target CSG modification for an H(e)NB. 
The CSG membership for subscribers is stored in the HSS. If there is a change in the CSG details then it is signaled from the HSS towards other elements.
Therefor it is proposed to generate the CSG modification event report from the HSS as the original place for CSG modification.
3. Recommendation
It is proposed to discuss the above details about the H(e)NB LI draft and take them into account during the definition of the H(e)NB LI architecture.
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