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SA3 has provided a reply LS on LI requirements on IMS media security in tdoc S3-091852.

According to the LS and to the outcome of the last SA3-LI meeting, there is one requirement which needs further discussion in both SA3-LI (from requirement perspective) and SA3 (from architecture/functional point of view), i.e. start of LI for an already established session for which media security is provided. 

Considering that the requirements on this topic were not fully clarified in last SA3-LI and taking in account SA3 feedback that this would entail a lot of technical effort (as explained in the LS itself), it is proposed to agree the exact LI requirements on the topic and suggest whether mechanisms such as re-keying of the session according to a specific timer could be a possible alternative solution to consider.
In addition, it is proposed to agree the following general requirement which eventually will be part of the LI specifications, so that they can be taken in account by SA3; these requirements, which are based on the assumption provided by SA3 that deferred delivery is out of the scope of the first release of IMS media security, shall be considered as additions to the already existing LI requirements for IMS, as specified in TSs 33.106, 33.107 and 33.108:
1. It shall be possible to activate/deactivate LI in the IMS media security architecture for specific targets based on available network identities (it is assumed that LI at bearer level will be handled based on identities available in the applicable domain).
2. When events related to media security handling happen in the IMS media architecture for a subscriber who is a target for LI, the involved nodes shall be able to report the event together with the applicable parameters and information needed to decrypt the traffic over a LI specific interface (such as X2, see TS 33.107).
3. For any number of media streams related to the same target, it shall be possible to uniquely identify which keys/tickets are used for which streams.
