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Dear SA3,

No major drawbacks were encountered with SA3 input at the SA#32 plenary meeting in Warsaw, Poland 5-8 June 2006. However, quite many of our documents were modified in the meeting. The main points with impact to SA3 are listed in the following:

1. All of our proposed CR’s were approved at least for some release but the following ones were modified: 
· Rel-6 version of CR to 33.234 “Correction of reference” (S3-060364) was not approved because it was not seen as an essential correction;
· Similarly, Rel-6 version of CR to 33.220 “UICC removal” (S3-060345) was not approved because it was not seen as an essential correction. Many delegates even questioned the need for the whole change but eventually Rel-7 CR was approved;

· There were severe paragraph formatting problems in CR to 33.246 “Clarification of MTK ID reset” (S3-060369) but SA believed Michael knows how to implement it correctly in spite of those;
· In CR to 33.203 “Correction to the description of network hiding” (S3-060358) some text was marked as new although it already existed in the spec. Also here, SA trust Michael to sort this out while implementing the CR and no new version was created;
· In CR to 33.980 “Message flow for SSO scenario of ID-WSF authentication service” (S3-060357) a figure had been added, then marked deleted and added to another point in the text. For clarity, I created a cleaned version in SP-060450.
2. Specifications of UEA2 and UIA2 algorithms were approved (SP-060422). However, these are just “pointer” specs and the plan is to publish the ETSI SAGE documents in the GSMA website. This is going to happen very soon. For the SA meeting purposes, these SAGE docs were distributed locally.

3. Both WIDs we submitted for approval were indeed approved but modifications were made for both:
· “Generic Authentication Architecture usage extensions and optimisations” (S3-060360) was re-categorized as a “Feature” (end result SP-060429); 

· Spam induced quite much discussion. In the end, our proposed WID “Consumer protection against spam and malware” (S3-060375) was re-categorized as a “study item”. At least one of the supporting companies explicitly supported this change and it seemed that other supporting companies were also happy with the change because I was left alone defending the SA3 proposed version. As a consequence, SA1 CR adding the requirement about spam protection (see SP-060321) was rejected because our study needs to be done first. SA also wanted us to coordinate our work with OMA to avoid overlaps. The approved version “Protection against SMS and MMS spam” can be found in SP-060446. 
4. There seem to still be operators that support only A5/2 in their networks, which causes problems with removal of A5/2 in terminals. GSMA was asked to clarify the situation, also for SA3.  

5. EU commission has an initiative named “eCall”. In this context, ETSI MSG have sent an LS to SA (SP-060272). The possibility of a SIM-less (UICC-less) terminal is considered (e.g. embedded into a car) which may require some SA3 work in the future.

6. ITU-T have sent an LS to 3GPP about “Security Architecture for Message Security for Mobile Web Services” (SP-060267). We got an action point to answer this LS on behalf of 3GPP (SA to be cc:d). Please review this 20-page study before Tallinn meeting in order to speed up handling of the LS there. 
7. Issues of interest in SA1 area:

· SA1 had created a security-related CR to 22.259 “Service Requirements for Personal Network Management”, following our recommendations. After some improvements done in SA, the end result is in SP-060441; 

· SA1 created a new WID explicitly for SAE requirements (SP-060411) in order to have a one-to-one mapping with SA2 work on SAE. This is a documentation exercise doing “cut-and-paste” from relevant parts of “All-IP Networks” requirements. It does not affect SAE timescales;
· SA1 had also a new WID about “Multimedia Priority Service” (SP-060330): currently it had empty section for “Security aspects” but SA1 were asked to add text there for next meeting.
8. Issues of interest in SA2 area:

· SAE/LTE time plan was updated (SP-060436). There is now a division between first priority and second priority issues. I informed SA and SA2 chairman about our decisions related to AKA and USIM usage in SAE/LTE;

· A new study item for “IMS Service Brokering enhancements” was approved with non-trivial content in “Security aspects” (SP-060443).
9. Issues of interest in SA5 area:

· Two TSs about security management were submitted for information (see SP-060252 and SP-060253);
· A WID was approved for “Alternate Charged party for IMS” (SP-060442) in which “Security aspects” section calls for a suitable security mechanism.
10. Issues of interest in CT area:

· TCAPsec stage 3 has been approved (TS 29.204, see CP-060320) while MAPSEC has now been removed from all releases (CP-060299).

11. Issues of interest in RAN area:

· In HSPA Evolution topic, RAN3 will study the impacts on the overall architecture of the proposal to merge NodeB and RNC. SA2 and SA3 will be consulted later.
12. Issues of interest in GERAN area:

· WG3 is studying if there are security problems with testing of IPsec certificates. This was in context of Generic Access to the A/Gb interface.
13. About release 7 schedule: The stage 2 completion date is now targeted for September 2006. At SA September plenary it is going to be checked for all features whether they are 60% completed (when counting also the needed stage 3 work). 
14. The CR template has been updated, once again (SP-060345). 

Attached: my status report slides (SP-060372)
Best regards,

Valtteri Niemi

SA3 chairman

