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Summary 
The current version of TS 33.106 defines the system requirements for an interception system within a Third 
Generation Mobile Communication System (3GPP MS). 

This contribution identifies requirements to meet the needs of the LEAs in areas related with management 
interface notifications and fault reporting.   

The lawful authorization status and fault reporting capabilities provide information related to the status of a 
lawfully authorized electronic surveillance (e.g., activated, deactivated, modified), as well as fault and alarm 
information on lawful authorization delivery interface resources.  Currently this capability is not described in TS 
33.106, but it is described in ES 201 671.  

This contribution proposes changes to TS 33.106, version 5.0.0, to address Surveillance Status and Fault 
Reporting by the intercepting network toward the LEA.  These capabilities are supported in ES 101 671, but not 
yet in the 3GPP series of specifications for LI.  Companion contributions propose compatible changes to TS 
33.107 and TS 33.108. 
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***  FIRST CHANGE *** 2 

5.2.1 Intercept administration requirements 3 

A secure means of administrating the service by the 3GMS operator and intercept requesting entity is necessary. This 4 
mechanism shall provide means to activate, deactivate, show, or list targets in the 3GMS as quickly as possible. The 5 
function shall be policed by appropriate authentication and audit procedures.  The administration function shall allow 6 
specific IAs to be associated with target subscribers when Location Dependent Interception is being used. 7 

The administration function shall provide a capability to report management notifications for the following cases: upon 8 
activation of interception, upon deactivation of interception, upon modification of an existing lawful interception, and 9 
fault reporting. 10 

 11 
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