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1
Decision/action requested

This document proposes to add Key Update Renegotiation request in clause 6.4.2. SA3 is kindly requested to approve this doc.
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3
Rationale

According to the working assumption 4 [3], There is no Ua*-based Kaf update mechanism. However, when the Kaf expires, the AF should notify the UE to negotiate and update the Kakma, which is similar to the Ks update defined in clause 4.5.3 [2].
This contribution proposes to add Key Update Renegotiation request in the procedure of Kaf re-keying to clause 6.4.2[1]. 
4
Detailed proposal

***
BEGIN CHANGES
***
6.4.2
KAF re-keying

The KAF refresh depends on the lifetime of the KAF and may be trigged by the AF, e.g. because the key's lifetime has expired or will expire soon, or the key can not meet the AKMA AF local validity condition, it shall send a Key Update Renegotiation request to the UE, see figure 6.4.2 If the UE receives a Key Update Renegotiation request, it starts a UE registration procedure, as specified in clause 6.1, in order to obtain a new KAKMA and a new A-KID. 
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Figure 6.4.2: Key Update Renegotiation
NOTE 1:
If the KAF between UE and AKMA AF is invalid, the AF can set deletion the corresponding security association for subsequent removal.
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