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1. Overall Description:
SA3 found that maximum integrity protection data rate introduced by other group may limit support of UP IP. Consider that SA3 is discussing solutions for support UP IP for different options, SA3 would like to ask SA2 and RAN2 of the following questions.

[bookmark: OLE_LINK38]Q1: “How does the network side (i.e. gNB, SMF) determine to activate user plane integrity protection based on maximum integrity protection data rate and user plane security policy for option 2 and NR-DC? Could you please give us an example of accepting or rejecting activation of UP IP?”

Q2: “If SA3 decides to introduce Rel-15 architectural approach of applying user plane integrity protection for option 4, option 5 and option 7 in later release, whether network side (i.e. ng-eNB, gNB, and SMF) also need to consider the maximum integrity protection data rate?”

[bookmark: _GoBack]Q3: “If SA3 decides to introduce Rel-15 architectural approach of applying user plane integrity protection for option 1 and option 3 in later release, whether network side (i.e. eNB, gNB, and MME) also need to consider the maximum integrity protection data rate?”


2. Actions:
To SA2, RAN2 groups.
ACTION: SA3 kindly requests SA2, and RAN2 to answer the above questions.

3. Date of Next TSG-SA WG3 Meetings:
SA3#100	                	6 – 10 July 2020						TBD
SA3#100Bis	                	17-21 Aug 2020						TBD


