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*** START OF CHANGES ***
7 
Conclusions

7.X
Security aspects on interworking between NPN and PLMN
For key issue #2.3 “Independent credentials for authentication and authorization with NPN and PLMN”, it is concluded to use the existing security mechanisms for Rel-16.
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