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1
Decision/action requested

Aprove pCR for conclusion made to KI#6.
2
References

3
Rationale

In R15, it is specified in TS23.501 that only non-sensitive S-NSSAI can be transmitted at AS layer. The negative impact to PLMN is this penalizes “sensitive” slices in terms of system performance. RAN can not perform S-NSSAI-based load control and will not be able to select a right AMF for the slice (frequent AMF relocation needed) etc. 

There are 4 solutions included in TR33.813 (#8, #10, #11, and #12) and they converge in the following technical charateristics (there are detailed differences though). To make progress, the following way forward is proposed as the conclusions for developing normative work: 

· “Sensitive” S-NSSAI is transmitted and privacy protected at the AS layer
· S-NSSAI is replaced with a temproray S-NSSAI at AS layer, after AS security is established. 

· The UE-specific temproray S-NSSAI is generated in SN and sent to UE.

4
Detailed proposal

pCR 
***
BEGINNING of CHANGES
***
8.2.1
 Conclusions for key issues

For Key Issue #1 Authentication for access to specific Network Slices, a merge of Solution#1, solution#2 and Solution#4 are recommended as the basis for the normative work.
For Key Issue#2, AMF key separation, it is concluded not to consider in the present document, since the use case that this key issue is addressing, is not concluded in TR 23.740 [5]. 

For Key Issue #4, it is recommended that no normative work is required.
For Key Issue #5, it is recommended that Solution #9 is used as the basis for normative work.
For Key Issue #6, based on the principle from solution8, solution10, solution 11, and solution 12, the following features serve as the basis for the normative work:  

· “Sensitive” S-NSSAI is transmitted and privacy protected at the AS layer
· S-NSSAI is replaced with a temproray S-NSSAI at AS layer, after AS security is established. 

· The UE-specific temproray S-NSSAI is generated in SN and sent to UE.
