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1. Overall Description:

SA3 thanks SA2 for the LS (S2-2001730) on AMF reallocation via RAN re-routing. 
The following actions were requested by SA2. And response from SA3 are presented inline. 
Action Requested: Clarify requirements on network slice isolation, the scenarios and the security risk of supporting N14 between network slices and provide feedback. 
Slice users are diverse and have different security requirements. Some (e.g government officials, military groups, etc.) may require completely isolated slices. Therefore, GSMA Generic Network Slice Template has defined the parameter 'isolation level' for slice, which describes that a network slice instance may be fully or partly, logically and/or physically, isolated from another network slice instance (e.g. Physical, Process and threads isolation, Physical memory isolation, Physical network isolation, Logical, Virtual resources isolation, Network functions isolation, Tenant/Service Isolation). For some isolation level, (physical) network isolation is required, meaning no N14 connectivity. Whether N14 shall be in place between slices depend on the security requirements from slice users. 

N14 connectivity allows UE security context used in one slice to be transferred to the other. Potential risks may exist that a compromised slice is able to obtain the UE security context and decipher the communication in the N14-connected slice.
Action Requested: Provide feedback as to whether infringement of NSSAI privacy settings during the registration procedure at the benefit of directly accessing an Isolated Network slice is acceptable
SA3 Feedback: It is not acceptable to infringe NSSAI privacy during the registration procedure, as this can lead to the exposure of all NSSAIs. Attacker can obtain NSSAIs by simply keeping monitoring registrations.
Action Requested: Provide other proposals to solving the issue with AMF reallocation, if any.
SA3 Feedback: SA3 share the same concerns as SA2 over the proposed solutions in SA’s LS. Other solutions are also being discussed and evaluated in SA3. SA3 will inform SA2 when consensus is reached.
2. Actions:

To SA2:
ACTION: 
SA3 kindly asks SA2 to take the information above into account.
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