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	Summary of change:
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Text added to recommend ecdsa_secp384r1_sha384.
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***	BEGIN CHANGES	***
[bookmark: _Toc11168784][bookmark: _Toc35354709]6.2.2	Profiling for TLS 1.3
TLS 1.3 shall support the following restrictions and extensions:
TLS cipher suites and Diffie-Hellman groups
-	The requirements given in section 9.1 of TLS 1.3 RFC 8446 [66] shall be followed. In addition:
-	Key exchange with secp384r1 should be supported.
-	Only cipher suites with AEAD (e.g. GCM) and PFS (e.g. ECDHE, DHE) shall be supported.
TLS signature schemes
-    ecdsa_secp384r1_sha384 should be supported.
TLS extensions
-	The requirements given in section 9.2 of TLS 1.3 RFC 8446 [66] shall be followed. In addition:
-	The OCSP Status extentsion (a.k.a. certificate status request), as defined in RFC 6066 [57] and RFC 8466 [66] should be supported.

***	END OF CHANGES	***




