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Meeting topics
	Item
	Title
	UID
	Acronym

	1
	Agenda and Meeting Objectives
	
	

	2
	Meeting Reports
	
	

	3
	Reports and Liaisons from other Groups
	
	

	4
	Work Areas (see NOTE 1)
	
	

	4.1
	
Security aspects of 5G System - Phase 1 (Rel-15) (see NOTE 2)
	750016
	5GS_Ph1-SEC

	4.2
	
Security Assurance Specification for 5G (Rel-16)


	790015
	SCAS_5G

	4.3
	Mission Critical security (Rel-16)
	800032
	MCXSec

	4.4
	
Security aspects of single radio voice continuity from 5GS to UTRAN (Rel-16)
	820008
	5GS_UTRAN_SEC

	4.5
	
Enhancements for Security aspects of Common API Framework for 3GPP 
Northbound APIs (Rel-16)
	830022
	eCAPIF

	4.6
	
Security of URLLC for 5GS (Rel-16)
	840026
	5G_URLLC_SEC

	4.7
	
Security for 5GS Enhanced support of Vertical and LAN Services (Rel-16)
	840027
	Vertical_LAN_SEC

	4.8
	
Security of the enhancement to the 5GC location services (Rel-16)
	850017
	5G_eLCS

	4.9
	
Security Aspects of the 5G Service Based Architecture (Rel-16)
	850016
	5G_eSBA

	4.10
	
Authentication and key management for applications based on 3GPP credential in 
5G 
(Rel-16)
	800036
	AKMA

	4.11
	
Evolution of Cellular IoT security for the 5G System (Rel-16)
	850014
	5G_CIoT

	4.12
	
Security of the Wireless and Wireline Convergence for the 5G system 
architecture 
(Rel-16)
	850015
	5WWC

	4.13
	
Security aspects of Enhancement of Network Slicing (Rel-16)
	850022
	eNS_SEC

	4.14
	
Security for NR Integrated Access and Backhaul (Rel-16)
	850020
	NR_IAB

	4.15
	
Security aspects of SEAL (Rel-16)
	850019
	SEAL

	4.16
	
Security Aspects of 3GPP support for Advanced V2X Services (Rel-16)
	860014
	eV2XARC

	4.17
	
User Plane Gateway Function for Inter-PLMN Security (Rel-16)
	860013
	UPGF

	4.18
	
Provision of Access to Restricted Local Operator Services by 
Unauthenticated UEs – 
Security Aspects (Rel-16)
	860015
	PARLOS

	4.19
	
3GPP profiles for cryptographic algorithms and security protocols (Rel-16)
	860017
	CryptPr

	4.20
	
Integration of GBA into 5GC (Rel-17)
	850023
	GBA_5G

	4.21
	
Security Assurance Specification for IMS (Rel-17)
	860016
	SCAS_IMS

	4.22
	
Security Assurance Specification Enhancements for 5G (Rel-17)
	TBD
	TBD

	4.23
	
Security Assurance Specification for Service Communication Proxy (SECOP) 
(Rel-17)
	TBD
	SCAS_5G_SECOP

	4.24
	
Security Assurance Specification for 5G NWDAF (Rel-17)
	TBD
	SCAS_5G_NWDAF

	4.25
	
Security Assurance Specification for Non-3GPP InterWorking Function (N3IWF) (Rel-
17)
	TBD
	SCAS_5G_N3IWF

	4.26
	
Other work areas
	
	

	4.27
	
New work item proposals
	
	

	5
	Studies
	
	

	5.1
	
Study on Security Aspects of the 5G Service Based Architecture
	800034
	FS_SBA_Sec

	5.2
	
Study on Authentication and key management for applications based on 3GPP 
credential in 5G
	800036
	FS_AKMA

	5.3
	
Study on Evolution of Cellular IoT security for the 5G System
	800033
	FS_CIoT_sec_5G

	5.4
	
Study on 5G security enhancement against false base stations
	810032
	FS_5GFBS

	5.5
	
Study on Security aspects of Enhancement of Network Slicing
	810034
	FS_ eNS_SEC

	5.6
	
Study on SECAM and SCAS for 3GPP virtualized network products
	810037
	FS_VNP_SECAM_SCAS

	5.7
	
Study on Security for 5GS Enhanced support of Vertical and LAN Services
	810038
	FS_Vertical_LAN_SEC

	5.8
	
Study on LTKUP Detailed solutions
	820010
	FS_LTKUP_Detail

	5.9
	
Study on User Plane Integrity Protection
	820006
	FS_UP_IP_Sec

	5.10
	
Study on Security Impacts of Virtualisation
	820007
	FS_SIV

	5.11
	
Study on authentication enhancements in 5GS (FS_AUTH_ENH)
	820009
	FS_AUTH_ENH

	5.12
	
Study on Security for NR Integrated Access and Backhaul
	830021
	FS_NR_IAB_Sec

	5.13
	
Study on Security Aspects of 3GPP support for Advanced V2X Services
	830023
	FS_eV2X_Sec

	5.14
	
Study on storage and transport of the security parameters in a 5GC, that are used by the 
ARPF for Authentication
	850018
	FS_5GC_SEC_ARPF

	5.15
	
Other study areas
	
	

	5.16
	
New study item proposals
	
	

	6
	Any Other Business
	
	


NOTE 1: Approved output from SA3#98bis-e is to be resubmitted to this meeting in the corresponding agenda item. Any such document must be brought up to the leadership's attention as early as possible. Preferably after submission and before the opening of the meeting.  

NOTE 2: For Rel-15 the focus is only on essential FASMO (frequent and serious mis-operation) corrections. 
Meeting objectives

· Rel-16 work and study items (higher priority)
· Corrections to Rel-15 items that affect other working groups

· Rel-17 work items

