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3GPP™ Work Item Exception
Title : 

Security aspects of Service Enabler Architecture Layer for Verticals
Acronym  : 
SEAL
Unique Identifier :
850019
Release 16 Submission form

	Feature / Item:
	Security aspects of Service Enabler Architecture Layer for Verticals

	Affects:
	UICC apps:
No
	ME:

Yes
	AN:

No
	CN:

yes
	Others (specify):


	Expected Completion Date:
	SA#87 March 2020

	Service(s) impacted:
	None

	Specification(s) affected:
	TS 33.434

	Task(s) within work which are not complete:
	Security Key management

- Key generation 

- Key distribution 

- Group key management

	Consequences if not included in Release 16:
	Security and privacy aspects of the 3GPP defined SEAL are not supported.


Abstract of document: 

This exception sheet for Security for Service Enabler Architecture Layer for Verticals provides a list of remaining open items, which are planned to be completed by June 2020.
Contentious Issues:

