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**** START OF CHANGES ****
4.2.1
AUSF
The Authentication server function (AUSF) shall store the KAUSF after the completion of the primary authentication and it shall support to derive KAKMA from KAUSF and parameters.
The AUSF shall allocate the Key ID for KAKMA during the the primary authentication.
The AUSF shall provide KAKMA, key ID to the AAnF after the primary authentication on service demand.
NOTE: To save message roundtrips, KAKMA shall be generated during the primary authentication and synchronized with the UE. Once a new primary authentication is performed, the AKMA key KAKMA will be refreshed. Sending the KAKMA on service demand can reduce unnecessary key revocation procedure processe.
**** END OF CHANGES ****

