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1
Decision/action requested

This contribution proposes a PC5 UP security policy activation mechanism for unicast mode.
2
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3
Rationale

As concluded in the SA3 #97 meeting, solution #16 and solution #18 of TR 33.836 are selected for the normative work. 

Solution #18 assumed that both the initiating UE and the receiving UE are provisioned with PC5 UP security policy per V2X service type, and the UP security policy including “required, preferred, not needed”.

Hence, the normative work for the requirement based on the solution #18 is proposed. 
4
Detailed proposal

It is proposed to approve the following changes.
***
START OF THE CHANGES
***
5.3.2
Requirements
Editor's Note: This clause lists up the requirements that can apply for the unicast mode over NR based PC5 reference point
All PC5 unicast UP data of V2X service type shall be protected according to the PC5 UP security policies of the initiating UE and the receiving UE.
*** END OF THE CHANGES
***
