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Introduction
GSMA’s eSIM working group and the 5GSTF have been considering the way in which a mobile device, managed from one network slice, is authenticated when it consumes resources from another network slice. 
Requirements for Device Authorisation and Authentication between Network Slices
When correctly authenticated UE access the network they may be able to access/consume resources from a secondary network slice. This may be at device or application level. At present it is unclear how a secondary set of authentication and authorisation will occur. 
This is required to limit the misuse of network resources within network slice environments. 
The requirements should enable a seamless means for an enterprise / slice operator to authenticate devices accessing the slice following a successful primary authentication. 
Actions
The GSMA eSIM group and 5GSTF would like to understand SA3’s intention to implement authentication and authorisation requirements for the UE for this movement or resource access to occur. 
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