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1
Decision/action requested

It is proposed to approve this contribution.
2
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Rationale
In GBA, the lifetime of B-TID is equal to the lifetime of Ks. Besides, the B-TID is generated by the BSF, and the BSF sends it to the UE along with the Ks and the lifetime. 

But in AKMA, the KAKMA ID is generated by the the UE and the AUSF separately.Additionally, the lifetime of the KAF is not provided to the UE, So the lifetime of KAKMA ID is better to bind with KAKMA or KAUSF, otherwise, another lifetime shall be defined for the KAKMA ID.
4
Detailed proposal

***
BEGIN 1st CHANGES
***

5.2
AKMA key lifetimes

The KAKMA and KAKMA ID are valid until the next primary authentication is performed (implicit lifetime), in which case the KAKMA and KAKMA ID might be replaced after a successful new authentication or removed after an unsuccessful one. 
Application keys KAF shall use explicit lifetimes based on operator’s policy. The lifetime of KAF shall be sent by the AAnF as described in clause 6.2. In case that a new anchor key KAKMA is established, the application key KAF can continue to be used until its lifetime expires. When the KAF lifetime expires, a new application key is established based on the current anchor key KAKMA.
**
END OF CHANGES
***
