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8.10
1
Decision/action requested

Agree to proposed potential security requirements.
2
References

None.
3
Rationale

· This potential security requirement proposes that the network manages persmission controls on the exchange of information between NFs/sub-NFs to ensure that sensitive information is not leaked for exposed.


4
Detailed proposal

5.3

Key Issue 2: Confidentiality of sensitive data  

5.3.3
Potential security requirements

Solutions to key issue 2 should increase assurance that sensitive information of a virtualised 3GPP NF is not exposed through the virtualisation layer.
The system  should manage (e.g., define, enforce) the permission control at the virtualization layer between NFs and/or sub-NFs.  The solution is inside and outside 3GPP.
