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1
Decision/action requested

This pCR proposes to add to the conclusion of key issue #8 in TR 33.836 
2
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3
Rationale

In the last meeting it was concluded that solution#13 will be used as basis for normative work for key issue #8 “Privacy protection for broadcast messages over PC5”, for the source Layer-2 ID. However, the privacy protection of destination Layer-2 ID is also to be considered. The transmitting and the receiving UE determine the destination Layer-2 ID as specified in clayse 5.6.1.2 in TS 23.287 [2]. The mapping of Destination Layer-2 ID(s) and the V2X services, e.g. PSIDs or ITS-AIDs of the V2X application for broadcast is provisioned to the UEs for V2X communications over PC5 reference point. The destination Layer-2 ID identifies the target of broadcast data, which includes every UE capable of receiving the broadcast meesages over the PC5 reference point. Even though this ID may not be changd, it does not pose trackability or linkability threats to a specific UE. Hence, it is proposed that for this relesase no normative work is required for privacy protection of destination Layer-2 ID for NR PC5 broadcast communication.
4
Detailed proposal
*** START OF CHANGES ***
7 
Conclusions

7.4
Conclusion on KI #3 and #8

For key issues #3 and #8 for the layer-2 source ID, solution #13 is chosen as the basis for normative work.
For key issue #8, for the privacy protection of destination Layer-2 ID, no normative work is required.
                         *** END OF CHANGES ***
