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1
Decision/action requested

Editorial corrections to solution 5 in 3GPP TR 33.935
2
References

[1]
3GPP TR 33.935 v0.1.0

3
Rationale

This contribution proposes editorial corrections to clause 4.3 of 3GPP TR 33.935 [1] describing "Solution 5 - Multiple sets of parameters on the USIM". 
4
Detailed proposal

It is proposed that SA3 review and approve the following pseudo-CR to 3GPP TR 33.935 [1].

   *** START of CHANGE ***

4.3.2
Solution Description
The solution requires steps when the UICC is in the personalisation centre and then when the UICC is in the field. 

4.3.2.1
UICC in personalisation centre

For each UICC, several sets of parameters (K/OPc or K/TOPc) are generated and provisioned in a USIM. But, only one set of parameters is active at a time in this USIM. 
The personalisation centre sends to the network operator an output file, which contains only one single set of parameters (K and eventually OPc or TOPc). This set of parameters is provisioned in the network operator backend. The other sets of parameters generated may be retrieved on demand from the personalisation centre. 

The OTA command sent to the USIM/UICC is secured thanks to secured packet mechanism specified in 3GPP TS 31.115 [3].  Optionally, a shared key called "replacement mechanism protection" key is provisioned in the UICC in order to protect in integrity the payload of the OTA command. This "replacement mechanism protection" key offers an additional level of security due to the sensitivity of the procedure. This "replacement mechanism protection" key, if present, is securely stored in the personalisation centre and never exits the personalisation center.  
4.3.2.2
UICC in the field
Once the UICC is in a User Equipment in the field, the network operator can launch when he wants the replacement procedure as follows:
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Figure 4.3.2.2-1. Key replacement procedure
The procedure to replace the long term key K works as follows:

1. When the network operator decides to update the long term key K of a given USIM within a UICC, the network operator sends an input file requesting the personalisation centre to deliver an output file containing a new set of parameters for a given USIM/UICC. The input file contains at least an identifier enabling the personalisation centre to retrieve new set of parameters (e.g. IMSI or ICCID).
2.
The personalisation centre generates a new output file. This new output file contains the IMSI, a new set of parameters for this USIM (K and eventually OPc or TOPC), and the OTA payload that the network operator will have to send to the USIM. The OTA payload contains the request to activate the replacement mechanism, and an index identifying the corresponding set of parameters provisioned in the USIM. 

Optionally, in case that the "replacement mechanism protection" key was generated and stored in the personalisation centre, the personalisation centre protects the OTA payload in integrity.  

3.
The personalisation centre sends securely the output file to the network operator.

4.
At reception of the output file, the network operator launches an OTA campaign targeting the corresponding USIM/UICC. The OTA campaign does not intend to immediately update the parameters in the USIM; the OTA campaign only activates the replacement mechanism for the targeted USIM. 

5.
The network operator sends to the USIM/UICC the OTA command activating the replacement mechanism in the USIM and providing the index of the new set of parameters.

6.
The USIM/UICC in the UE receives the OTA command activating the replacement mechanism. 

If the USIM is provisioned with the "replacement mechanism protection" key, then the USIM verifies the protection in integrity of the OTA payload. The replacement mechanism remains inactive if the OTA payload verification is unsuccesful. 

If the OTA playload is not protected in integrity or if the OTA payload verification is successful, then the USIM activates the replacement mechanim and stores the index of the corresponding set of parameters. 

Once the replacement mechanism is active, the USIM is ready to proceed the change of parameters set, but waits for an event to do so. The change of key is not yet done. 

7.
The USIM sends OTA Proof of Receipt to the network operator, if requested by the operator in step 4.  

8.
The network operator provisions the received set of parameters (K and eventually OPc or TOPC) in the backend using usual mechanism. Only one single set of parameters (K and eventually OPc or TOPc) is active at a time in the network operator for a given USIM 

9.
The network operator issues an authentication vector with the new set of parameters. 

NOTE 1:
Since the USIM has not yet replaced the set of parameters, the USIM will detect an authentication failure during the processing of AUTHENTICATE command with this authentication vector. The authentication failure aims to trigger the replacement mechanism in the USIM/UICC.

10.
The network operator sends an authentication procedure request. 

11.
The USIM receives an AUTHENTICATE command and performs the authentication procedure. If the USIM detects an authentication failure due to wrong key K and if the replacement mechanism has been activated in the USIM, then the USIM tries to perform the MAC verification of the AUTHENTICATE command with the new set of parametres (K/OPc or K/TOPc) provisioned identified by the index received in step 6. 


If the MAC verification with the new set of parameters is successful, then
· the new set of parameters becomes active and the previous set of parameters may be deleted, 

· the USIM continues the authentication procedure with the new set of parameters,

· and the USIM deactivates the replacement mechanism. 


Otherwise, 

· the USIM increments a retry counter associated to the replacement mechanism,
· The USIM deactivates the replacement mechanism if the retry counter has reached its maximum value,
· And, the USIM abandons the authentication procedure with MAC failure error.
12.
The UE sends the results of the authentication procedure. 

13.
The network operator knows the status of the key replacement procedure thanks to the results of the authentication procedure sent by the USIM. If the result of the authentication procedure sent by the USIM indicates a MAC failure, then the network operator knows that the replacement mechanism failed. 
If
 the replacement mechanism failed, the network operator can decide to perform a new replacement procedure starting from step 9, or to perform a full procedure starting from step 1, or to restore the existing set of parameters active in the USIM. 

*** END of CHANGE ***
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�The last paragraph shall be part of step 13.





