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ITU-T Study Group 17 (SG17) is pleased to inform you that we established a new work item draft new Recommendation ITU-T X.nsom-sec “Security requirements and architecture for network slice orchestration and management” in our 27 August - 5 September 2019 meeting. 
The objective of this new work item is to define security requirements for network slice orchestration and management, and to study security mechanisms for network slice orchestration and management. Its scope and summary are found below and baseline text is attached for your further information:
Scope
In order to enable implementing full-scale end-to-end network slicing deployments for consumer, business and government segments, this Recommendation is:
· to define security requirements for network slice orchestration, and to define security requirements for network slice management;
· to define mechanisms to secure network slice orchestration;
· to design an architecture for network slice security orchestration to provide end-to-end customized security services; and
· to design an architecture for tamper-proof network slice management data access control in order to make network slice management data traceable, verifiable and immutable, as well as to guarantee that only authorized data consumer can access network slice management data based on fine-grained access control policy.
Summary
In order to enable implementing full-scale end-to-end network slicing deployments for consumer, business and government segments, this Recommendation is to study how to provide end-to-end customized security services especially crossing network slice domains for various types of users/customers, how to make performance/fault data traceable, verifiable and immutable in order to establish the trust among partners, and how to guarantee that only authorized data consumer can access network slice management data.
Attachment: 
· Baseline text of draft X.nsom-sec “Security requirements and architecture for network slice orchestration and management”
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