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Attachments:


1. Overall Description:

SA3 thanks SA2 for the LS Response on AUSF role in slice specific authentication.

SA3 understands the motivation to include a contact point within the HPLMN for facilitating the execution of the Network Slice Specific Authentication and Authorization procedures using SBA services with the AMF and translating them to native AAA protocols towards the AAA-S/AAA-P. SA3 also understands that this contact point within the HPLMN can also assist the AAA-S to select the AMF serving the UE for the execution of the AAA-S initiated Network Slice Specific Re-authentication and Revocation procedures. 
It is also SA3 understanding that the role of this contact point within the HPLMN does not require the generation and/or handling of sensitive security material (e.g. authentication vectors, key materials etc). In other words, this contact point within the HPLMN acts as an interworking function between AMF in the VPLMN and the HPLMN and the AAA server. 

SA3 has concerns though on using the AUSF as this interworking function within the HPLMN. The AUSF plays an important role in primary authentication so it is assumed to be located deep inside the core network and supposed to be one of the most securely protected NFs within the 5GC. Since there are also no security requirements on AUSF related to the Network Slice Specific Authentication and Authorization procedures, it is not justified to involve AUSF. 
Therefore, SA3 recommends that:  

· AUSF shall NOT be involved in the slice-specific authentication procedure 
· The role of interworking function within the HPLMN supporting the Network Slice Specific Authentication and Authorization is defined as a new NF (e.g. AAA-IWF) or as a functionality of an existing NF at the HPLMN other than the AUSF, such as the NEF.  
In addition, SA3 has concerns that the S-NSSAI is sent outside of the network to an external AAA-S. In SA3’s understanding the S-NSSAI is an internal parameter.

2. Actions:

To SA2 group.

· To take the above recommendations into consideration and act accordingly in SA2 specifications. 
3. Date of Next TSG WG SA3 Meetings:

TSG WG SA3 Meeting #98
10th – 14th February 2019
Guangzhou, China.

TSG WG SA3 Meeting #99
11th – 15th May 2019

Dubrovnik, Croatia.

�Depends on if we manage to agree on CRs





