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1
Decision/action requested

In this box give a very clear / short /concise statement of what is wanted.
2
References

33.819
3
Rationale

(With bullet points, describe the reasons for the proposed action. 
The objectives of the proposal should be clearly stated. 
Rejected alternative solutions should be mentioned if this aids understanding).

(For pseudo CR, the reason for change(s) and summary of change(s) must be clearly explained.)

4
Detailed proposal

***** Start of Change

6.17
Solution #17: Protection on TSC time synchronization within UP security policy
6.17.1
Introduction

This solution addresses key issue #4.2 on UP security policy and TSC time synchronisation.
UPF forwards the gPTP message to the UE via user plane (i.e. using the PDU session applicable for sending gPTP messages). Only one PDU session per UE per UPF is used for sending gPTP messages regardless of how many external TSN working domains have their clock information delivered through a given UPF serving that UE. 
6.17.2
Solution details

The 5GS needs to map configuration information obtained from the TSN network for the 5GS Bridge into 5GS QoS within PDU Session and TSC Assistance Information [7]. Similarly, SMF needs to map security requirements for TSC to assist the secure transfer of any message over a 5GS bridge. 

The gPTP messages needed for the time synchronisation (i.e. distribution of the 5G system clock, time stamping) are received from the TSN network and transferred in 5GS in the user plane. In the establishment of a PDU session to the TSN working domain, the SMF provides gNB with the UP security policy, which also applies for gPTP messages transferred to the UE DS-TT. The SMF shall set the UP security policy for encryption and integrity protection to “required” in order to protect these messages. 

***** End of Change

