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*************** START OF CHANGE

Y.B	Protection of user plane data
After the UE is authenticated and data connection is set up, any data received from a TSC bridge or another 5GS TSC-enabled UE shall be transported between DS-TT in the UE and NW-TT in the UPF in a protected way using the mechanisms for UP security as described in TS 33.501, clause 6.6. 
The SMF shall provide the UP security policy for a PDU session to the ng-eNB/gNB and set it to "required" for data transferred to a 5GS TSC-enabled UE. This is also applicable to the gPTP messages sent in the user plane.
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