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1
Decision/action requested

This contribution proposes a new solution to preserve CAG-ID privacy.
2
References
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S2-1910445 " Reply LS on Sending CAG ID in NAS layer".


3
Rationale

This solution targets Key Issue #6.2: CAG ID Privacy by introducing a mechanism that retains the functionality specified by SA2 and at the same time makes it unnecessary for the UE to send the CAG ID. Given that the UE never needs to send the CAG ID the privacy is always preserved. 
The solution is based on the content of the noted SA2 reply in [1], which was the outcome of the SA3 LS asking on the feasibility to send CAG ID in NAS. 
4
Detailed proposal

***
BEGIN CHANGES
***
6.X
Solution #X: Preserving CAG ID privacy within the network

6.X.1
Introduction

This solution addresses key issue #6.2: CAG ID Privacy. 

This solution ensures the privacy of the CAG ID by handling everything at the network side. By doing so the UE never has to send any CAG ID and the privacy is always preserved. 

6.X.2
Solution details
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Figure 6.X.2- 1 CAG-ID protection flow

 6.X.3
Evaluation

This solution meets the potential requirement of Key Issue #6.2 by introducing a new mechanism making it unnecessary for the UE to send the CAG ID at any layer.
***
END OF CHANGES
***
