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1
Decision/action requested

This contribution proposes to delete the EN in solution 17.
2
References

 [1] 3GPP TS 23.501: “System Architecture for the 5G System”.
3
Rationale





SA2 has agreed to use PDU session to transfer the gPTP message, as defined in TS 23.501[1]. 
“UPF then forwards the gPTP message to the UE via user plane (i.e. using the PDU session applicable for sending gPTP messages). Only one PDU session per UE per UPF is used for sending gPTP messages regardless of how many external TSN working domains have their clock information delivered through a given UPF serving that UE.”

The proposed solution follows the conclusion of SA2. So the editor’s note can be deleted. 
4
Detailed proposal

*************** Start of Change ****************
6.17
Solution #17: Protection on TSC time synchronisation
6.17.1
Introduction

This solution addresses key issue #4.2 on TSC time synchronisation.
UPF forwards the gPTP message to the UE via user plane (i.e. using the PDU session applicable for sending gPTP messages). Only one PDU session per UE per UPF is used for sending gPTP messages regardless of how many external TSN working domains have their clock information delivered through a given UPF serving that UE. 

6.17.2
Solution details

The gPTP message is transferred in the user plane. In the establishment of PDU session to TSN working domain, the UP security policy for encryption and integrity protection shall be “required” to protect the gPTP message.

6.17.3
Evaluation
This solution meets the potential requirement of Key Issue #4.2.
*************** End of Change ****************
